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1 About these Instructions

These operating instructions describe the structure, functions and the use of the product and
will help you to operate the product as intended. Read these instructions carefully before using
the product. This is to avoid possible damage to persons, property or the device. Retain the in-
structions for future use during the service life of the product. If the product is passed on, pass
on these instructions as well.

1.1 Target groups

These instructions are aimed at qualified personal and must be carefully read by anyone
mounting, commissioning, operating, maintaining, dismantling or disposing of the device.

1.2 Explanation of symbols used
The following symbols are used in these instructions:

DANGER

DANGER indicates a dangerous situation with high risk of death or severe injury if
not avoided.

WARNING

WARNING indicates a dangerous situation with medium risk of death or severe in-
jury if not avoided.

CAUTION

CAUTION indicates a dangerous situation of medium risk which may result in minor
or moderate injury if not avoided.

NOTICE

NOTICE indicates a situation which may lead to property damage if not avoided.

NOTE
NOTE indicates tips, recommendations and useful information on specific actions
and facts. The notes simplify your work and help you to avoid additional work.

CALL TO ACTION
This symbol denotes actions that the user must carry out.

RESULTS OF ACTION
This symbol denotes relevant results of actions.

YR B PP

1.3 Other documents
Besides this document the following material can be found on the Internet at www.turck.com:
Data sheet

Approvals
Configuration manual

14 Naming convention

Common synonyms for "data carriers" include "tag", "transponder”, and "mobile storage
device". Read/write heads are also described as "transceivers" or "readers".

1.5 Feedback about these instructions

We make every effort to ensure that these instructions are as informative and as clear as pos-
sible. If you have any suggestions for improving the design or if some information is missing in
the document, please send your suggestions to techdoc@turck.com.

V02.012020/12 7
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2.1

Notes on the Product

Product identification
These instructions apply to the following UHF read/write heads:

TN - |UHF|-|@300|- [EU|- DS

T N Read/write head - ‘UHF‘ Frequency range - |Q300| Design
| Read/write head, mounting Frequency range Design
condition UHF UHF frequency range Q180L300 Rectangular
N Non-flush 180 % 300 X 61.7 mm
Q300 Rectangular

Turck RFID system 300 % 300 X 61.7 mm

@' Country of deployment

- | CDS | Software platform ‘

—L Country of deployment Software platform

2.2

2.3

AUS Australia CDS CODESYS V3 Runtime
BRA Brazil

CHN China

EU Europe

KOR Korea

NA North America (USA, Canada,
Mexico)

RUS Russia

Scope of delivery
The scope of delivery includes:

Read/write head
Wall bracket (metal rail)
Quick Start Guide

Legal requirements
The devices are subject to the following EU directives:

2014/30/EU (electromagnetic compatibility)
2011/65/EU (RoHS Directive)
2014/53/EU (RED Directive)
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24 Manufacturer and service
Hans Turck GmbH & Co. KG
Witzlebenstralle 7

45472 Milheim an der Ruhr
Germany
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Turck supports you with your projects, from initial analysis to the commissioning of your applic-
ation. The Turck product database contains software tools for programming, configuration or
commissioning, data sheets and CAD files in numerous export formats. You can access the
product database at the following address: www.turck.de/products

For further inquiries in Germany contact the Sales and Service Team on:

© Sales: +49 208 4952-380
© Technology: +49 208 4952-390

Outside Germany, please contact your local Turck representative.


http://www.turck.de/products

For Your Safety
Intended use

3 For Your Safety

The product is designed according to state-of-the-art technology. However, residual risks still
exist. Observe the following warnings and safety notices to prevent damage to persons and
property. Turck accepts no liability for damage caused by failure to observe these warning and
safety notices.

3.1 Intended use

10

These devices are designed solely for use in industrial areas.

The read/write heads with an integrated RFID interface are used for contactless data exchange
with the BL ident tags in the Turck UHF RFID system. The following table shows the operating
frequency of the devices:

Type code Operating frequency Region

TN-UHF-...-EU-CDS 865...868 MHz Europe

TN-UHF-...-NA-CDS 902...928 MHz North America (USA, Canada, Mexico)
TN-UHF-...-CHN-CDS 920.5...924.5 MHz China

TN-UHF-...-KOR-CDS 917...920.8 MHz Korea

TN-UHF-...-BRA-CDS 915...928 MHz Brazil

TN-UHF-...-RUS-CDS 866...868 MHz Russia

TN-UHF-...-AUS-CDS 920...926 MHz Australia

These devices may only be started up under the following conditions:

The particular frequency range is permissible for the use of UHF-RFID.

The operating frequency range of the devices is compliant with the permissible UHF RFID
range of the region.

A valid certification and/or approval is available for the region of use.

The integrated RFID interface enables the read/write heads to communicate directly with the
PLC or other higher-level systems. Read data is sent to the controller via the device. The device
can perform autonomous controller and diagnostics functions in order to reduce the workload
of the controller. The functions of devices can be programmed using the IEC 61131-3 compliant
CODESYS V3 programming software.

Four configurable digital channels are also provided for connecting digital sensors and actuat-
ors. The multiprotocol interfaces can be used as an EtherNet/IP device, Modbus TCP Turck slave,
or PROFINET RT device. In Modbus TCP systems the devices can also be used as masters.

The devices may only be used as described in these instructions. Any other use is not in accord-
ance with the intended use. Turck accepts no liability for any resulting damage.
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3.2 General safety notes

The device only meets the EMC requirements for industrial areas and is not suitable for use
in residential areas.

The device may only be assembled, installed, operated, parameterized and maintained by
professionally-trained personnel.

The device may only be used in accordance with applicable national and international regu-
lations, standards and laws.

Any extended stay within the area of radiation of the UHF read/write heads may be harmful
to health. Observe minimum distances from the actively radiating surface of the UHF read/

write head:
Region Max. permissible Safety distance
total radiant output power
Europe, Russia, China 2 W ERP (according to ETSI) >0.24m
USA, Canada, Brazil, Korea, 4 W EIRP >0.30m
Australia, New Zealand
Singapore 0.5 W ERP >0.24m

The radiation of the UHF read/write heads may have an adverse effect on the operation of
electrically controlled medical equipment. Keep an additional distance from active radiation
sources up to the maximum transmission distance.
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Product Description
Device overview

4 Product Description

The devices are designed with an aluminum housing and degree of protection IP67. The active
face is made out of plastic. Devices are available with an integrated antenna (Q300) or for con-
necting external antennas (Q180). Both device variants are suitable for connecting up to four
external passive UHF RFID antennas.

The terminals for the Ethernet and for digital I/Os are M12 sockets. The device has an M12 plug
connector for connecting the power supply. Terminals are provided for up to four external an-
tennas.

4.1 Device overview

S wenex 3=
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Fig. 2: Dimensions - TN-UHF-Q300...

4.1.1  Indication elements
The device has the following LED indicators:

Power supply

Group and bus errors
Status

Diagnostics

An audible alarm can also be set using software tools.
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4.2 Properties and features

Rectangular, height 180 or 300 mm

Active front face, UV-resistant

Four terminals for passive UHF RFID antennas

Four configurable digital channels, which can be configured as PNP inputs and/or
0.5 A outputs

2 W (ERP) maximum output power

Programmable according to IEC 61131-3 with CODESYS V3

CODESYS V3 PLC Runtime

CODESYS OPC UA server

PROFINET device, EtherNet/IP device or Modbus TCP master/slave

Data interface “U” for convenient use of the RFID functionality

Close to control integration in PLC systems without the use of a special function block
Integrated web server

LED indications and diagnostics

4.3 Operating principle

The read/write heads are used for contactless data exchange with tags. For this the controller
sends commands and data via the interface to the read/write head and receives the corres-
ponding response data from the read/write head. The reading of the IDs of all RFID tags in the
read area or the writing of an RFID tag with a specific production date are examples of typical
commands. To communicate with the tag, the data of the read/write head is coded and trans-
ferred via an electromagnetic field, which at the same time supplies the tags with power.

A read/write head contains a transmitter and a receiver, an interface to the interface and a
coupling element (coil and dipole antenna) for communicating with the tag. Electromagnetic
wave propagation is used for the transmission between read/write head and tag on devices for
the UHF range.

UHF: electromagnetic wave

Read/write head %

Fig. 3: Operating principle of UHF-RFID

The antenna of the read/write head generates electromagnetic waves. This produces a trans-
mission window as a so-called air interface in which the data exchange with the tag takes place.
The size of the transmission window depends on the combination of read/write heads and
tags, as well as on the relevant environmental conditions.

Each read/write head can communicate with a number of tags. This requires the read/write
head and the tag to operate in the same frequency range. Depending on the power and fre-
quency used, the device ranges vary from a few millimeters up to several meters. The specified
maximum read/write distances only represent typical values under laboratory conditions
without allowing for the effect of materials. The achievable distances may vary due to compon-
ent tolerances, the mounting situation in the application, ambient conditions and the effect of
materials (particularly metal and liquids).
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Product Description
Functions and operating modes

44

441

14

Functions and operating modes

The devices operate with an integrated or external antenna (TN-UHF-Q300...) or only with an
external antenna (TN-UHF-Q180L300...). The devices enable passive UHF tags to be read or
written in single and multitag operation. For this the devices form a transmission zone that
varies in size and range according to the tags used and the operating conditions of the
application. Refer to the data sheets for the applicable maximum read/write distances. The
devices can be fully tested, configured and parameterized from a PC using the specified
software tools.

The integrated RFID interfaces transfer data between the RFID level and the controller level.
The devices can be used as an EtherNet/IP device, Modbus TCP Turck slave, or PROFINET RT
device. The devices can also be used as masters in the Modbus TCP fieldbus system.

The device enables the execution of different commands such as Inventory (single-tag and
multitag applications), read, write and password protection. Additional functions are provided
for optimizing the speed, the self triggering of the system, as well as for backup and restore op-
erations. In every write or read cycle, up to 128 bytes can be transferred on each channel to the
controller. The data must be fragmented in order to transfer more than 128 bytes.

Sensors and actuators can be connected to the configurable digital channels. Up to four 3-wire
PNP sensors or two PNP DC actuators with a maximum output current of 0.5 A per output can
be connected. The total output current of all devices connected to the DXP channels must not
exceed max. 1 A.

The device can perform autonomous controller and diagnostics functions in order to reduce
the workload of the controller. The devices can be programmed using the IEC 61131-3 compli-
ant CODESYS 3 programming software.

Operating frequency

The Turck UHF system uses nationally specified transmission frequencies for the communica-
tion between the tags and read/write heads. These national operating frequencies for UHF are
the frequency ranges that are individually specified by the national regulation bodies.

The operating frequency of the devices in the UHF band is for example 865...868 MHz for
Europe and 902...928 MHz for the USA. The BL ident read/write heads in the UHF band can
therefore only be used in the countries they are intended for and must not be put into opera-
tion outside of these regions. As the BL ident UHF tags do not radiate their own radio waves,
these are suitable for use worldwide.

Turck offers different tag variants that are specially designed and optimized for national fre-
quency bands in order to achieve as large a communication range as possible. Wide-band
multi-range tags for international use are also available as an alternative.

The various Turck read/write heads support the following operating frequencies:

865...868 MHz (e.g. for Europe, Turkey and India)
866...868 MHz (e.g. for Russia)

902...928 MHz (e.g. for USA and Canada)
920...925 MHz (e.g. for China and Singapore)
902...907.5 MHz and 915...928 MHz (e.g. for Brazil)
917...920.8 MHz (e.g. for Korea)

The relevant national specifications for UHF such as frequency range, output and the status of
any national regulations can be obtained from the Internet at:
http://www.gs1.org/docs/epcglobal/UHF_Regulations.pdf

For more detailed information please contact the regulation authorities of the country where
you wish to use the UHF RFID system.

HF RFID systems can be run parallel to UHF RFID systems in an installation.
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442  Combination of UHF read/write heads and tags

The UHF read/write heads form a transmission zone for which the size depends on the combin-
ation of read/write head and tag. The listed maximum read/write distances only represent typ-
ical values under laboratory conditions without the effect of materials. The achievable dis-
tances may be different due to component tolerances, mounting location in the application,
ambient conditions and the effect of materials (particularly metal).

For this reason, the application must be tested in all cases under real conditions (particularly
with read and write operations in motion).

443  Multiprotocol function
The devices can be used in the following three Ethernet protocols:
Modbus TCP

EtherNet/IP
PROFINET

The Ethernet protocol used must be selected in the CODESYS project.

Manual protocol selection

The protocol must be defined manually in the CODESYS program. After that only read access to
the device is allowed with the other protocols. Manual protocol selection thus also provides an
additional permanent locking feature.

444  Data transfer to the PLC

In every write or read cycle, up to 128 bytes can be transferred on each channel. The data must
be fragmented in order to transfer more than 128 bytes. The amount of data transferred per
read or write cycle can be set as follows for different Ethernet protocols:

PROFINET EtherNet/IP Modbus TCP
8 bytes 16 bytes 128 bytes (permanently set)
16 bytes 64 bytes Adjustable fragment size:
32 bytes 128 bytes 8 bytes
64 bytes (default setting) 16 bytes
128 bytes
(default setting) 32 bytes
9 64 bytes
128 bytes

(default setting)

445  RFID channels — operating modes
Two different data interfaces can be selected for the RFID channels:

UHF compact: Transfer of up to 128 bytes possible, recommended for single tag applications
UHF extended: Transfer of more than 128 bytes possible, recommended for multi-tag applic-
ations

V02.01 | 2020/12 15



Product Description
Functions and operating modes

446  RFID commands

The device can perform the following commands and functions. A complete description of the
commands is provided in the section “Setting”.

Idle

Inventory

Read

Write

Write and verify

Continuous mode

Get data from buffer (Continuous mode)
UHF continuous presence sensing mode
End Continuous (presence sensing) mode
Read/write head identification

Direct read/write head command

Set tag password

Set read/write head password

Reset read/write head password

Set tag protection

Tag info

Permanently deactivate UHF tags (Kill)
Restore UHF read/write head settings
Backup settings of the UHF read/write head
Query error/status of UHF read/write head
Reset

447  Loop counter function

The loop counter function is provided for rapid command processing. The loop counter func-
tion only requires two PLC cycles to execute a command repeatedly (flow chart see [ 220]).
This increments the loop counter to execute a command repeatedly. At least four PLC cycles
are required in conventional command processing. In order to execute a command repeatedly
with conventional command processing, a command has to be reset and then set again. The
loop counter function is provided for special commands. If the command was successfully ex-
ecuted, the command code is output in the response data.

448  CODESYS OPC UA server

The device can exchange data with any OPC UA clients via the integrated CODESYS OPC UA
server.

The device can be connected via OPC UA to higher-level systems such as MES, ERP or Cloud
systems. The data transfer is defined according to the Micro Embedded Device Server protocol
of the OPC Foundation for supporting OPC UA in field devices. For this data transfer, the integ-
rated OPC UA server of the interface communicates with the OPC UA client of the higher-level
system.

449  Compatible CODESYS versions
The device is compatible with the following CODESYS versions:

CODESYS CODESYS Firmware CODESYS
programming runtime version package
environment

3.5.12.10 3.5.11.20 1.0.1.0 1.0.1.0
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45 Technical accessories

Accessories for mounting, connecting and parameterizing can be found in product database or
the Accessories List for TBEN (D301367) under www.turck.com. The accessories are not part of
the scope of delivery.

V02.01 | 2020/12 17
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Installing

5 Installing

The device is provided with a bracket in accordance with VESA 100 x 100 for mounting. The
device is provided with four M4 threaded holes spaced 100 mm apart (horizontally and vertic-

ally). The maximum length of the screws is 8 mm plus the thickness of the VESA bracket. The
devices can be mounted in any position.

»  Fasten the device with four M4 screws to a bracket in accordance with VESA 100 x 100.

4 x M4

100
[3.94]

46.1
[1. fZ]

l—219[8.62] —

l——219[8.62] —

Fig. 4: Rear view — TN-UHF-Q180... Fig. 5: Rear view — TN-UHF-Q300...
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6  Connecting

6.1 Connecting devices to Ethernet

The device is provided with a 4-pin M12 female connector for connecting the device to an
Ethernet system.

Fig. 6: M12 Ethernet connector

»  Connect the device to Ethernet as per the following pin assignment (max. tightening
torque 0.8 Nm).

<
5 IR
= +
4 4=RX -
flange = FE
ETH1/PoE

Fig. 7: Pin assignment of the Ethernet connections

NOTE
With PoE transfer the power supply via PoE Mode A with 4-wire cables.
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Connecting the power supply
The device is provided with a 5-pin M12 plug connectors for connecting the power supply.

Fig. 8: M12 plug connector for connecting the power supply

»  Connect the device to the power supply as per the following pin assignment (max. tight-
ening torque 0.8 Nm).

- 1=\ <
2 2 =TX/RX - 2
N 3=GND
1 000
3 4=TX/RX+1 693
4 5 5-pF 5 4
24VDC /COM

Fig. 9: Pin assignment of the power supply terminals
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6.3  Connecting digital sensors and actuators
The device has two 5-pin M12 plug connectors for connecting digital sensors and actuators.

Fig. 10: M12 plug connectors for connecting digital sensors and actuators

NOTE
When operating via PoE (Power over Ethernet) the digital channels cannot be used
as outputs.

»  Connect sensors and actuators to the device as per the following pin assignment (max.
tightening torque 0.8 Nm).

< 3BU-
1 =Vaux 4BK L] Sensor
g 2 =DXP1/DXP3 SFE or
1 3 3 =GND ) 18N + | |Actuator
574 4 i DXPO / DXP2 JWHT Sensor
5 =FE or
DXPO0...DXP3 3BU - [ |Actuator
-« DXPO0..DXP3

Fig. 11: Connections for digital sensors and ac- Fig. 12: Connections for digital sensors and ac-
tuators — pin assignment tuators — wiring diagram
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6.4  Connecting external antennas

The device is provided with four RP-TNC sockets for connecting up to four external antennas.
The input impedance is 50 Q.

Fig. 13: RP-TNC sockets for connecting external antennas

» Connect external antennas with an RP-TNC antenna cable to the device (max. tightening
torque 0.8 Nm).
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/ Commissioning

7.1 Parameterizing read/write heads with the DTM

The UHF settings of the device can be assigned additional parameters via a DTM.

All the required Turck software components can be downloaded via the Turck Software
Manager. The Turck Software Manager is available free of charge from www.turck.com.

NOTE

The parameterization function up to firmware version V2.0.39.3937 is only available
in English. All parameters are written in the DTM.

The individual read/write heads are available in different variants. When a connection is made

to a connected read/write head, the DTM automatically detects the relevant device and deac-

tivates menu items that are not supported. The connection cannot be established if a different
variant than set in the project tree is connected.

NOTE

Adjustable parameters are indicated in the DTM with a green arrow. Fixed paramet-
ers are indicated by gray arrows.

= Enable antenna
= Radiated power unit

Fig. 14: DTM - example of adjustable and fixed parameters

Requirements for extended parameter setting

PACTware must be installed.

The DTM for UHF read/write heads must be installed.

The DTM for the BL20, BL67, BLcompact, FEN20, FXEN, FGEN and TBEN fieldbus I/0 system
must be installed.
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7.1.1  Connecting the device with the PC

>

vvyywvyy

Open PACTware.

Right-click Host PC in the project tree.
Click Add device.

Add BL Service Ethernet.

Confirm selection with OK.

] PaCTware

File Edit View Project Device Extras Window Help

=L E = = )

3

J Device for
All Devices (2/2 DTMs)

[Enter text to search... [~1| Fnd Clear
Device - Protocal Vendor Group DeviceVersion  FDTversion  DTM version
. BL Service Ethernet  BL Servic.. Turck DTM spe.. 1.0.0/2007-.. 1.2.0.0 1.00.260...
. BL Service RS232 BL Service Turck DTM spe... 1.0.0/2007-.. 1.200 1.00.260...

E BL Service Ethernet Com DTM

OK

Cancel

<
[ 0] <noname

Administrator ‘

boje1er a2imag s

Fig. 15: Selecting an Ethernet adapter
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»  Right-click the Ethernet adapter.
» Start the Topology scan.

-.'] PACTware
File Edit View Project Device Extras Window  Help

NEES O (B DR (9 8y 8
Address | [ R Device type (OTM)

@ ervice Ethernet

Connect

Disconnect

Load from device

Store to device

Pararmeter
Measured value
Simulation

Diagnosis

Display channels
Channel b

Diagnostic Scan

Up-/Download-Manager
Print

Additional functions

Add device

Exchange device
Delete device

Properties BL Service Ethernet

Fig. 16: Starting the Topology scan
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The connected devices are automatically detected and added to the project tree.

PACTware
File  Edit View Project Device Extras Window  Help

DEEHS & [Be CRW @ 83 E

Device tag Address O %ﬁ Device type (OTM)

HOST PC
G ™ TCP:192.168.1.93 # = = BL Service Ethernet
L) 192.168.1.254/TN-UHF-Q300-EL # <= = TN-UKF-Q200-EU-CDS
B Modulbus A= & Modulbus
== 01/0200-Generic 01 # = ™ Intern-Q200-Generic
?---E'L%r' UHF Ident 0 = § UHF Ident 0

63 | [ R TN-UHF-Q300-EU I

Fig. 17: Project tree
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7.1.2  Starting the extended read/write head parameter setting

» Right-click the device.
»  Start the parameter setting: Choose Parameterization or Online parameterization. The
device must be connected to the PC for the Online parameterization.
-.'] PACTware
File  Edit View Project Device Extras Window  Help

NEEHS & [Be oW Q83 E

Device tag Address |(J |33 | Device type (DTM)
B HosTRC
= TCP:192.168.1.93 # = = BL Service Ethernet
-5 = 192,168.1.254/TN-UHF-Q300-EL # = = TN-UHF-Q300-EU-CDS
~EF Modulbus A= T Modulbus
. = 01/Q300-Generic o1 # = = Intern-Q300-Generic

“E§ UHF Ident 0 = F UHF Ident 0

TN-UHF-C

A Connect

£

== Disconnect

Get device state
E Load from device
ﬂ Store to device

Measured value Online parameterization

Simulation
Diagnosis

Print

Additional functions

Add device
Exchange device
Delete device

Properties TH-UHF-Q300-EU

Fig. 18: Starting the parameterization
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713 DTM main menu — overview

BEed-8 S ErEmE

Basic setup | Antenna | Antenna configuration | Communication | EPC Class1 Gen2 | Post read filter | Signaling

Fig. 19: DTM — main menu

The main menu provides the following functions:

Icon Function Description
E Show and hide information Shows the information bar for the connected device and DTM
bar version at the top of the screen.
= DTM help Starts the DTM help.
ﬁ Device help Opens the data sheet of the connected read/write head.
?_f Expert mode ON/OFF Opens the drop-down menu to select the access level.

The following access levels are available:
Basic (default setting)
Advanced
Administrator (password-protected)

EIE Display channel wise Toggles the view between standard display and channel-wise
EE display.
!"P Load data from database Loads previously stored parameters from the database
= (e.g. an existing project).
] Store data in database Transfers the current read/write head parameters to the
b= .
b database of the current project.
?_h Read data from device Reads the set parameters from the device.
j Transmit data to device Transfers the set parameters to the device.
S
== Compare displayed values with Compares the values displayed in the DTM with the values
£ database saved in the database.
m CSV export current values Exports the current values from the DTM to a CSV file.
&

The following setup windows can be opened in tabs via the main menu:

Basic setup

Antenna

Antenna configuration
Communication

EPC Class1 Gen2

Post read filter
Signaling
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7.14  Choosing the access level
Three access levels are available for setting the device parameters. Different parameters can be
set depending on the access level.

NOTE

ﬂ Modifications made in the Administrator access level can result in serious changes
to operation. The Administrator access level is therefore only available for Turck
service technicians. All relevant settings for the successful parameter setting of an
application are available in the Advanced access level.

Access level Description Initial password

Basic Basic access for configuration and commissioning  Not required

Advanced Extended access, e.g. for applications Not required

Administrator Administrator access for critical security or wireless Required
settings

The current access level is displayed in the top right screen area of the DTM.

Your Global Automation Partner
G Module type TN-UHF-Q300-EU

Module description  BL ident read/write head, european version

g E i i - g" "% & ’_ﬁ % S:Qi:;a:?crameterization

Basic setup | Antenna | Antenna configuration | Communication | EPC Class1 Gen2 | Post read filter | Signaling

Fig. 20: Display of the access level
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7.1.5  Setting multiplex operation

In multiplex operation, several antennas can be controlled or switched on in sequence. The
example below shows the activation of the antennas in sequence. The multiplex operation can
consist of up to 16 sequences and can be used, for example, for gate applications.

E N

=10 V=08
=18 BT

.))) Cinge=iin N i (((O

Fig. 21: Gate application — schematic representation

Configuring multiplex operation — example

» Choose the Antenna tab in the main menu.

» At Antenna > Antenna multiplexing > Number of entries enter the number of anten-
nas.

EFei-BB S.e8EE

&) #= Antenna multiplexing

_I -

= lstentry Antenna RHCP (right-handed circular polarization)
@ I= Other

= Auto-tuning function enabled

Basic setup | Antenna | Antenna configuration | Communication | EPC Class1 Gen?2 | Post read filter | Signaling |
Marme | | Wert |
& [ Antenna

Fig. 22: Entering the number of antennas
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»  Assign antennas with functions (e.g. internal antenna: RHCP, LHCP, external antenna)

B8 S.erfEE

Basic setup | Antenna | Antenna configuration | Communication | EPC Class1 Gen2 | Post read filter | Signaling |

Mame Wert
& [ Antenna
&) §= Antenna multiplexing
= Mumber of entries 4 |E|

= lstentry

= Zndentry

Antenna RHCP (right-handed circular pelanzation)
Antenna LHCP ({left-handed circular polarization)

Sty N e ozl poration

= dthentry
& = Other
= Auto-tuning function

Antenma RHCP (right-handed circular pelarization)
Antenna LHCP (left-handed circular polarizaticn)
Antenna H (horizontal polarization)

Antenna V (vertical polanzation)

External Antenna 1

External Antenna 2

External Antenna 3

External Antenna 4

Fig. 23: Example: setting multiplex operation
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»  Click Accept to save the settings.

»  Forall antennas used set at Antenna configuration > Maximal transmit time the time
in which the particular antenna is to remain active and stay switched on.

ERi- B Sen il

Basic setup | Antenna | Antenna configuration | Communication | EPC Class1 Gen2 | Post read filter | Signaling |

@ = Antenna LHCP (left-handed circular polarization)
@ = Antenna H (horizontal polarization)

@ = Antenna V (vertical polarization)

3 §= External Antenna 1

3 §= External Antenna 2

3 §= External Antenna 3

@ §= External Antenna 4

Fig. 24: Setting the maximum transmit time
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Mame | Wert
& [ Antenna configuration
& = General
= Power supply external power supply
@ §= Antenna RHCP (right-handed circular polarization)
= Enable antenna
= Radiated power unit dBm e.r.p.
= Radiated power 20 dBm erp. [~]
= Maximal number of inventory rounds 65535 Iz‘
= Prefered channel (fixed frequency and LBT mode) 0 Iz‘
= Switch to next antenna if no transponder was read disabled
= Use channel from this configuration disabled




7.1.6  Setting antenna power

The antenna power of the read/write head can be set for the specific application. The radiated
power for the integrated antenna can be entered directly in the DTM. The power must be
calculated for external antennas.

The following parameters must be used to calculate the radiated power (Pgg):

Peond Power to be output at the TNC socket of the read/write head
dB Cable attenuation
Guw Antenna gain of the external antenna

NOTE
ﬂ Refer to the data sheets of the components used for the cable attenuation and
antenna gain.

Antenna
Radiated Antenna Cable Conducted
power gain attenuation power
P G dB P

ERP HW cond

Fig. 25: Power calculation - relevant variables (schematic representation)

The power can be calculated with the following formula:

Pere = Gw - dB + Pond

Setting antenna power — Restrictions of radio regulations

Some national regulations restrict the degree of freedom available for creating an RFID system.
You as the operator are responsible for ensuring that regulations are observed.

ETSI

- Radiated power Pg: Max. 33 dBm ERP
FCC

- Radiated power Pg: Max. 36 dBm EIRP
— Peong: Max. 30 dBm with antenna gain Gy, < 6 dbi

NOTE
The DTM indicates impermissible configurations with an exclamation mark. A trans-
mission to the device is prevented.
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Calculating radiated power

The effective radiated power (ERP) is the power that is radiated from an antenna into free
space. To make it possible to compare the technical properties of different antenna, the power
specifications given are always in relation to a reference antenna.

EIRP = equivalent isotropic radiated power (reference: isotropic antenna)
ERP = effective radiated power (reference: with the length of A\/2)

The radiated power can be stated in watts or in dBm. The following table shows approximate
values as a guide for converting between dBm and mW:

dBm mW dBm mW dBm mW dBm mW
1.25 9 8 17 50 25 316
2 1.6 10 10 18 63 26 400
3 2 11 13 19 80 27 500
4 2.5 12 16 20 100 28 630
5 3 13 20 21 125 29 800
6 4 14 25 22 160 30 1000
7 5 15 32 23 200 ... ...
8 6 16 40 24 250 33 2000

The formula for calculating the exact values is: dBm =10 x Ig (P/1 mW)

Converting antenna gain

34

The antenna gain can be specified in the following units:

dBd Antenna gain in relation to a dipole
dBi Antenna gain in relation to an isotropic radiator (linear)
dBic Antenna gain in relation to an isotropic radiator (circular)

The different units can be converted as follows:

Gy = dBd
Gy =dBi-2.15
Gy = dBic-5.15
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Setting the power for external antennas via the DTM

When supplied via Power over Ethernet (PoE), the radiated power for the internal antenna is
limited to 1T W. With external antennas 1 W of output power is provided at the TNC socket. The
power supply type is set automatically via Antenna configuration = Power supply to the
external power supply value.

»  Setthe radiated power via Antenna Configuration = Radiated power (here: 33 dBm
e.r.p.).

BB S e EE

Basic setup | Antenna | Antenna configuration | Communication | EPC Class1 Gen2 | Post read filter | Signaling |

MName |Werl
@& [ Antenna configuration
&) §= General
= Power supply external power supply
& = Antenna RHCP (right-handed circular polarization)

@ = Antenna LHCP (left-handed circular polarization)
@ = Antenna H (horizontal polarization)

3 = Antenna V {vertical polarization)

@ §= External Antenna 1

= Enable antenna

= Radiated power unit dBm er.p.

[ Radred pomer | mamew
= Antenna cable attenuation 0dB Iz‘
= Antenna gain unit dBd (dipole)

= Antenna gain -2,00 dBd (dipole) ]
=2 Conducted power 3200 dBm

= Maximal number of inventory rounds 65535 Iz‘
= Prefered channel (fixed frequency and LET mode) ] Iz‘
= Switch to next antenna if no transponder was read disabled

= Maximal transmit time 65535 ms Iz‘
= Use channel from this configuration disabled

@ §= External Antenna 2
@ §= External Antenna 3
3 §= External Antenna 4

Fig. 26: Setting the radiated power
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»  Refer to the data sheet of the cable used for the cable attenuation.
»  Enter the cable attenuation at Antenna cable attenuation.

EPei-8 S e 8E

Basic setup | Antenna | Antenna configuration | Communication | EPC Class1 Gen2 | Post read filter | Signaling |

MNarne Value
) m Antenna configuration
(&) = General
=, Power supply Power over Ethernet (PoE)

@ §= Antenna RHCP (right-handed circular polarization)
@ = Antenna LHCP (left-handed circular polarization)
@ #E Antenna H (horizontal polarization)

@ #= Antenna V (vertical polarization)

(&) = External Antenna 1

3 i= External Antenna 2
3 = External Antenna 2
{3 i= External Antenna 4

Fig. 27: DTM - entering the cable attenuation
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= Radiated power unit dBm erp.

% Radiated power 33 dBm e.rp. [+]
 Anemna cablesttenvaton A4 -
= Antenna gain unit dBd (dipole)

= Antenna gain 9,00 dBd (dipole) [~]
= Conducted power # 2800 dBm

= Maximal number of inventory rounds B85535 |E|
= Prefered channel (fixed frequency and LBT mode) 0 |E|
= Switch to next antenna if no transponder was read disabled

= Maximal transmit time B85535 ms |E|
= Use channel from this configuration disabled




>

Refer to the data sheet of the external antenna for the antenna gain.
»  Set the unit for the antenna gain at Antenna gain unit (here: dBd).

ERee-B S e iHE

Basic setup | Antenna | Antenna configuration | Communication | EPC Class1 Gen2 | Post read filter | Signaling |

MName

Wert

@& [ Antenna configuration
@ #= General

@ = Antenna RHCP (right-handed circular polarization)
@ #= Antenna LHCP (left-handed circular polarization)
@ = Antenna H (horizontal polarization)

3 I= Antenna V {vertical polarization)

[OF S

[OR =
@ i=
@ i=

Fig. 28: Setting the unit for the antenna gain

= Power supply

External Antenna 1

= Enable antenna

= Radiated power unit
= Radiated power

= Antenna cable attenuation

= Antenna gain
= Conducted power

= Maximal number of inventory rounds
= Prefered channel (fixed frequency and LET mode)
= Switch to next antenna if no transponder was read

= Maximal transmit time

= Use channel from this configuration

External Antenna 2
External Antenna 3
External Antenna 4
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external power supply

dBm erp.
33 dBm erp.
4dB

dBd (dipole)

dBd (dipole)
dBi (isotropic)
dBic (isotropic circular)

0
disabled
65535 ms
disabled

[ ME CEEE
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» Setantenna gain at Antenna gain (here: 9.00).

S e EEHE

=P8 8:-88

Basic setup | Antenna | Antenna configuraticn | Communication | EPC Class1 Gen2 | Post read filter | Signaling |

MName

=

& [ Antenna configuration

@ #= General

= Power supply
@ = Antenna RHCP (right-handed circular polarization)
@ = Antenna LHCP (left-handed circular polarization)
@ §= Antenna H (horizontal polarization)
@ IE Antenna V (vertical polarization)
& #= External Antenna 1

= Enable antenna

= Radiated power unit

= Radiated power

= Antenna cable attenuation

= Antenna gain unit

/' 2400 dBm

= Conducted power
= Maximal number of inventory rounds
= Prefered channel (fixed frequency and LET mode)
= Switch to next antenna if no transponder was read
= Maximal transmit time
= Use channel from this configuration

@ #= External Antenna 2

3@ §E External Antenna 3

3 #= External Antenna 4

Fig. 29: Setting antenna gain
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external power supply

dBm er.p.
33 dBm erp.
44dB

dBd (dipole)

085535

0
disabled
65535 ms
disabled
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The power at the TNC socket (P, is calculated automatically by the DTM and displayed at
Conducted power.

EFe-BB S e fE

Basic setup | Antenna | Antenna configuration | Communication | EPC Class1 Gen2 | Post read filter | Signaling |

MName | |Werl
@& [ Antenna configuration
@ #= General
= Power supply external power supply

@ I= Antenna RHCP (right-handed circular polarization)
@ = Antenna LHCP (left-handed circular polarization)
@ = Antenna H (horizontal polarization)

3 #= Antenna V {vertical polarization)

& #= External Antenna 1

= Enable antenna

= Radiated power unit dBm er.p.

== Radiated power 33 dBm erp. ]
= Antenna cable attenuation 0dB |Z|
= Antenna gain unit dBd (dipole)

= Antenna gain #' 9,00 did (dipcle) ]
S e 2 (a0 B
= Maximal number of inventory rounds 65335 |Z|
= Prefered channel (fixed frequency and LET mode) ] Iz‘
= Switch to next antenna if no transponder was read disabled

= Maximal transmit time 65535 ms |Z|
= Use channel from this configuration disabled

3 §E External Antenna 2
@ #= External Antenna 3
3 #= External Antenna 4

Fig. 30: Display of the power at the TNC socket

»  Click Accept to save the settings.
»  Setthe power for each additional antenna separately.
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7.1.7  Setting antenna polarization

The antenna polarization can be switched via the DTM. Switching the polarization makes it
possible to change null spots caused by interference. The detection rate can be increased by
switching the polarization. Polarization switching is suitable for example in single tag applica-
tions in particularly metallic environments.

The following graphics schematically illustrate the possibilities of antenna polarization.

Fig. 31: Antenna polarization circular (RHCP) Fig. 32: Antenna polarization circular (LHCP)

.‘

Fig. 33: Antenna polarization linear (vertical) ~ Fig. 34: Antenna polarization linear (horizontal)
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Switching antenna polarization

Polarization switching is activated in the DTM via the multiplex settings.

» Setat Antenna - Number of entries the value 2.
» Setat Antenna —> 1st entry the value Antenna LHCP.
> Setat Antenna > 2nd entry the value Antenna RHCP.

EPe-B SsEfEE

Basic setup | Antenna | Antenna configuration | Communication | EPC Class1 Gen2 | Post read filter | Signaling |

Mame

Wert

&) m Antenna
& = Antenna multiplexing
- Mumber of entries ra

= 1lst entry

2
Antenna RHCP (right-handed circular polanization)

S ondenty  |Antenna LHCP (left-handed circular polarization)

@& = Other
= Auto-tuning function

Antenna RHCP (right-handed circular polarization)
Antenna LHCP (left-handed circular polarization)
Antenna H (horizontal polarization)

Antenna V (vertical polanzation)

External Antenna 1

External Antenna 2

External Antenna 3

External Antenna 4

Fig. 35: Switching antenna polarization
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» At Antenna configuration = Maximal transmit time set the time up to the polarization
switch or activate the Switch to next antenna if no transponder was read option.
=  If the Switch to next antenna if no transponder was read option is enabled, the read/

write head automatically switches after an Inventory operation without reading to the
next multiplex sequence (Entry).

ERPe-88 S e EEE

Basic setup | Antenna | Antenna configuration | Communication | EPC Class1 Gen2 | Post read filter | Signaling |

MName | | Wert
@& [ Antenna configuration
@& #= General
= Power supply external power supply
@ #= Antenna RHCP (right-handed circular polarization)
= Enable antenna
= Radiated power unit dBm er.p.
= Radiated power 20 dBm erp. [=
= Maximal number of inventory rounds 65535 E
= Prefered channel (fixed frequency and LBT mode) 0 E
enabled
= Maximal transmit time /| disabled E
= Use channel from this configuration enabled

3 #= Antenna LHCP (left-handed circular polarization)
@ = Antenna H {horizontal polarization)

3 #= Antenna V (vertical polarization)

3@ §= External Antenna 1

(3 §= External Antenna 2

(3 §= External Antenna 3

3 §= External Antenna 4

Fig. 36: Switching polarization automatically
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7.1.8  Switching on presence sensing mode

In order to use the Continuous presence sensing mode command, the Presence sensing mode
must be activated in the read/write head. In Presence sensing mode, the read/write heads are
automatically switched on as soon as a tag is located in the detection range.

» Choose Basic setup > General > Device mode and set the presence sensing mode
option.

B8 8i-88 S ErafipHE

Basic setup | Antenna | Antenna configuration | Communication | EPC Class1 Gen2 | Post read filter | Signaling

Mame Wert
& [ Basic setup
&) §= General
= Device mode trigger mode -
= Interface mod continucusly read transponders w/o trigger
= Inventory mod trigger mode
continucously transmit w/o reading transponders (no Tx modulation, CW)

presense sensing mode

Fig. 37: Switching on presence sensing mode

The Advanced access level allows the Tag data delay time and Carrier delay time parameters
to be set individually.

Tag data delay time: Time in which the read/write head searches for a tag. If a tag is found,
the field is switched on. In the Basic access level, the parameter is set by default to 100 ms.
Carrier delay time: Time until the read/write head switches off the field after the last read
operation. In the Basic access level, the parameter is set by default to 65535 ms.

NOTE
Report mode is recommended for the RFID test since the read tag information items
appear in the RFID test window and do not have to be polled individually.
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7.1.9  Transferring the RSSI value — communication

The Communication tab is used to set the parameters for the configuration of the deBus
messages. All parameters and the settable values are written in the DTM.

Example: switch on RSSI transmission

»  Switch on RSSI transmission: choose Communication = Message data content >
Transponder RSSI and select the enabled option.

=  The RSSI value is displayed with the inventory in the read data.

EPei-B Sen - iiE

Basic setup | Antenna | Antenna configuration | Communication | EPC Class1 Gen2 | Post read filter | Signaling |
Marne Wert

& [I] Communication
(&) #= Message data content

dizabled

dizabled
enabled

Fig. 38: Switching on RSSI transmission
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7.1.10  Setting the air interface parameters — EPC Class 1 Gen 2
The EPC Class1 Gen2 tab is used to set the EPC Class1 Gen2 parameters for the air interface.
The parameters set are used if the read/write head performs an Inventory command. All para-
meters and the settable values are written in the DTM.

Example: set the tag reset

The tag reset function makes it possible to set how often a tag returns a signal to the read/write
head with an Inventory operation. The tag reset function is only useful in single-tag applica-

tions.

» EPCClass 1 Gen 2 > Inventory = Inventory profile 1: Transponder reset > enter

value

B 88258

Mame
@& [ EPC Class1 Gen2
(&) §= Data Access
- Access 1
&) #= Inventory
= Inventory profile 1:
= Inventory profile 1:
= Inventory profile 1:
= Inventory profile 1:
= Inventory profile 1:
= Inventory profile 1:
= Inventory profile 1:
= Inventory profile 1:
= Inventory profile 1:
= Inventory profile 1:
= Inventory profile 1:
= Inventory profile 1:
= Inventory profile 1:
= Inventory profile 1:
= Inventory profile 1:
= Inventory profile 1:
= Inventory profile 1:
= Inventory profile 1:

= Inventory profile 1:

= Inventory profile 1:

Fig. 39: Setting the tag reset
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(here: 150 ms).

SE i HE

EPC Class1 Gen2 | Post read filter | Signaling

Basic setup | Antenna | Antenna configuration | Communication

Algorithm

1 value - minimum

( value - start

 value - maximum
Increment threshhold
Decrement threshhold
Session & flag state
Selection flag state
Truncation

Teggle session flag state
Toggle after N rounds
Transponder reset
Inventory behavior (rounds)
Auto stop after N reads
Auto stop after N slots
If no reads - reinitialize
If no reads - stop

Max. number of slots
Impin™ Tag Focus

Transmit PC with EPC

Wert

dizabled

dynamic Q1
3

3

]

100

10
S0=A
all
disabled
disabled
65535

2150

255
65535
65535
disabled
disabled
65535
disabled
disabled
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7.1.11  Setting the RSS! filter — Post read filter
The Post read filter tab enables parameters to be set in order to filter event messages.

The set filters do not reduce the data traffic on the air interface and are not suitable for multi-

tag applications with many tags or high passing speeds. All parameters and the settable values
are written in the DTM.

Example: set the RSSI filter

An RSSl filter makes it possible to prevent unwanted read operations. All read operations with
an RSSI outside of the set limit values are filtered out and not displayed.

» At Post read filter = RSSl filter switch on the RSSl filter.

BEPei-B S e il

Basic setup | Antenna | Antenna configuration | Communication | EPC Class1 Gen2 | Post read filter | Signaling
Marne Wert
& [ Post read filter

(3 #= Data match comparison

= Data match comparisor disabled
- Start 0
@ = RSSIfilter

[4]

disabled
= Mo, of reads filter dizabled
= Mo. of reads enabled |E|
= Timeout 0 ms |E|

Fig. 40: Switching on the RSSI filter
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»  Setthe limit values at Post read filter > RSSI filter - Lower threshold.
=  Example: all read operations below an RSSI value of -45 dBm are filtered out.

EPi-B S.en - iFiE

Basic setup | Antenna | Antenna configuration | Communication | EPC Class1 Gen2

Post read filter

Signaling

Mame

Wert

& [I Post read filter
&) #= Data match comparison

= Data match comparisor disabled

- Start 0

@ = RSSI filter
= RSSI Filter # enabled
= Upper threshold 0 dBm
= s P2
= Mo, of reads filter Select...
= Mo, of reads 0
= Timeout 0 ms

Fig. 41: Example - setting the limit value for RSSI

7.1.12  Setting LED indication — Signaling
The Signaling tab enables the default settings for the USER LEDs to be edited. All parameters

and the settable values are written in the DTM.
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7.2 Parameterizing read/write heads with the web server

NOTE

The web server always shows all setting options. Parameterization via the web
server is possible for the TN-UHF-Q300-EU-CDS from firmware version >1.0.2.0.

The devices can be set and commands sent to the devices via the integrated web server. To
open the web server with a PC, the device and the PC must be located in the same IP network.

7.2.1  Opening a web server

The web server can be opened via a web browser or via the Turck Service Tool. The procedure

for accessing the web server via the Turck Service Tool is described in the section "Setting the IP
address".

In the delivery state the device has the IP address 192.168.1.254. To open the web server via a
web browser, enter http://192.168.1.254 in the address bar of the web browser.
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7.2.2  Editing settings in the web server

A login is required in order to edit settings via the web server. The default password is
“password”.

NOTE
To ensure greater security, Turck recommends changing the password after the first
login.

»  Enter the password in the Login field on the start page of the web server.
» Click Login.

UHF RFID CONFIG & DEMO DOCUMENTATION cLouD LeiN| | @

TN-UHF-Q300-EU-CDS TN-UHF-Q300-EU-CDS - Gateway - Info
Info
Parameter
Diagnosis
Status
Event log

Ex- / Import

Change Password

LOCAL I/O
Ethernet Multiprot., RFID-UHF-Reader, Programable, 4 in-/outputs
{E):} Parameter
Diagnosis Device
Special device properties
ﬁ Input Version code lusPVYV | 2
s Output Serial number 1421528353 \ 2
)
Hardware version o | 2
Station information
Type [TN-UHF-Q300-EU-CDSec |
Ident. no 100000895 |
Firmware revision [1.1.1.0 |
Bootloader revision [1.01.0 |
Addressing mode |PGM-DHCP | 2

For comments or questions please find your local contact on www.turck.com

Fig. 42: Web server - login
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» Change the password after the first login.

UHF RFID CONFIG & DEMO DOCUMENTATION CLOUD LOGIN |sssessse

TN-UHF-Q300-EU-CDS TN-UHF-Q300-EU-CDS - Gateway - Info

Info
Parameter
Diagnosis

Status

Event log

Ex-/ Import
@ We recommend to change the default password! Change

PEwEEHD

Change Password password now?

LOCAL IO

&
&

Parameter

Serial number 421528353 ?

El

[

Hardware version 0.1 ?

Station information
Type [TN-UHF-Q300-EU-CDSec

Ident. no 100000895

Fig. 43: Web server - changing the password
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MAIN

The start page is displayed with the device information after the login.

DOCUMENTATION CLOuUD

TN-UHF.Q300-£U-CDS

UHF IDENT 0 - UHF DEVICE

Info

Parameter

Diagnostics

Input
Output
Import-/Export

Application

Device information
Hardware
Device type

Internal antenna

RS485 termination on/off switch
Serial number

Transceiver ASIC

Prefix customer D

Software
Firmware version

Fig. 44: Web server - start page

BL ident read/write head, european version

[a300

lavailable

|avai|ab\e

[734943

|R2000

1000001 (hex)

[10.10

LOGOUT

»  Click UHF RFID CONFIG & DEMO to display and set the device parameters.

MAIN |

| DOCUMENTATION cLoup

TN-UHF-Q300-£U-CDS

UHF IDENT 0 - UHF DEVICE

Info
Parameter

Diagnostics

R Input
Output
Import-/Export

Application

Device information
Hardware
Device type

Internal antenna

RS485 termination on/off switch
Serial number

Transceiver ASIC

Prefix customer ID

Software
Firmware version

Fig. 45: Web server - UHF RFID CONFIG & DEMO
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BL ident read/write head, european version

lasoo

lavailable

lavailable

[734943

|R2000

[1000001 (hex)

[10.10

LOGOUT
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»  Click GO ONLINE in the login window.

MAIN DOCUMENTATION CLOUD LOGOUT

Login

UHF IDENT 0 - UHF DEVICE

Info
Read data from device? Process data is not transferred while reading from device

o Parameter

GO ONLINE

Diagnostics

Input
Output
Import-/Export

Application

Fig. 46: Web server - GO ONLINE

»  Click Parameter in the navigation bar on the left of the screen.

MAIN DOCUMENTATION cLouD LOGOUT

TN-UHF-Q300-£U-CDS

UHF IDENT 0 - UHF DEVICE a
Info
o Parameter
Diagnostics
Input
Output
Import-/Export

Application

BL ident read/write head, european version

Device information

Hardware
Device type Q300 |
Internal antenna available |
RS485 termination on/off switch available |
Serial number 734943 |
Transceiver ASIC R2000 |
Prefix customer ID 11000001 (hex) |
Software
Firmware version 10.10 |

Fig. 47: Web server - Parameter dialog
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=  All parameters of the device are displayed.

NOTE

The parameters are arranged in the web server in the same way as in the UHF DTM.

Information on the parameters is provided at [ 28]. The access level displayed in

the web server corresponds to the Advanced level in the DTM.

MAIN

INTERN Q300 GENERIC
UHF IDENT 0 - UHF DEVICE

@ Info
{§} Parameter
Diagnostics

4
XA Input

'3 Output

17 Import-/Export

@ Application

Fig. 48: Web server -

DOCUMENTATION cLouD

TN-UHF-Q300-EU-CDS
»B

Write  Channel view

General
Basic setup Device mode
Carrier delay time
Antenna Interface mode
Inventory mode
Antenna ) )
configuration Single shot timeout
Tag data delay time (presence sensing)
Communi-
cation
EPC Class1
Gen2
Post read filter
Signaling

Parameter arrangement

The following setup windows can be called:

Basic setup

Antenna

Antenna configuration
Communication

EPC Class1 Gen2

Post read filter
Signaling

»  Set the parameters: click Write.

| Trigger mode

55535 ms

| Poling mode

| anticollision

/5535 ms

[100 ms

LOGOUT

NOTE

While a parameter is set, the ERR LED of the device is lit red and changes automatic-

ally to green.
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7.3 Testing read/write heads with the DTM

The following functions can be executed via the RFID Test in the DTM:

Displaying read data

Displaying the protocol of the communication between host or PC and read/write head
Logging of the interface communication between host or PC and read/write head
Sending of user-specific deBus commands

Writing of tags with a user-defined number

Sending tag-specific commands

Requirements for the RFID test

PACTware must be installed.
The DTM for UHF read/write heads must be installed.
The DTM for the BL20, BL67, BLcompact, FEN20, FXEN, FGEN and TBEN fieldbus I/O system

must be installed.
The connection between the read/write head and the PC must be established.

A project must have been created in PACTware.
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7.3.1  Starting the RFID Test

» Right-click the device in the project tree.
»  Inthe context menu choose Additional functions = RFID Test.

-.'] PACTware
File  Edit View Project Device Extras  Window  Help

NEHdS & (Beoew @ 8538,

Device tag Address | (J |5 | Device type (OTM)
B HosTPRC
= TCP:192.168.1.93 # =1= = BLService Ethernet
.5 = 192.168.1.254/TN-UHF-Q300-E # =1= = TN-UHF-Q300-EU-CDS
2§ Modulbus =I= § Modulbus
£ = 01/Q300-Generic 01 # =l = Intern-Q300-Generic
I i UHF Ident 0 == & UHFIdentD

TN-UHF-Q300-EU |63 " | (g TN-UHF-Q300-EU

%{' Connect

_} -
Disconnect

Get device state
Load from device

Store to device

Parameter
Measured value
Sirnulation
Diagnosis

Print

[ Additonalfunctions V] Compare offine

Add device Compare online

Set value

Exchange device
Delete device Identify

properties TN-UHF-Qa00£0 | ReDTest |

Fig. 49: Starting the RFID Test
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7.3.2  Start window — overview
The RFID Test window consists of the following elements:

© Main menu

© Basic test

© Tag actions

© Reader Status

© Logger
‘ Device type TN-UHF-Q300-EU-CDS
Device description  BL ident read/write head, european version
B P B P &H-B =
HF diagnesis [Firmare update |
BEB & 2|l o ® 72 A LD
IDX ‘EPC/U\D Time RSSI RSS! Min RSSI Max ‘Phase ‘Slot |Reads

@ > m

Transmit Power - Reverse Power -

Date/Time | RF Modus [ 10 Status | Ambient Temperature | PA Temperature [ Transceiver Temperat... | Transmit Power | Reverse Power | Jammer Power [ Power supply
Logger|

Fig. 50: RFID Test — overview of the start window
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733 RFID Test — main menu

B > R- @OV B

HF diagnosis  Firmware update

Fig. 51: RFID Test — main menu

The main menu provides the following functions:

Icon Function Description

- DTM help Starts the DTM help.

[} Trigger start/ON Starts the trigger for command execution (standard view).

or Ends the trigger for command execution (displayed after
Trigger stop/OFF clicking the start button).
[]
E Configure message content Displays the content to be transferred with a read operation.
o The following can be selected:

Phase
RSSI
Socket
Time

=y Switch mode (report/polling) Switches between Report mode (automatic read/write) and

=~ polling mode (read/write started through an explicit polling

command).

]

rcﬂJ

@ Get read/write head status Calls the status of the read/write head and provides the

a information in the Logger window.
@{\u‘j Get read/write head version Calls the following information from the read/write head and

provides the information in the Logger window:
Hardware revision
Firmware status
Serial number

@{,D Reset the read/write head Offers three ways of resetting the read/write head:
Voltage reset
Factory reset: Reset to factory settings
Reset read/write head status

When resetting to factory settings, any modified transfer rate
or RS485 address is not changed because the read/write head
could not otherwise be addressed any longer.

Set current window layout as default Saves the individually set window layout.

il | &1

Reset window layout Resets the window layout.
HF diagnosis HF diagnosis Opens the window for HF diagnostics.
Firmware update  Firmware update Opens the window for the firmware update.
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734  RFID Test — Basic test window

HE B

IDX EPC /UID Time RSSI RSSI Min R55IMax | Phase | Slot Reads

Fig. 52: RFID Test — Basic test window

The following functions are available in the Basic test window:

Icon Function Description
— Polling Shows the first tag in the polling memory of the device in the
tag list. The function is only available in polling mode.
= Poll all Shows all tags in the polling memory of the device in the tag
— list. The function is only available in polling mode.
E Clear polled tags from read/write Clears the polling memory of the read/write head.
2@ head
_[E Group tag list Combines readings of tags with the same EPC.
E‘gﬁ CSV export current values Saves the tag list in CSV format.
@] Clear tag list Deletes the list of displayed tags.

The queried data is displayed in the tag list. The content of the message can be set via the
Configure message content function.

NOTE
If the polling memory of the read/write head is full, the ERR LED is lit red and

indicates an internal error.
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7.3.5  RFID Test — Tag actions window

The functions in the Tag actions window are available if a tag is selected in the tag list of the
Basic test window.

Tag actions

Fig. 53: RFID Test - Tag actions window

The following functions are available in the Tag actions window:

Icon Function Description

‘E?J’ Read RFID tag memory Starts the read operation.
The chip type is automatically displayed. One word is always
read with the first read operation. The following parameters
can be set for other read operations:
Memory bank (TID, EPC/UID, PC, access password or kill
password)
Start word
Number of words

The read data is displayed in the Data area.

i Write RFID tag memory Starts the write operation.
The chip type is automatically displayed. The following
parameters can be set for the write operations:
Memory bank (TID, EPC/UID, PC, access password or kill
password)
Start word
Number of words

Data to be written is displayed in the Data area.

/ Auto-increment The EPC is incremented automatically by 1.

+

/ Auto-decrement The EPC is decremented automatically by 1.

Q Switch on/off access password Switches the password for write or read access on or off.
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Example: execute tag actions
>

»  Activate the trigger for the read/write head in the main menu.
= | D

Position tag in detection range of the read/write head.

Fig. 54: Main menu — activating trigger

B2 @@ -

B =

»  Basic test window: execute polling command in order to display tag in the tag list
»  Basic test window: select tag from the tag list.
HE B = o
DX EPC/UID Time RS51 RS51 Min RSSIMax | Phase | Slot Reads
Fig. 55: Basic test — tag selection
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» Tag actions window: To read, select Memory location, Start word or Word length and
click the appropriate icon.
»  To write enter values under Data and confirm with OK

o] AN

Manufactor/Model Impinj Monza RG
Memory location EPC/UID

Start word 2

Word length B

Status: Tag detected

Fig. 56: Execute tag action (example: read)




=  Successful access is displayed via the status message at the bottom of the window.

Tagacions
® 7 A 7K

Manufactor/Model Impinj Monza RE -
Memory location TID memory

Start word 0

Data E2801160200065EE1F0ADG2A

Status: Read successfull

Fig. 57: Example: read successful
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7.3.6  RFID Test — Logger window
The Logger window displays read/write information and error messages. The list can be cleared
via the Delete button.

Gegger
[

| |atertime [ype [ Message
©[2019-01-22 150354700 | Information Last reset; 01/22/2019 14:47:55
»

i Conmecte || [@oevce | 2] [0

Fig. 58: Messages in the Logger window

7.3.7  HF diagnosis window
Interference frequencies affecting the respective channels are displayed in the HF diagnosis
window.

P

Antenna RHCP Basic frequency [MHz]: 8651  Frequency difference [MHz]: 0.2

Ml Value range [dE]
@ Current value [dB]

70 -

75

-80
| | | ! | | ! ! ‘ ! ! ! ! ! !
1/86510  2/86530 3/86550 4/86570 5/86590 6/86610 7/86630 8/86650 9/86670 10/86690 11/867,10 12/86730 13/867,50 14/86770 15/867,90

Channel no. / Frequency [MHz]

Fig. 59: HF diagnosis window

The following functions can be executed in the HF diagnosis window:

Icon Function Description
[), Start/stop HF diagnosis Starts or closes the HF diagnosis.
m Clear values Deletes the displayed values.
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74 Testing read/write heads with the web server
The Application function enables the devices to be tested with the web server.

»  Click UHF RFID CONFIG & DEMO —> Application

MAIN DOCUMENTATION

RFID Application

UHF IDENT 0 - UHF DEVICE
5,_i) Info Report mode  Antenna
{‘S':} Parameter 1.0
RFID-Test
Diagnostics oo
2% Input o8
UHF Diag. 0.7
Output '
= 0.6
Import-/Export Command @
“n - builder — 05
57 Application &
r 04

Fig. 60: Web server — RFID Application

The RFID Test, the UHF Diagnostics and the Command builder are provided in the application
area:

RFID Test: If the trigger is set to ON, the RF field is activated and tags can be read.

UHF Diagnostics: The graphs show interference frequencies of all channels used.
Command builder: Use of the Command builder is reserved for Turck Support and is not
designed for setting device parameters or device operation.
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RFID Test enables EPC information on tags to be displayed and read out in single tag and
multitag mode. The received RSSI values are displayed as a curve in relation to time.

(RFID Application
Lo m 8B B

Report mode  Antenna  Trigger ResetRFID  Clear output  Export

42
44

-46

UHF Diag.

Command
builder

RSS! [dBm]

11:16:03 am1:16:04 am1:16:05 am1:16:06 am1:16:07 an1:16:08 an1:16:09 an11:16:10 an11:16:11 am

4 EPC (1) RSSI RSSLmin RSSl.max Antenna Count (18)
W —— 3214 f774 4586 aB17 4877 3d01 A71 464 594 RHCP 1"

Fig. 61: Example of RFID Test: Detection of a tag with received RSSI values over time and the number of read opera-
tions
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The currently received power level for each channel of the read/write head is displayed in the
UHF Diagnostics window.

(RFID Application
m W ® C B B

Report mode  Antenna  Trigger ResetRFID  Clear output  Export

D et o [ Corent I Vi

74 Qo
-74.5

-75.0-@=

Command 155

builder 60 11 _ _ _ | - | Jd _ _ L

-76.5
70 @ - — & & @ — e e — — -
775

780 |——-@m -2~ - - o —
865.1 865.3 8655 8657 8659 8661 866.3 8665 8667 866.9 867.1 867.3 867.5 8677 867.9

Fig. 62: Example of UHF Diagnostics: Received power level per channel
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7.5 Querying device information with the DTM

The DTM provides access to hardware and software information as well as regulations on the

V02.01 | 2020/12

connected device.

» Right-click the device in the project tree.
» Choose Additional functions = Identify.

File  Edit View Project Device Extras Window Help

NEHS @ (Be Ok 9 823

TN-UHF-Q300_ELl
ff= Connect
¥

Dizconnect

Get device state
Load from device

Store to device

Parameter
Measured value
Simulation
Diagnosis

Print

Add device

Exchange device

Delete device [ ey ]

Properties TH-UHF-Q300-EU

Fig. 63: Calling up Identification

Device tag [i 1 %E Channel Addreszs
B HOSTPC
= = TCP:192.168.2.108 & =
.1 = 192.168.1.254/TN-UHF-Q300-EU- & + =I= ChO1
2§ Modulbus + =0
.1 = 01/Q300-Generic # -1 =I= Modulbus 01
B UHF Ident 0 + 0=

Compare offline
Compare cnline

Set value

RFID Test

Info zu ...

67
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=  The DTM shows the available information on the device according to the selected access
level.

&) m Device information
& §= Hardware

=* Internal antenna
=* RS485 termination on/off switch
=* Serial number
=* Transceiver ASIC
=2, Prefix customer ID
&) §= Software
=* Firmware version
& #= Regulations
= Adaptive frequency agility
== Fixed frequency
= Frequency hopping
=* listen before talk
=* Number of available channels
& §= Regulations: Channel mask
=%, Channel mask: Channeal 1
=2, Channel mask: Channel 2
=*, Channel mask: Channel 3
=* Channel mask: Channel 4

=* Channel mask: Channel 5

available
available
212101439
R2000
1000001 (hex)

01.56

available
available
available
not available
15

enabled

Fig. 64: Device information for TN865-Q175L200-H1147 in the Advanced access level
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76  Setting the IP address

The IP address can be set via the Turck Service tool or via the web server.

76.1  Setting the IP address via the Turck Service Tool
The device is factory set to IP address 192.168.1.254 The IP address can be set via the Turck
Service Tool. The Turck Service Tool is available free of charge from www.turck.com.

»  Connect the device to a PC via the Ethernet interface.
»  Launch the Turck Service Tool.
»  Click Search or press F5.

o . [O.en. @ X
Search... (F3) | Change (F2) Wink (F3) Actions (F4} Clipboard  Language Expert view OFF Clnsel
Mo. MALC address Mame IP address Metmask Gateway Mode Device Version Adapter BEEF Protocol

Fig. 65: Turck Service Tool - start screen

The Turck Service Tool displays the connected devices.

X

Expert view OFF

] . EN .

Clipboard ~ Language

LI

Close |

Search... (F5) | Change (F2) Wink (F3) Actions (F4)
No MAC address Name: IP address Netmask Gateway Mode Device Version Adapter Protocol
.‘\ 94:E3:6D:E6:42:66 152.1681.254 2552552550 152.168.1.1 PGM_DHCP TH-UHF-0300-CD5-EU 0177 152.168.1.93 Turck
Fig. 66: Turck Service Tool - found devices
69
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»  Click the required device.
» Click Change or press [F2].

.Mm.evn . @ X
Search... (F3) || Change (F2) | Wink (F3) Actions (F4) Clipboard  Language Expert view OFF | Close |
No MAC address Name: IF address Netmask Gateway Mode: Device Version Adapter Protocol
I .1 54.E3:6D:E6:42.66 192.168.1.254 255.255.255.0 152.168.1.1 PGM_DHCP TH-UHF-0Q300-C05-EU 0177 192.168.1.93 Turck I

Fig. 67: Turck Service Tool - selecting the device to be addressed

NOTE

Clicking the IP address of the device opens the web server.

» Change the IP address and if necessary the network mask and gateway.
»  Accept the changes by clicking Set in device.

Device name:

IP corfiguration
MALC address |P address
0 A | [132.168.1.100

Netmask Gateway
2552552550 | |192.168.1.1

[ ] 'Set |P configuration temporarly

Status messages:

Fig. 68: Turck Service Tool — changing the device configuration

70 Hans Turck GmbH & Co. KG | T +49 208 4952-0 | F +49 208 4952-264 | more@turck.com | www.turck.com



76.2  Setting the IP address via the web server

>

>
>
>
>

STATION
Station Information

Station Diagnostics

Event Log

Ethemet Statistics

Links

Station Configuration
Netwo figuration
Clldnge AU Fasswora
Date & Time

Licenses

RFID CONTROL/STATUS
Parameters
Inputs
Cutputs

RFID READ DATA
Parameters
Inputs

RFID WRITE DATA
Parameters
Outputs

Open the web server.

Log into the device as administrator.

Click Network configuration.

Change the IP address and if necessary also the subnet mask and default gateway.
Write the new IP address, subnet mask and default gateway via Submit to the device.

Network Configuration

Network Settings

Ethemet setup ’W‘

IP Address [192.168.1.254 |
Netmask 255255 255 0 |
Default Gateway [192.168.1.1 |
SNMP Public Community |public |
SNMP Private Community |private |
MAC Address 94:e3:6d e6:42:66

Submit Reset

Fig. 69: Web server — changing the IP address
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7.7 Connecting the device to a Modbus master

In this example, the Continuous mode active bit has to be set. This requires the network inter-
face to be set up, the hardware configured and the I/O mapping defined.

Hardware used
This example uses the following hardware components:

© Turck HMI TX707-P3CV01 (Modbus master)
© TN-UHF-Q300-EU-CDS UHF read/write head (IP address: 192.168.1.20)

Software used
This example uses the following software:

© CODESYS 3.5.12.1 (download free of charge from www.turck.com)

Prerequisites

" The programming software has been started.
© A new project has been created.
© The PLC has been added to the project.
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7.7.1  Connecting the device with the controller

To connect the device to the controller, the following components must be added in CODESYS
first of all:

© Ethernet adapter
© Modbus TCP master
© Modbus TCP slave
Adding an Ethernet adapter

» Right-click Device (TX707-P3CV01) in the project tree.

Fle Edit Vew Project Build Onlne Debug Tools Window Help

BEEIE v o b BRBXIAGBGEIE- 08B KE ) aXIE==28 2 Wis|V

R

=@ Device (TX707-P3CV01)

f g
=} Application
~[2] PLc_Pra (PR

=5 MainTask
| PLC_PRG

Fig. 70: Project tree
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Select Append device.

Click Append device.

Jvywvyyvw

Edit View Project Buld Online Debug Tools Window Help

[

= @ Device (TX707-P3CV01)
=0 pLc Logic
=} Application

"l irary Manager

FLC_PRG (FRG)

=8 Task Configuration

=8 MairTask

) pic_pre

Fig. 71: Adding an Ethernet adapter

Select an Ethernet adapter.

NEEIS o o« d RBEX (MG AGIEIE- S ), a K==

The Ethernet adapter appears as Ethernet (Ethernet) in the project tree.

AL ALY

Add Device

Neme: [Ethernet

Action:
(@ Append device | Insert device () Flug device () Update device

[string for a fulltext search | vendor: | <allvendors>

Name Vendor Version
- [ Miscelancous
=- [ Fieldbusses

I+ -CAN CANbus

fﬂ ae EtherCAT

E[u- :

+

Description

08 Modbus
- Profinet 10

[] Group by categery [] Display all versions(for experts only) [[] Display outdated versions

Name: Ethernat
Vendor: Turck
Categories: Ethernet Adapter, Ethernet Adapter, Ethernet Adapter

Version: 3.5.11.0

Order Number:

Ihsu'i)t'nn:Eﬂ"lﬂ'nEtLi’k

E

Append selected device as last child of
Device

#  (You can select another target node in the navigator while this window is open.)

[ Add Device

Close
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Adding a Modbus master

4
>
>
=

=1

=@ Device (TX707-P3CV01)
=2 pLC Logic
= £} Application
- filp Library Manager
“[£] pLc_PrG (RO)
= (&8 Task Configuration
= g MainTask

=

- [ Ethernet (Ethernet)

Right-click Ethernet (Ethernet) in the project tree.
Select Append device.
Double-click Modbus TCP Master.

The Modbus master appears as Modbus_TCP_Master in the project tree.

Edt Vew Project Buld Orine Debug Ioos Wndow Help
B EIEloa i 2RBXIANALIBIE-TIEINE , s XIES 2 e |Miw A

[ Add Device

Name: \Modmsjt:?)\asta
=5 Lted

Action:
@) Append device () Insert device | Plug device () Update device

String for a fulltext search | Vendor: ‘ <Al vendors >

~

Mame Vendor Version
=[] Fieldbusses

- = EtherNet/IP

= nus Madbus

[ER

Description

* - % profinet I0

<
[] Group by category [] Display all versions(for experts only) [[] Display outdated versions

Name: Modbus TCP Master
Vendor: 35 - Smart Software Solutions GmbH
ies: Modbus TCP Master

Append selected device as last child of
Ethernet

#  (You can select another target node in the navigator while this window is open.)

[ 2ddDeviee

-- . I=o

Fig. 72: Adding a Modbus master
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Adding a Modbus slave

4
>
>
=

=}

=@ Device (TX707-P3CV01)
= B picLogic
=3 Application
ffi) iorary Manager
- [5] PLe_PRG (PRG)
= [ Task Configuration
1= MainTask
@ PLC_PRG
= [:l_Ethernet (Ethernat)

In the project tree right-click Modbus_TCP_Master (Modbus TCP Master).
Select Append device.

Double-click Modbus TCP Slave.

The Modbus slave appears as Modbus_TCP_Slave in the project tree.

Edit View Project Suld Onine Debug Toos Window telp
FHIE o o 3 EBRXIMABRGIRE- @IS , o XI(=5= a8 e Bl

Add Device

MName: |Modms_TCP_Slave

Action:
@ Append device () Insert device | Flug device () Update device

String for a fulltext search | Vendor: | <Al vendors>

MName

= [ Fieldbusses
= Wi Modbus

Vendor Version

B Modbus_TCP_Master (Modbus TCP Master)

e |

>

< I

| e r———

Description

[] Group by categary [] Display all versions (for experts only) [] Display outdated versions

Name: Modbus TCP Slave
Vendor: 35 - Smart Software Solutions GmbH
Categories: Modbus TCP Slave
Version: 3.5.12.0
Order

Dsuiiﬁm:A;_;maicMmdevicE that is configured as Slave for a Modbus
TCP Master.

=

Append selected device as last child of
Modbus_TCP_Master

@  (You can select another target node in the navigator while this window is open.)

| Add Device

Close

Fig. 73: Adding a Modbus slave
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7.7.2  Renaming a Modbus slave

»  Click Modbus slave in the project tree.
»  Press[F2].

» Adapt the name of the slave in the project tree of the application (here:
TN_UHF_Q300_EU_CDS).

V02.01 | 2020/12

Edit Wiew Project Buld Online Debug Tools  Winco

Sl W&o o0 § B E X | 4548 0|

=M Device (TX707-P3CVD1)
=B pLc Logic
= Application
.T] Library Manager

[ 2

= &4 Task Configuration
E@ MainTask
8 pLC_PRG
= [ Ethernet (Ethernet)
=[] Modbus_TCP_Master {Modbus TCP Master)
E TN_UHF_Q300_EU_CDS (Modbus TCP Slaue}l

Fig. 74: Renaming a Modbus slave
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7.7.3  Setting up network interfaces

» Click Device = Scan network.
»  Select Modbus master (here: TX707-P3CV01) and confirm with OK.

7

Edit View Project Buld Online Debug Tools Window Help

BEEIS o i BRXIAGBREIRE-F %S » aXl==2="=5F>I|I=%

:ﬁ TN_UHF_Q300_EUCDS 'l Device X |

I Communication Settings I-Isanewax ~ | Device -

Sl FLCLogic

lications
=} Application ges . . | |
i) Library Manager - :
Backup and Restare — :
PLC_PRG (RG) = o
= B3 rask Configuration Files e— w . °®
=8 MainTask Gateway
-8 pLc_PRG Log
-] Ethernet (Ethernet) [Gateviav-1} v |mrscrnaee ~|
=[] Modbus_TCP_Master (Modbus TCP Master) PLC Settings 1P-Address:
TN_UHF_Q300_EU_CDS (Modbus TCP Slave) localhost
PLC Shell
Select Device X
Users and Groups

Select the network path ta the controller:

Access Rights 9---Wm_]_| Leaers |2 _
'@
nteface Parameter Device Address: [ k]
0301.8046
Task Deployment Block driver:
uop
status Humber of
channels:
Information 4
Target ID:
\ 10CD 0207
Target Name:
Turck/ARM WinCE
v
Target Type:
4036
Target Vendor: ¥

Fig. 75: Setting up a network interface to the Modbus master
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»  Select the PLC Settings tab.
» Inthe Always update variables drop-down menu, select the Enabled 2 (always in bus
cycle task) option.

[ m

Edit View Project Buid Onine Debug Tock Window telo
S IS o = § BRI ARG IR e 0

y mRIEv=e=+= 3 |o |ME|w A

~f TNHF Q30 EUCDS @ Device x|

‘Communication Settings

; PLC_PRG {PRG)
= (8 Task Configuration
=& MairTask
“4# pLC_PRG
=[] Ethernet (Ethernet)
=[] Modbus_TCP_Master (Modbus TCP Master)
: TN_UHF_Q300_EU_CDS (Madbus TCP Slave)

Applications

Backup and Restore

Files

Log

ﬂ PLC Settings

PLC Shell

Users and Groups

Access Rights

Interface Parameters

Task Deployment

Status

Information

Fig. 76: Selecting the option: Always update variables
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Application for /O handli i ~

PLC settings
[] Update 10 whilein stop

Behaviour for outputsin Stop: |Keep current values v‘ |

Always update variables:

Bus cyde options
Bus cycle task: i ~

Disabled (update only if used in a task) ~
Disabled (update only if used in & task)
Enabled bus task if not used in any tas!

Addtional settings

|| Generate force variables for 10 mapping  [] Enable Diagnosis fordevices

[] show /o warnings as errars
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» Double-click Ethernet.
»  Enter the IP address of the Modbus master (here: 192.168.1.70).

7

Edit View Project Buld Onlne Debug Tools Window Help

BEEI& o o~ f RE X MGl IR -0 8, s ====2 | ||I=z"

=30 pLC Logic
Status
=-£} Application
Library Manager Ethemnet Device /0 Mapping
PLC_PRG {PRG)
= @ Tosk Conturation —
= -§% MainTask

| By T
4Elha'netﬂhanet)

TS TP S T {ouTs TP Master T

i TN_UHF_Q300_EU_CDS (Modbus TCP Slave)

Fig. 77: Modbus master — enter the IP address

[ T™_UHF Q300 FUCDS | @ Device Ethernet x|
=) Untitiedt
g
Interface: | | !

IPAddress 192 .168 . 0 . 1

Subnet Mask 255 . 255 . 255 . O

Default Gateway o .0 .0 .0

|| Adjust Operating System Settings

Network Adapters

Interfaces:

Name Description IP Address

-
Subnet Mask 255 255 . 255 . O

Default Gateway 192 . 168 . 1 . 1

MAC Acres

80 Hans Turck GmbH & Co. KG | T +49 208 4952-0 | F +49 208 4952-264 | more@turck.com | www.turck.com




»  Double-click the Modbus TCP slave.
» Inthe General tab enter the IP address of the slave (here: 192.268.1.20).

Edit View Project Buld Online Debug Tools Window Help

=g MainTask
) pic_pRo
=[] Ethernet {Ethernet)
= [ MadbusTCR Mastar {Modbus ToR M as ot
A ™_uHF_q300_EU_CDS (Modbus TCP Slave)

[ 2
¥
=
»
b
2
D
]
@
X
=
2
-
i
D.?
K
&

» mIEF=e=-=3 | B |= |7

TN_UHF_Q300_EU_CDS X [ @ Device | ] Ethernet

| Modbus_TCP_Master

General

Modbus Slave Channel

Modbus Slave Init

ModbusTCPS|ave Parameters

ModbusTCPSlave I/0 Mapping

Fig. 78: Modbus slave — entering the IP address
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Response Timeout {ms):
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7.74  Setting Modbus channels (registers)

Set channel O (input data)

»  Double-click the Modbus TCP slave.
»  Selectin the Modbus Slave Channel tab = Add channel.
»  Enter the following values:

© Name of channel
© Access type: Read holding registers
© Offset: 0x0000

© Length: 64 registers (128 bytes)

»  Confirm with OK.

[ '

=@ Device (TX707-P3CV0L)

=210 pLC Logic

=0 appicton

! i) Library Manager
(8 rLc_PRG FRG)
= [ Task Configuration

= MairTask
; B sic pra
= [f{ Ethernet [Ethernet)

=N
I TN_UHF_Q300_EU_CDS Moch.nsTCPSavei

Edit View Project Buld Online Debug Tools Window Help
SEEHIS oo b RBX I MGRSIE] -0 B8, aRl=5=="=25 > W74

TH_UHF_Q300_FU_CDS x | @ Device

Ethernet Modbus_TCP_Master |

General

Modbus Slave Channel

Modbus Slave Init
ModbusTCPSlave Parameters
ModbusTCPSlave /0 Mapping

Status

Fig. 79: Setting the READ register

\

Name

Access Type Trigger READ Offset Length  ErrorHandling ~ WRITE Offset Length

ModbusChannel X
~Channel
-
Access Type |Rmdl‘|dri|gm$(ﬁrmmd=3] V|
Trigger Cydic ~ | Cycle Time (ms) 100
Comment [ |
_RFAD Register
Offset [oeo000 ~]
Length 54
Error Handling | Keep last Value -
WRITE Register
Offset |ox0000 |
-
o ]
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Set channel 1 (output data)

»  Double-click the Modbus TCP slave.
»  Selectin the Modbus Slave Channel tab = Add channel.
»  Enter the following values:

© Name of channel

© Access type: Write holding registers
© Offset: 0x0000

© Length: 64 registers (128 bytes)

»  Confirm with OK.

File Edit View Project Build Online Debug Tools Window Help

Bl & oo tBREX | AGABSIR -0 %S, aRIE===5 2 Bs|v

=@ Device (TX707-P3CV01)
=] pLc Logic
=0 aopiction
: ,m Library Manager
[E] pLc_PRG (PRG)
= (i Task Configuration
=g MainTask
i pLC_PRG
= [ Ethernet (Ethernet)

- Status
‘ TN_UHF_Gi300_EL_CDS {Modbus TCP save)l

THN_UHF_Q300_FU_(DS x | @ Device Ethernet

Modbus_TCP_Master ]

General MName

0 Channel 0
Modbus Slave Channel

Modbus Slave Init

ModbusTCPSlave Parameters

ModbusTCPSlave /O Mapping

\

Fig. 80: Setting the WRITE registers
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Access Type Trigger READ Offset Length  Error Han
Read Holding Registers (Function Code 03) Cydic, t#100ms 1670000 64 Keep last\
ModbusChannel X
Channel
Name Channel 1
Access Type | Write Multiple Registers (Function Code 16) |
Trigger [y ] oydeTime(ms)
Comment [ |
READ Register
Offset [ ~]
Lot
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WRITE
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83



Commissioning
Connecting the device to a Modbus master

7.7.5

Fle Edit View

beEIS

Devices

project  Buld  Online

>
>
4
=

Setting the I/0 mapping

To create I/0O mapping the local I/0s must be added to the project and connected with the
Modbus master.

Right-click the name of the project in the project tree.
Select Add device.

Double-click Q300.

The local I/0s appear in the project tree.

<

- | 5] wintitied
=W Device (X707 P3CV00)

=Bl pLc Logic
=-IC} Application
m Library Manager
FLC_PRG (FRG)
= @ Task Configuration
=& MairTask
&) pLC_PRG
=-[{ Ethernet (Ethernet)

= Modbus_TCP_Master {Modbus TCP Master)
[T ™_UHF_Q300_EU_CDS (Modbus TCP Slave)

Debug Tools Window Help
#0544 NG it | 08 = |5
Add Device x
~ 0 X (1 TN_UHF_Q300_EU_CDS x | @ Device @ Name: \Qsoo L
- — E
General Name Action: RI
o chamnelo | ® Append device
Modbus Slave Channel | Crarmel 1 b
[string for a fulltext search Vendor: | <All vendors> v
Madbus Slave Init
Name Vendor Version Description
ModbusTCPSlave Parameters + 1M1 devices
=@ pLcs
MadbusTCPSlave /0 Mapping * - [} softation PLCs
I BL20-PGENVE Turck 11,50 CODESYS prog
Sy  BLE7-PGENV3 Turck 1150 CODESYS prog
X [ copesys control RTE v3 35 - Smart Software Solutions GmbH ~~ 3.5.12.10 A CODESYS 3.
Information [ copesys control RTE v3 x64 35 - Smart Software Solutions GmbH ~~ 3.5.12.10 A CODESYS 3.
Ei CODESYS Control Win V3 35 - Smart Software Sclutions GmbH 3.5.12.10 CODESYS V3 5
5 35 - Smart Software Solutions GmbH 3.5.12.10 CODESYS V3 S
Turck 3.5.11.20 CODESYS prog
Turck 1.14.0 CODESYS prog
TBEN-Lx-PLC-1x Turck 1.1.4.0 CODESYS prog
0 mso4E-pacv0L Turck 3.5.12.0 TXS04E-P3CVD
3 m™so7-p3cv01 Turck 3.5.12.0 TX507-P3CV01
3 ™so7E-P3CV0L Turck 3.5.12.0 TXS07E-P3CVO
O ™s10-P3Cv0L Turck 3.5.12.0 TX510-P3CV0L
O m™s13-P3cvol Turck 3.5.12.0 TX513-P3CV0L
B m70s-Pacvol Turck 3.5.12.0 TX705-P3CV0L
B mim7eIcvol Turck 3.5.12.0 TXT07-RP3CV0L
B mi7w-PIcvol Turck 3.5.12.0 TXT10-P3CYV0L
B n715-P3cvol Turck 3.5.12.0 TXT15-P3CV01
B nx721-P3Cv01 Turck 3.5.12.0 TXT21-P3CV01
< >

Group by category [7] Display all versions(for experts only) [[] Display outdated versions

. Mame: Q300
Vendor: Turck
Categories: PLCs
Version: 3.5.11.20
Order Number:
Description: CODESYS programmable UHF Reader. (Rev. 1)

Add selected device to the project (top-level)

#  (You can select another target node in the navigator while this window is open.)

Close

5 Devices [ POUs

Fig. 81: Adding local I/Os to the project
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Attaching the Ethernet adapter to the local I/Os

Right-click Q300 (Q300) in the project tree.
Select Add device.
Double-click Ethernet.

>
>
>
File Edit View Project Buld Onlire Debug Tools Window Help
o

m

'=- @ Device (T¥707-P3CV01L)
=20 pLC Logic
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= Ethernet (Ethernet)
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H(]) Dxp_diagnostics (DxP diagnostics)
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M) Module_status (Module status)
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Modbus Slave Init
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MaodbusTCPSlave If0 Mapping
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Information

===
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\

Name: [Etherst
General ‘ Name Action:
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Name Wendor  Version

= @ e
=

Description

BT A a e

-
- B profinet 10

[ Group by categery [] Display all versions (for experts only) [] Display outdated versions

Vendor: Turck
Categories: Ethernet Adapter, Ethernet Adapter, Ethernet Adapter
Version: 3.5.11.20
Order Number:

Duuivﬁmtﬂ;lanetﬁk

E 4

Append selected device as last child of
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@ (You can select another target node inthe navigator while this window is open.)

[ AddDevice

Close

=

&1

Fig. 82: Attaching the Ethernet adapter to the local I/0s
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Attaching the Modbus TCP slave to the local I/Os

» Right-click Ethernet (Ethernet) in the project tree.
» Select Add device.
»  Double-click Modbus TCP Slave Device.

T

=5 Untitedi !

= @ Device (TX707-P3CV01)
=B PLC Logic
=} Application
D e Horscr
~[5] pLc_PRG (PRE)
= {8 Task Configuration
= MairTask
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=@ Ethernet (Ethernet)
=T Modbus_TCP_Master (Modbus TCP Master)
“[f) ™_UHF_Q300_EU_CDS (Modbus TCP Slave)
= Q300 (Q300)
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UHF_compact (UHF compact)
[ _128 Byte_read (128 Byte read)
_128_Byte_write {128 Byte write)
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DXP (DY)
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VAUX_control (VAUX control)

Edit View Project Buid Onlne Debug Tools Window Help
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\

MName
0 Channel 0
1 Channel 1

Fig. 83: Attaching the Modbus TCP slave to the local I/Os
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Action:
@ Append device () Tnsert device () Plug device () Update device
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[ Group by category [] Display all versions (for experts only) [] Display outdated versions

Name: Modbus TCP Slave Device
Vendor: Turck
Categories: ModbusTCP Slave Device
Version: 1.1.0.0
Order

E

Description: A device that works 2s a Modbus TP Slave.

Append selected device as last child of
Ethernet

#®  (Youcan select another target node inthe navigator while this window is open.)

| Add Device | ‘ Close

Hans Turck GmbH & Co. KG | T +49 208 4952-0 | F +49 208 4952-264 | more@turck.com | www.turck.com




»  Define the size of the input and output data for the Modbus slave (here: 64 registers

|

*

ﬂ-] Modbus_TCP_Master

B Device [{] Ethernet

Configured Parameters

each)
File Edit Wiew Project Build Online Debug Tools Window Help
a7 = Zu -

BEEEI&E v dh 05 48 05 J &
Devices * o X m TH_UHF_Q300_EU_CDS
= Untitledl -
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=0 pLC Logic Modbus TCP Slave Device [0

=L} Application
m Library Manager
PLC_PRG (PRG)
= @ Task Configuration
= @ MainTask
& pLC_PRG
= m Ethernet (Ethernet)
= ﬂj Modbus_TCP_Master (Modbus TCP Master)
m TH_UHF_Q300_EU_CD5 (Modbus TCP Slave)

=~ Q300 (Q300)
=B rLC Logic
=1 application
Library Manager
POU (PRG)
= @ Task Configuration
= %}s Task
& pou
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= ﬁ Local_IO (Local IO0)
M) UHF_compact (UHF compact)
W[l _128_Byte_read (123 Byte read)
M) _125_Byte_write (128 Byte write)
H @ RFID_diagnostics (RFID diagnostics)
|l owxr OxF)
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W[ vaux_control (VAUX control)
H @ Module_status (Module status)

g

= il
i ﬂj Modbus_TCP_Slave_Device (Modbus TCP Slave

Mapping

Information

Fig. 84: Defining the size for input and output data
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Local I/Os - setting the Ethernet interface

>
>
>

s

B Untitied?
= Device (TX707-P3CY01)
=B PLCLogic
= £} Application
i Lirary Manager
[B] PLc_PrG (PRE)
= (& Task Configuration
= -$% MainTask
& pLC_PRG
= Ethernet (Ethernet)

=[] Modbus_TCP_Master (Modbus TCP Master)

Double-click Q300 (Q300) in the project tree.
In the Communication Settings tab click the Scan network button.
Select TN-UHF-Q300-CDS and confirm with OK.

Edit Vew Project Buld Onine Debug Tools Window Help
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Fig. 85: Setting up an Ethernet interface to the read/write head
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»  Select the PLC Settings tab.

» Inthe Always update variables drop-down menu, select the Enabled 2 (always in bus
cycle task) option.
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[ Modbus TCP_Master B Q300 x
Application ~
Keep current values ~
Disabled (update only if used in a task) ~

Disabled (update only if used in & task)
Enabled 1 {use bus cyde task if not used in any task]

Enabled 2 (always in bus cyde task)

<unspedified > ~

Generate force variables for 10 mapping [ EnableDiagnosis fordevices

[ show IO warnings as errors

Fig. 86: Setting the option — Always update variables option
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»  Double-click Q300 [connected] (Q300).
»  Enter the IP address of the Modbus slave (here: 192.168.1.100).

by

Edit  View

Project Buld Online Debug Tools Window Help

BEE&lo o i 2RaX ARG E D TIM%E , aRl==="=5= K =V

m

= @ Device (TX707-P3CV01)
= Bl pLcLoge
=1 Application
i Library Manager

=% MainTask
. PLC_PRG
[= Ethernet (Ethernet)
= (i) Madbus_TCP_Master (Modbus TCF Master)
TN_UHF_Q300_EU_CDS (Modbus TCP Slave)

=&
FLC Logic
=€} Application
i) Liorary Manager
() LeDs (ED8)
[ Local_IO (Local 10)
Ml UHF_compact (UHF compact)
M _128_Byte_read (128 Byte resd)
M _128_Byte_write (128 Byte write)
M| RFID_disgnostics (RFID diagnostics)
~H(D oxe )
H(J) DxP_diagnostics (DXP diagnostics)
~H(H vAUX_control (VAUX control)
H ([ Module_status (Module status)
= Ethernet Ethernet)
Modbus_TCP_Slave_Device (Modbus TCP Slave Dg

[ TMUHF Q300 FUCDS | @ Deviee Ethernet Modbus_TCP_Master '@ o300 Ethernet X |
General
Interface: [etho | !
EE PAddress 192 .18 . 0 . 1
Ethemet Device 1/0 Mapping Subnet Mask 265 . 255 . 255 . 0O
DefaultGateway | 0 . 0 . 0 . 0
Information
[] Adjust Operating System Settings

\

Fig. 87: Modbus master — entering the IP address
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Network Adapters

Interfaces:

Name:

Description

IP Address 192168 . 1 . 20
Sonet sk
Default Gateway 0.0 .0 0
A s
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7.7.6  Writing the application to the device

An executable application must be present in the device in order to establish communication
between Modbus master and TN-UHF-Q300-CDS.

» Right-click Application in the project tree.
» Choose Add Object > Task Configuration in the context menu.

File Edit Wew Project Build Online Debug Tools Window Help

HEdEle Y DR iy
EEES ~ o X [ ™_UHF_Q300_FU_CDS 2
=45 Untitledt -
=M Device (T707-P3CV01) General
= PLC Logic
Eg iy Status

=i} Application
m Library Manager
PLC_PRG {PRG)
= @ Task Configuration i arTntanT
=58 MainTask
H] rLC_PRG
= ﬂj Ethernet (Ethernet)
= m Modbus_TCP_Master (Modbus TCP Master)
[ ™i_uHF_Q300_EU_CDS (Modbus TCP Slave)
= 0300 (Q300)

Ethernet Device I/0 Mapping

=B PLC Logic
= [meel e |
3 LEDﬁE Copy
= ﬂj Local_IC SEER
H[l un ¥ Delete
‘@ - Browse 3
Hi
'ﬂ] nF Refactoring 3
ﬂ@ DX = Properties. ..
:% :H| i1 Add Object 4 | (M Alarm configuration. ..
Bl Mo ) Add Folder... B®  Data Sources Manager. ..
=[] Etherne (7" EditObject ¢ DUT...
[ Mod Edit Object With... External File...
Set Active Application @ Global Varizble List...
:'-_ﬁ Login Image Poal...
Delete application from device ] Interface...
ﬂ Metwork Variable List (Receiver)...
ﬂ Metwork Variable List {Sender)...
T Persistent Variables. ..
& Pou...
& POU for impliit checks....
ﬂ Recpe Manager...
@ Redundancy Configuration...
"= Symbol Configuration. ..
|@ Task Configuration...
Text List...
@3 Trace...
% Trend recording manager...
f:j Unit conversian...
@ Visuglization...
Visualization Manager...

Fig. 88: Adding a task for the application
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Adding a program organization unit (POU)

This example shows a simple program for mapping the Continuous mode active bit to the

inputs of the Modbus master.

» Right-click Application in the project tree.

» Choose Add Object = POU in the context menu.

Fig. 89: Adding a POU
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=H DS _Demo_ Q300 Modbus_Sbve
ﬁ- Device (TX707-P3CV01)
= &l PLC Logic
= Application
ﬂ Library Manager
[8) PLC_PRG (PRG)
= (E Task Configuration
=& MainTask
@ PLC_PRG
#-[f] Ethernet (Ethernet)
=1 Q300 (Q300)
= Bl PLC Logic
Eolﬂ' % Cut
e copy
@ Paste
Ew 4 Deete
Browse »
- LEDs (L Alarm configuration...
#-f Local Iq Refactoring ' &= Data Sources Manager...
: -4 nag
#- @ Etherne{'@ Properties... “#¢ DUT...
i Add Object VB External Fie..
2 Add Folder... @ Global Variable List...
[§ Edit Object =} Image Pool...
Edit Object With... -2 Interface...
Set Active Application ﬂ Network Variable List (Receiver)...
@8 Login @ Network Variable List (Sender)...
Delete application from device T Persistent Variables...
POU for implicit checks...
M, Recipe Manager...
@ Redundancy Configuration...
=2 symbol Configuration...
(=] TextList...
&8 Trace...
#  Trend recording manager...
£ Unit conversion...
POUSs | %2 Devices | Visualization...
Visualization Manager...




T

= Q300 (Q300)

» Add the POU as a program to the application: Click Add.

Edit View Project Buld Onlne Debug Tools Window Help
| - 70, w NI(E5=e=23 o |M|w %

@IS0 o b B R K A

E

Device (TH707-P3CV01)
= [0 pLc Logic
=} Application
- i) Library Manager
[2] pic_pro pRe)
=8 Task Configuration
=-g& MainTask
@ PLC_PRG
=[] Ethernet (Ethernet)
=[] Modbus_TCP_Master (Modbus TCP Master)
TN_UHF_Q300_EU_CDS (Modbus TCP Slave)

= B FLC Logic
=1} Application
i) Library Manager
=& Task Configuration
g Task
O 1205 Lems)
= Local_10 (Local 10}
~M(0) UHF_compact (UHF compact)
~H(l _128 Byte_read (128 Byte read)
M _128_Byte_write (128 Byte write)
~W(J) RFID_dizgnostics (RFID diagnostics)
- oxe xe)
~M[] DXP_diagnostics (DXP diagnostics)
~H[i] vaux_control (VAUX control)
<RI Module_status (Module status)
= [{f] Ethernet (Ethernet)
Modbus_TCP_Slave_Device (Modbus TCP Slave De
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[ TNUHFQIM0EU DS [ @ Device Ethernet Modbus_TCP_Master

‘B

Ethemet g% Task x

Configuration

Priority ( 0.31 ): |l

Type

terval (2. t£200ms): [t720ms
‘Watchdog

[ Enatle

Time (e.g. t#200ms): ‘

Sensitivity: 1

Add Call Rernove Call Chal Call | & MovelUp & Move

Add POU

a Create a new POU (Program Organization Unit)

POU

Cormn

Fig. 90: Adding the POU to the application

[Fou

Type
(®) Program
() Function Block

|| Extends:

|| implements:

Access specifier:

Method implementation language:

() Function

Implementation language:

Structured Text (ST)
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»  Confirm the adding of the POU in the entry dialog with OK.

Edit View Project Buld Online Debug Tools Window Help
BEEIG o BEX I %S8SIEIE-TEI%E ) aXl(==28 By

a

[ TN_UHF_Q300_EU_CDS '@ Device Ethernet
=15 Unitledz Configuration

Modbus_TCP_Master

'@ Q300 Ethernet "8 Task x| [] POU

=@ Device (TX707-P3CVO1)
oy

Priorty (0.31 3 |1

Type

Interval (2.6, t2200ms; [t20ms

Watchdog L
Caf
0 Text search tegories

Input Assistant

Programs
Modbus_TCP_Master (Modbus TCP Master) Time (e.g. t7200ms):
----- TN_UHF_Q300_EU_CDS (Modbus TCP Slave)

= B Q300 (Q300) Sensitivity: 1

= E pLC Logic

= (& Task Configuration
g Task

O vevs (eDs)
=[] Local IO (Local 10}

Bl UHF_compact (UHF compact)
M _128_Byte_read (128 Byte read)

M _128 Byte_write (128 Byte writs)
~H[] RFID_diagnostics (RFID diagnostics)

B oxp oxP)
~H(J) DxP_diagnestics (DXP diagnestis)

~  Name
=¥ Apalication
[E

H(i] vAUX_control (VAUX contral)
“H(J Module_status (Module status)
=] Ethernet (Ethernet)

il Modbus_TCP_Slave_Device (Modbus TCP Slave Dy

[ structured view

D

Type Origin

[+] Insert with arguments

| |1nsert with namespace prefix

PROGRAM POU

Fig. 91: Confirming the adding of the POU in the entry dialog
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Mapping local I/0s to 1/Os of the Modbus master

»  Obtain the address of the Continuous mode active input bit from the mapping for the
selected operating mode (here: UHF compact).

#

Edit View Project Buld Onlne Debug Tools Window Help

BFE S oo fRXIMGMREIER 0-TIEIBGE , aNl=cc=0=2] Wizt

e ————

= @ Device (TX707-P3CV01)

~f) TMUHFQ00FUCDS | @ Devie

Modbus_TCP_Mastsr | [ Q300 Ethemet

I® Task FOU Modbus_TCP_Save_Dr

UHF compact Parameters

Filter Show all
—

= B pLC Logic
= € Application
i) Library Manager

UHF compact [/O Mapping

PLC_PRG (PRG)
= {# Task Configuration
=g MainTask
& pLc_pRG
= Ethernet (Ethernet)
(=[] Modbus_TCP_Master {Modbus TCP Master)
TN_UHF_Q300_EU_CDS (Modbus TCP Slave)
=~ Q300 (q300)
= [0 pLC Logic
=4} Applcation
) Library Manager
&) Pou pRG)
= [ Task Configuration

“SEETE

TInformation

FI_L!F,mmaﬂ(\lmeaﬂ.)

RN _Lao By Tead (Lo oy ie Tead)
~HM[I _128_Byte_write (128 Byte writs)
H[]] RFID_diagnostics (RFID diagnostics)
~H(] o @xe)
(]} Dxp_diagnostics (DXP diagnostics)
M vAUX_control (VAUX contral)
Ml Module_status (Module status)
=[] Ethernet (Ethernet)
Modbus_TCP_Slave_Device (Modbus TCP Slave Dy

\

Channel Type Unit  Description
UHF compact
k] Response code WORD
Ay Loop counter Byte
k] Tag present at r/w head BIT
Ay Parameter not supported by read/write head BIT
A portecHryrem
. Contuusmodeacte  wps1oem o [ ]
| cowosmkane  wo1 ar
Error code WORD
Tag counter WORD
UHF compact
5] Command code Enumeration of WORD
L) Loop counter Byte
5] UHF: Memory area Enumeration of Byte
LT Start address DWORD
[ Length WORD
i Length of UID/EPC Byte

Fig. 92: Address of the input bit in the local I/Os of the RFID interface — Continuous mode active
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File
e

E

»  Obtain the address for the Continuous mode active output bit from the mapping for the

Fig. 93: Address for the output bit
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slave device.
Edit View Project Buld Orline Debug Tools Window Help
FHI& oo BB X (AR -0 , s RILE 2 e M=%
q | T™NHFQ0EUCDS | @ Devie Ethemet Modbus _TCP_Master | [ Q300 Ethernet | g8 Task Modbus_TC
B z
2 :m::'m; X707-£3CV01) == \find, Ml Showslt
=0 pLC Logic Modbus TCP Slave Device [0 Variable Mapping ~ Channel Address Type Unit  Description
=i} Application Mapping " Inputs. %IWTS ARRAY [0..63] OF WORD Modbus Holding Registers.
(i) brary Mansger Information =" Outputs. %QWTL ARRAY [0..63] OF WORD Modbus Input Registers
(] PLC_PRG (PRG) R
R — o weuamo o
G@ MainTask \
L pLC_PRG Bit2 %QX142.2  BOOL
= Ethernet (Ethernet) Bit3 %QX142.3  BOOL
= [l Modbus _TCP_Master (Modbus TCP Master) Bit4 %OX142.4  BOOL
TN_UHF_Q300_EU_CDS (Modbus TCP Slave) Bits %QX142.5  BOOL
= Q300 (Q300) Bits. %HQX142.5 BOOL
E Iaﬂ PLC Logic Bit7 %QX1427  BOOL
=} Application Bit3. %QX143.0  BOOL
i) Library Manager Bits %QX143.1  BOOL
Bit10 %QX143.2  BOOL
Task Configuration Bit11 QX 143.3 BOOL
= g Task Bit12 %QX143.4  BOOL
PoU Bit13 0X143.5 BOOL
() LeDs (LeDs) Bit14 %QX143.6  BOOL
= Local_IO (Local 10) Bit15 %QX143.7 BOOL
~H(J) UHF_compact (UHF compact) * Qutputs[1] %QWT2 WORD
_128 Byte_read (128 Byte read) e Outputs[2] %QW73 WORD
_128_Byte_write (123 Byte write) * Qutputs[3] %QWTA WORD
RFID_diagnostics (RFID diagnostics) * Outputs[4] SHQWTS WORD
DiP (DXF) * Outputs[5] QT WORD
DXP_diagnostics (DXP diagnostics) * Outputs[6] SHQWTT WORD
VAUX_control (VAUX control) ® Outputs[7] %QWTE WORD
Module_status (Module status) S Outputs[s] %QWTS WORD
= [{] Ethernet (Ethemet) Y Outputs[3] BLQWED WORD
Modbus_TCP_Slave_Device (Modbus TCP Slave D B Outputs[10] %QWE1 WORD
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Edit

N "]

=@ Device (TX707-P3CV01)
=0 PLC Logic

B

=B PLC Logic

O 1eps (L)

»  Transfer the mapping to the POU

View Project Buld Online Debug Tools Window Help

= (&8 Task Configuration
=g MainTask
@ PLC_PRG
Ethernet (Ethernet)
= [ Modbus_TCP_Master (Modbus TCP Master)
[ T™_UHF_Q300_EU_CDS (Modbus TCP Slave)
Q300 (Q300)

=i} Applcation

BEEI&G o b B2RBX AARS b ANNKIBIE-TIEIBE ) aXN[(=5===2 |HlisIV

[ TN_UHFQ30EUCDS @ Device Ethernet Modbus_TCP_Master @ Q0 [ Ethe

oW e

PROGRAM POU
VAR
END_VAR

Library

Tk comfigoratior
E@ Task

Local_IO (Local 10)

M) UHF_compact (UHF compact)

M _128_Byte_read (128 Byte read)
_128_Byte_write (128 Byte write)
RFID_diagnostics (RFID diagnostics)
DY (DY)

D¥P_diagnostics (DXP diagnostics)
VAUX_control (VAUX control)
Module_status (Module status)

. Ethernet (Ethernet)

IOWO0:=1680010;
$0¥142.0:=%IK5.1;

// enable Continuous Mode
// Mapping "Continuous Mode active" Bit to Modbus Output Register

Modbus_TCP_Slave_Device (Modbus TCP Slave DY

Fig. 94: Transferring the mapping to the POU
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Commissioning

Connecting the device to a Modbus master

7.7.7

7.7.8

S EI& o o L = OlE = ) m =
Devices ~ 8 x|[ @ ™o Qa0 F s x| @ Devce | [ Etemet | [] Modbus TP Master | [ Q300 | [f] Ethernet
=9 tnotedr = Find Fiter Show all
- B vevke feomected] (0007630101) Generl = — il
=80 PLc Logic ariable 2ppin annel ress e
a g - Modbus Slave Channel Variatl Vapping | Channel | Add e
€2 Application [run] e Channel 0 WIUS)  ARRAY [0..63
D brary Manager Modbus Slave It =" Channel 1 QWSO ARRAY [0..63..
PLC_PRG (PRG) + % Channel 1001 %QUSD  WORD 1
= (53 Task Confguration ModbusTCPSlave Parameters E) Channe 111] %Qust  WORD o
=g MainTask + "y Channel 1(2] %QWS2 WORD ]
&) pLc_pre ModbusTCPSlave /O Mapping + %y Channel 1031 %Quis3 WORD 0
=73 ({) Ethemet (Ethemet) + "p Channel 1{4] %QuSH WORD 0
= <3 ({) Modbus _TCP_Master (Modbus TCP Mg | | Status E) Channel 1[5] HQWSS WORD [
0 e gm0 805 redns| | "y Channel 1(6] %QWSS  WORD 0
= Il Q300 [comnected] (Q300) nformation Ea) Channel 1[7] %QWS?  WORD 0
= 0 PLC Logic w "y Channel 1[8] %QWs8 WORD 0
=) Applcation [rur] ER) Channe 115] %Quss  WoRD o
() Lorary vanager ER) Chennel I[10]  %QWsD  WORD o
- e Channel 1[11]  %QW61  WORD o
= (£ Tosk Confiuration Ea) Channel 1117]  %QW62  WORD o
= Task E) Chernel 1113 %QWEZ  WORD o
& rou " Chanvel 1[14]  %Qwes  WORD o
O Leps eeps) E Chanrel 1[15]  %QWes  WORD o
=43 @ Local_IO (Local 10) + "p Channel 1{16] %QUEE WORD [
M) U _compact (UHF compact) ENY Channel 1[17] %QWs7 WORD 0
() 128 yte_read (128 Byteread) "y Channel 1[18]  %QWSS  WORD 0
_128_Byte_wrie (128 Byte rite) + % Chanrel 1[18]  %QWe3  ViORD 0
RFID_dagnostcs (RFID diagnostics) A Channel 120] %o wioRD o
030 [01F) ER) Chennel 121 %Qw71  WORD o
03¢_dagnostics (0¥ dagnosis) e Channel 122 WQuw7z  woRD o
B vAUK_control (VAUX control) L) Channel 1[23] %QW73  WORD o
M) Module status (Moduie status) L) Channel 1[24] %QU74  WORD 0
= [0 Ethemet (Ethemet) + "9 Channel 1[25] %QW75 WORD ]
[ Modbus_TCP_Slave_Device (Modbus T ALY Channel 1[26] *QUTE WORD 0
“ " Chenrel 1[27]  %QW77  WORD 0
<
: se
IEC Objeets
Variable Mapping  Type
@ TNUFF QIO EUCDS ‘g ModbusTCPlave
o = Create new varisble “ =Mapto edsting variable
<
Watch 1

»  Select device.
» Click Online = Login.

Reading out process data
The process data can be interpreted if the device is connected online with the controller.

» Double-click the Modbus TCP slave.

Connecting the device online with the controller

»  Click the Modbus TCP Slave I/0 Mapping tab.

=  The process data is displayed. In this example the Continuous mode active bit is set if
the read/write head is in Continuous mode.

Fig. 95: Example: process data
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[ odbus_TcP_stave Device x

] Find Fitter_ Show all -
Modbus TCP Slave Device 1O Variable Mapping  Channel  Address Type Current Value
Mzpping % Inputs 7S ARRAY [0..63]0..
Information =% Outputs %wQUTL ARRAY [0..63] 0.
=" Outputs[] HQUTL WORD
s Bit0 %QX1420  BOOL
" Bt wouez1  sooL
"y Bit2 %QXi422  BOOL
"» Bits %QX1423  BOOL
"y Bitd %QK1424  BOOL
“» BitS %QX1425  BOOL
s Bits %QX1426  BOOL
" 67 wouez7  BooL
"y Bits %QX1430  BOOL
" & woua1  sooL
"y Bit1D %QK1432  BOOL
“» Bit1l %QX1433  BOOL
s Bit12 %QX143.4  BOOL
" EEE wouaas  sooL
"y Bit1s %QX1436  BOOL
" Bits wouany  sooL
w9 Outputs[1] %72 WoRD
w9 Outputs[2] HQUT3 WORD
9 Outputs[3] %QUT4 WoRD
w9 outputs[4] %QUTS woRrD
“ o Outputs[s] %QUTE woRrD
=9 outputsfs] %77 WORD.
2 Outputs[7] %QUTB WORD
w9 Outputs[s] %HQUTS WoRD
<

]

IEC Objects

Resetmapping

Always update variables: Use parent device setiing

Variable

& Modbus_TCP_Slave D.

Mapping  Type
®  1oDrModbusTCPSlavelirapper

% = Create newvariable

Bus cyde optons

Bus cydle task

<

= Mapto existing variable

Use parent bus cycke setting



7.8  Connecting a device to an EtherNet/IP controller

The device can be linked to an EtherNet/IP controller via an L5K file. Further information on
commissioning in EtherNet/IP can be provided by Turck on request.

7.9  Connecting a device to a Siemens controller

In this example the Tag present bit is queried. This requires the network interface to be set up,
the hardware configured and the I/0 mapping defined.

Hardware used
This example uses the following hardware components:

Siemens S7-1500 controller with CPU 1513-1 PN
TN-UHF-Q300-CDS-EU UHF read/write head (IP address: 192.168.1.254)

Software used
This example uses the following software:

CODESYS 3.5.12.1 (download free of charge from www.turck.com)

SIMATIC STEP7 Professional V15 (TIA Portal)

Generic GSDML file for Turck UHF read/write heads (available as download free of charge
from www.turck.com)

Requirements

The package file for TBEN-L...-4RFID-8DXP-CDS must be installed.

A new standard project must have been created in CODESYS.

The TN-UHF-Q300-CDS-EU UHF read/write head must have been added to the CODESYS
project.

A new project must have been created in the TIA portal.
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79.1  Configuring the device in CODESYS as a PROFINET device

The device must have been created in the project tree.

=15 Test COSVE TN-UMF-QI00_UHF RIW-Fead Test? en YOOI
= Il Device (Q300)

=8 Task Configuration
=58 MainTask
) pLC_PRG
() LEDs (LEDs)
= Local_10 {Local 10)
Ml UHF_compact (UHF compact)
~B[]] _125_Byte_read {125 Byte read)
~H[]] _128 Byte_write {128 Byte write)
~M[il RFID_diagnostics (RFID diagnostics)
~H(l oxe pxp)
“H[]l DxXP_diagrostics {DXP diagnostics)
~H[il] vaUX_control (VALY control)
~H[] Module_status (Module status)

Fig. 96: TN-UHF-Q300-CDS-EU in the project tree
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Adding an Ethernet adapter

>

»  Select Append device.
»  Select an Ethernet adapter.
» Click Add Device.

t Ven Project Duid Onine Debug Took Window telp

HIE o o b BB X BE IR - 8% ) a X (=5=250s

Add Device

Right-click Device (Q300) in the project tree.

l= |9 =]

8 picpra prO)
=& Task Configuration
£ MainTask
" pLC_PRG
O eps uens)
=[] Local_I0 (Local 10)
LHF_compact (UHF compact)
_128_Byte_read (125 Byte read)
_128_Byte_write (128 Byte write)
B[] rRFID_diagnestics (RFID diagnostics)
- H() o )
(] oxp_diagnostics {DXP diagnostics)
B vAUX_control (VAUX control)
“H( Modue_status (Module status)

Name: [Ethernet

Action:

® Appenddevice () Insertdevice () Plug deviee () Update device

String for = fulltext search

Name Vendor

| vender: | <all vendors>

Version Description

B -
* - E Ethernet Adapter
# = EtherNet/IP
= # Profinet 10
% BR\Ethacat Adapte:

} Ethemet Turck

351120  EthemnetLink.

POU  Location  Instance path Tasks Condition

Fig. 97: Adding an Ethernet adapter
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last child of

= [ isplay all ly) [ Display outdated versions
Hame: Ethernet "
Vendor: Turck
Categories: Ethernet Adapter, Ethemnet Adapter, Ethernet Adapter
Version: 3.5.11.20
Order
Description: Ethernet Link.

Hit count condition ~ Current hit ce

©  (You can select another target node in the navigator while this windew is open.)
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Attaching a PROFINET device

» Right-click Ethernet (Ethernet) in the project tree.
»  Select Append device.

»  Select Profinet Device.

» Click Add Device.

Edt Vew Project Buld Onime Debug Tools Window Help

2

=-15) Test (OSVZ TN-URF-Q300_UHF_RW-Head Test3 en_ V001 !

= Il Device (Q300)
Bl PLC Logic
= £} Application
- fif) Library Manager
-] pLc_Pra (PRE)
1= [Z3 Task Configuration
=B MainTask
@ pic_PRG
(@]t =)
Local_IO (Local I0)

“H(il UHF_compact (UHF compact)
125_Byte_read (128 Byte read)
125 _Byte_write (125 Byte write)
RFID_diagnostics (RFID diagnostics)
DX (OXF)

DXP_diagnostics (DXP diagnostics)
VAUX_control (VAUX control)

Ethernet (Ethernet) |

Applcation: |

S EI&E o e BBRX A AGIRIG-FEIGE » g RS20 o Wiwld

Add Device

Name: [Profinet_Device

Action:
@ Append device | lnsertdevice | Plug deviee () Update device

String for a fulltext search | Vendor: ‘ <All vendors>

Name Vendor  Version  Description
= @ reisouses

- = EtherNet/TP

- K88 Modbus

(= Profinet 10

| ([ ProfinetDevice  Turck 10.6.0  This device works as a profinet slave device

= [ Display all versi ly) [ i ersions

Name: Profinet Device
Vendor:

= Tur

Categories: Profinet 10 Device
Version: 1.0.6.0

Order

X

POU  Locstion Instancepath  Tasks  Condition  Hit count condition  Current hit ce

last child of
Ethernet

©  (vou can select another target node in the navigator while this window is open.)

Close.

Fig. 98: Attaching the PROFINET device
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Assigning inputs and outputs

>

vvyvyy

Right-click Profinet_Device (Profinet Device) in the project tree.
Select Append device.

Example: double-click IN 1 BYTE.

Example: double-click OUT 1 BYTE.

Click Add Device.

NOTE

The slots defined as inputs in CODESYS correspond to the outputs in the TIA Portal
and vice versa.

Edt Yew Project Buld Onlne Debug ook Window e

Tl I& o ¥ B R XM BGRR[0

Bl PLC Logic
=} Application
(i) Library Manager
- [@) Pc_rra (FrE)
‘ask Configuration
1= MainTask

8 pLC_PRG
O Leps ueps)
Local 10 {Local 10}
UHF_compact (UHF compact)
_128_Byte_read (128 Byte read)
_128_Byte_write (128 Byte write)
~#[l) RFID_diagnostics (RFID diagnostics)
DXP (OXP)
DXP_diagnostics (DXP ciagnostics)
JAUX_control (VAUX control)
Moduie_status (Module status)

=

Profinet_Device (Profinet Device)

5 Devices | [ PoUs

Application:

Location  Instancepath  Tasks  Condition

V02.01 | 2020/12

» m WILE
Add Device X
Name: [IN_1_BYTE
Action:
@ Append device () Insert device | Fluc device () Update device
string for a fultext search | vendor: | <l vendors> |
Vendor  Version  Description o
Turck 1060  inputdata of the device
Tur 1060 1double word digital nput data of the device
Turck 1060 1word digital input data of the device
Turck L0.60  16byte digital input data of the device
Turck 10,60 16 double word digital input data of the device
Turck 1060  16word digital nput data of the device
Turck L1060  2byte digital input data of the device
Turck 1060 2double word digital input data of the device
Turck 1060  2word digital input data of the device:
Turck 10,60 32byte digital input data of the device
Turck 1060 32word dgital input data of the device
Turck 1060 4byte dgital input data of the device
Turck 1060  <double word digital input data of the device
Turck 1060  4word digital input data of the device
Turck L0.60  64byte digital input data of the device
Turck 1060  8byte digital input data of the device
Turck 1060 8double word digital input data of the device
Tucck 1060 8 word digitaliout data of the devi
Turck 10.6.0  1byte digital output data of the device
Turck 1.0.6.0 1 double word digital eutput data of the device
Turck 1060 1word digital outputdata of the device
Turck L0.6.0 16 byte digital output data of the device ©
[A Group by category [] Display all versions(for experts only) [T] Display outdated versions
Name: IN 1BYTE ~
Vendor: Turck.
Categories:
Version: L.0.6.0
Description: input data of the device » I
4 last child of L
Hit count conelition  Current hit ¢t | profinet_Device
€ (You can select another target nede inthe navigator while this window is open.)
| |

Fig. 99: Assigning inputs and outputs
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Commissioning

Connecting a device to a Siemens controller

Inputs and outputs — creating the mapping

Example: The Continuous mode active bit is sent to the controller via an output byte.

»  Double-click the required operating mode in the project tree (here: HF compact).

»  Select the UHF compact I/0 Mapping tab.

»  Find the internal device address of the Continuous mode active bit from the I/O image
for the selected operating mode (here: UHF compact).

Devices - 3 X

=-59) Test_CDSV3_ TN-UHF-QI00_UHF_RW-Head_Test3_en_V001
=- Il Device (Q300)
=Bl PLC Logic
=} Application
i) Library Manager
PLC_PRG (PRG)
=& Task Configuration

=8 MainTask
& PLC_PRG
O 1eDs (tEDS)
= [Etocalto-Locaia)

M UHF_compact (UHF compact)

|

M _128_Byte_write (128 Byte write)
H ] RFID_diagnostics (RFID diagnostics)
H oxe OxF)
H [ Dxp_diagnostics (DXP diagnostics)
Bl vAUX_control (VAUX control)
M Module_status (Module status)
= Ethernet (Ethemet)
= Profinet_Device (Profinet Device)
[ ™_1 BYTE (N 1BYTE)
[ ouT_1_BYTE (OUT 1BYTE)

ni UHF_compact X

UHF compact Parameters Find Filter Show all =
UHF compact /0 Mapping Variable Mapping ~ Channel Address Type
= UHF compact %IWD
Status * Response code SLIN0 WORD
b ] Loop counter %IB2 Byte
Information * Tag present at r/w head %I¥4.0  BIT
b Parameter not supported by read/write head bI%4.5 BIT
4 ETTOT T Y T T e ELEa )
kJ Continuous mode active %IX5.1  BIT
e et
*p Error code I WORD
*p Tag counter IWS WORD
=g UHF compact %QD0
" Command code %QWD  Enumeration of WORD
" Loop counter %QB2 Byte
T UHF: Memory area %083 Enumeration of Byte
" Start address QD1 DWORD
" Length %QW4  WORD
" Length of UID/EPC %QB10  Byte

Fig. 100: Bit: Tag present — internal address
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>

Example: double-click OUT_1_BYTE in the project tree.

»  Assign the internal address for the Continuous mode active bit to the output byte.

Test_COSVA TN-AHF-0300_UHF_RWWHead_Test.
Device (Q300)
= ) pLC Logic
=€) Application
) Library Manager
PLC_PRG (FRG)
= Task Configuration
= £ MairTssk
@ pLC_PRG
O Leps (eDe)
[= Local_IO {Local 10}
UHF_compact (UHF compact)
_128_Byte_read (128 Byte read)
_128_Byte_write (128 Byte write)
RFID_diagnostics (RFID diagnostics)
DxP (DXP)
DXP_diagnostics (DXP diagnostics)
VAUX_control (VAUX control)
Moduie_status (Module status)
Ethernet (Ethemet)
=(Z Profinet_Device (Profinet Device)
IN_1_BYTE (IN 1BYTE)
B OUT_1_BYTE (OUT 1BYTE)

V02.01 | 2020/12

21 UHF_compact X |

UHF compact Parameters Gach Filter Show all -
UHF compact /0 Mapping Variable Channel Address Type Unit  Description
o Tag present at rfw head WIX40 BT
Status 9 Parameter not supported by readnrite head *%I¥4.5  BIT
£ Error-reperied by Hwrite-haad BTN B
Information. % Continuous mode active SISl BIT
i TETTgT TS “WORTT
\ -4 Errar rode waTvia wnen
I Aluiays update variables: |
IEC Objects
Variable Type
- @ UHF_compact Module
4 = Creste new variable “ =Mapto axsting variable

S OUT_1BTE x

Genera (Find.

Filter Show all
—

itput data of the device

Fig. 101: Mapping the I/0 address

PNIODev-Module 110 Mapping Variable Mapping  Chennel  Address Type  Unit  Description
=T Far-s S,0B142 LISIRT
Status -"$ Application. %I¥5. 1 “® B0 WENHTE  BOOL
By Bitt e ——E0er
Information ] Bit2 %QX1422  BOOL
e Bit3 %Qr1423  BOOL
] Bita ®%0X142.4  BOOL
e Bits %Qr1425  B0OL
"9 Bits %QX1426  BOOL
-~y Bit7 %Qx1427  BOOL
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7.9.2

Ble Edit Vew Project Buld Onine Debug Tools Window Help

Setting up the network interface

» Click Device (Q300) = Scan network.
»  Select TN-UHF-Q300-EU-CDS and confirm with OK.

B & o o b Bl A RO 8%, a (===l e [Ww

nd UHF_compact | [ OUT_1BVTE | [f] Ethenet ' [ Device x|

Communication Settings

_ GaiEwaE ~ Device =

=L} Application
(i) Liorary Manager
FLC_FRG (PRG)
=-[&8 Task Configuration
=% MairTask
@ FLc_rrG
O teps (ED3)
Local_IO (Local 10)

B[l UHF_compact (UHF compact)
M) _128_Byte_read (128 Byte read)
~H[[] _128_Byte_write (128 Byte write)
W[l RFID_diagnostics (RFID diagnostics)

W[l oxe o)

-l oxp_diagnestics (DX diagnastics)

B[l vaUX_control (VAUX control)

H( Module_status (Module status)

=] Profinet_Device (Profinet Device)

IN_1_BYTE (IN 1BYTE)
] ouT_1_BYTE (OUT 1BYTE)

Applications

r | |
Backup and Restore :
L]
ap—
Files S — 5 °
Gateway
Y99 Select Deviee > ~
PLCSel  salect the network path to the contraller:
ey | oSt T
300
Q300 94:e3:6d:e6:68:73 [0301.E0FE] &mamx&:ﬁ&n lI'
Usersa ey
0301.E0FE
Access
Block driver:
UDP
Param
Humber of
Task D¢ qd'a'"*:
Status Target ID:
10CD 0008
Informg Target Name:
Q300
B Target Type:
14096
Target Vendor: ¥

Fig. 102: Setting up the network interface
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»  Select the PLC Settings tab.

» Inthe Always update variables drop-down menu, select the Enabled 2 (always in bus
cycle task) option.

7

Edit View Project Buld Online Debug Tools Window Help

B & o b R WGBSR -0 8% » s I

l Device (Q300)
“ENTPLC Logic
=€} Application
i) Library Manager
PLC_FRG (FRG)
1={&] Task Configuration
=38 MairTask
@) pLC_PRE
O 1eps (eDs)
= Local_IO {Local 10)
~ M) UHF_compact (UHF compact)
~H[H _128_Byte_read (128 Byte read)
~M(i) _128_Byte_write (128 Byte write)
Ml RFID_diagnostics (RFID diagnastics)
Wil ove oxP)
Ml Dxp_diagnostics (DXP diagnostics)
~H[Hl VAUX_control (VAUX controf)
B[]l Module_status (Module status)
=[] Ethernet Ethernet)
= [ Profinet_Device (Profinet Device)
~[f) N_1_BYTE (IN 1BYTE)
“+[i] OUT_1_BYTE (OUT 1BYTE)

= q Test cDSVI TNV-URF-0300 UHF RiW-Head Test3 en W01 !

a1 UHF_compact OUT_1 BYTE Ethernet /[ Device X |

Communication Settings

Applications

Backup and Restore

Files

Log

PLC Settings

PLC Shell

Users and Groups

Access Rights

Parameters

Task Deployment

Status

Information

Application for Ifo handli ‘ i ~

PLC settings
[] Update 10 whilein stop

Behaviour for outputsin Stop: |K£mcuru|tvdts v‘ |

| Always update variables:

Edit Licenses...

Bus cycle options
Bus cycle task:

|Enabled 2 (always in bus cydle task) v||

MairTask ~|

Addtional settings
|| Generate force variables for I0 mapping  [] EnableDiagnesis fordevices

[[] Show 1f0 warnings as errors

Fig. 103: Setting the option — Always update variables option

V02.01 | 2020/12
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»  Double-click Ethernet (Ethernet).
»  Select the network interface.
»  Enter the IP address of the PROFINET master (here: 192.168.0.254).

Fle Edt Vew Project Buld Onine Debug Took Window el
BEEI& o o § BE X AGWS IR - [0

) mIET=e==3F o |M|w |

nil  UHF_compact OUT_1_BYTE Ethernet x [ Q@ Device |

=-[5) Test (DSVI_TN-UHF-QI00_UHF_RW-Head_ Test3_en_W001
= ! senere! nterce: [z

g..g::?cm == IPAddress 192 .168 . 0 . 1
D Levary vanger Ethemet Device /0 Mapping Subnet Mask
PLC_PRG (PRE) Default Gateway 0o .0 .0 .0
=8 Task Configuration Information

(=] @ MairTask [] Adjust Operating System Settings
L] ric_pre
O s eos)

o

=@ Local 10 Local 10)
il UHF_compact (UHF compact)
M _128_Byte_read (128 Byte read)

Network Adapters

Interfaces:

Ml 128 Byte write (128 Byte write)

H(il RFID_diagnostics (RFID diagnostics)
D¥P (DXF)
Ml oxr_disgnostics (DxP diagnostics)

IP Address 192 . 168 . 1 . 254
(e S
Default Gateway 192 . 168 . 1 . 254
s

Fig. 104: PROFINET master — entering the IP address
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Connecting the device online

V02.01 | 2020/12

» Click Online = Login.
»  Click the Start button.

=  The connection is now displayed in the project tree.

Devices

=5 Test COSVI TN-AHF-Q300_ LHE RW-Head Test3 en V001

= B Device [connected] {Q300)
=Bl PLE Logic
- [ Application [run]
m Library Manager
PLC_PRG (PRG)
= @ Task Configuration
= @ MairTask
H] pLC_PRG
() LeDs (LEDS)

= m Local_IO (Local 1O
:] ﬂ] UHF_compact (UHF compact)
Hﬂ] _123 Byte_read (128 Byte read)
B[ _128_Byte_write (128 Byte write)
:] ﬂ] RFID_diagnostics (RFID diagnostics)
Ml Dxe(@oxp)
Hﬂ] D¥P_diagnostics (DXP diagnostics)
B[] vaux_control (VALY control)
Hﬂ] Module_status (Module status)

= m Ethernet (Ethernet)

= ﬂﬂj Profinet_Device (Profinet Device)
[ m_i_BYTE (N 1BYTE)
[ ouT_1_BYTE (OUT 1BYTE)

Fig. 105: Display of the connection in CODESYS
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Commissioning

Connecting a device to a Siemens controller

793
>

Project Edit View Ins Online

Tools

A e @ ¥ 53 X DO

Window Help

Devices

et
B

Add new device

= | ] Test_S7V15_TN-UHF-Q300_UHF_RviHead_Test2...

Devices & networks

¢ i Ungrouped devices

5§ Security settings

(4§ Common dats

[5] Documentation settings
% Languages & resources
Online access

g~~~

Card ReaderilUSE memory

<] 1l

Add nev/ device

RGeS

! |Path

v ‘ Details view

Name

Fig. 106: Adding a controller
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Device name:

S IS r;?,)f Goonline &N Gooffine : S [N B 3 H 1]

Connecting a device to a Siemens controller in the TIA Portal
Add a controller to the project (here: CPU 1513-1 PN).

[PLc_

Controllers

3
=

PC systems

[+ Open device view

~ [ cru

» [ cPU 15111 PN

» [ cPU1511C PN

» [l CPU 1512C1 PN

~ [ cPU 15131 PN
[l se57 513-1AL00-04B0
[l 557 513-1AL01-04B0
Il 5E57 513-1AL02-04B0

» [ cPU 15152 PN

» [l CPU 1516-3 PNIDP

» [l CPU 1517-3 PNIDP

» [ CPU 15184 PNIDF

» [l CPU 15184 PNIDP ODK

» [l CPU 15184 PNIDP MFP

» [l CPU1511F1 PN

» [[j CPU 1513F-1 PN

» [l cPU 1515F-2 PN

» [ CPU 1516F-3 PNIDP

» [l CPU 1517F-3 PNIDP

» [ cPU 1518F-4 PNIDP

» [ CPU 1518F-4 PNIDP ODK

» [ CPU 1518F-4 PNIDP MFP

» [ cPU 151171 Pl

» [ cPU 151512 PN

» [ CPU 1516T-3 PNIDP

» [ CPU 151773 FHIDP

[<]

P—

Device:

CPU 1513-1 PN
Article no.: | 6ES7 513-1AL00-0ABO |
Version: ‘VW.S |"
Description:

CPU with display; work memory 300 KB code and
1.5 MB data; 40 ns bit instruction time; 4stage
protection concept, integrated technology
functions: Motion Control, closed-loop contral,
counting&measuring; integrated tracing;
PROFINETIO controller, supports RTIRT, 2 ports,
MRP, transport protocol TCPIIP, 57
communication, Web server, constant bus cycle
time, routing; firmware V1.8

Cancel

T ||
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>

CDS3 PN Device from the Turck folder.

rks

= Topology view I‘ Network view  |[If Device view

® s

<[]

PROFINET I0-System [I10-system]

General |lOtags ISystemconslants |Tem

General

I Network overview

-0 X

Include the Turck Codesys device in the project. To do this, select the generic GSDML file

Hardware catalog

Options

Device

Type

v | catalog

» PLC_1

~ 571500/ET200MP station_1

571500iE...
CPU 1513,

~ G5D device_1

GSD device

» turck-g300

CDS3PN

Hardware identifier
Overview of addresses

PLC_1

[=earch=

[+ Filter
» [ Controllers
» [ Ha
» [ PC systems
» [iJi Drives & starters
» [ Network components
» [l Detecting & Monitoring
» [ Distributed 1i0
» [ Power supply & distribution
» [l Field devices
+ [ Other field devices
» [ Additional Ethernet devices
~ [l PROFINET IO
» [ Drives
» [ Encoders
» [ Gateway
~[m o
» [ TURCK
+ g Turck
« [ Turck
» [ BL20

- CODESYS3
[l 053 P pevice
3

» i Sensors

Profile: | <All=

fiojeies atempiey £

51003 au||uoﬁ|

sopelqr | sxsuﬁl

<

PROFINET I0-System

100

Fig. 107: Adding the Turck Codesys device
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H

‘CDS3 PN Device

Articleno: | |

Version: | (GSDMLV2.3-TURCK-Q300-20181106-134500.3ML) ||

Description:
CODESYS3 generic PROFINET Device
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TN-UHF-Q...-CDS... — assigning IP address and PROFINET device name

»  Assign IP address and PROFINET device name for the UHF read/write head if necessary
via the Turck Service Tool.

»  Enter IP address and PROFINET device name in the TIA Portal (Device configuration -
Properties = General = Ethernet addresses).

L= = B IR - VR T S WY I i = 1

-
= o

(=T = BN = [ = = T = N = (Y = = TR = IR = [ = = IR = N = T = R = |
[
L B S Y ¥

-
o

<[]

q300 [CDS3 PN Device]

~ General

Ethemet addresses

Catalog information
~ PROFINET interface [¥1]

General
temet sdaresses e 2
b Advanced options

Identification & Maintenance

Module parameters

192 . 168 . 1 . 254
255 . 255 . 256 . 0

Fig. 108: Setting the IP address and PROFINET device name in the TIA Portal
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Assigning inputs and outputs

NOTE
The slots defined as inputs in CODESYS correspond to the outputs in the TIA Portal
and vice versa.

» Example: assign IN 1 Byte and OUT 1 Byte from the Hardware catalog to the device.

— W @ X Hardware catalog

[If Device view Options

Device overview

|
= [ Module [Rack  [slot  [Iaddress |Q address|Type v | Catalog
= v q300 o s |[Search- I
» o e s ot

Ic:‘u:va:ig 1 - © :”1 » [l Head madule
3 | - @ vodule

~[@evTE
Wwrave
Il i~ 16 BYTE
Il n2BYE
W m32 BYTE
Il naevTE
Il i~ 54 BYTE
Il nsBYTE
Il out1 BYTE
W ouTisEYTE
Il outz BYTE
W ouT32EBYTE
Il cutaBYTE
Il outsa BYTE
Il cuts BYTE

= » [ bworD

100% B v ] n + I woRo
Fig. 109: Assigning the inputs and outputs in the TIA Portal

4300 [CDS3 PN Device] k2 e

Al

fiojeies atempiey {E

. sapeiqn ]| sAseL i sioo3 aupuo =
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Creating the monitoring table

The process data (here: the set Continuous mode active bit) can be visualized via monitoring

tables.

» Creating a new monitoring table.

Loading the configuration in the controller

» Load the configuration in the controller.

3 [0 G

™ e S MM 3 ] [[] [Searchinproject- | 5

0 4 Test_S7V15_TN-UHF-Q300_UHF_RW-Head_Test2_en_V001 » Devices & networks

B Add new device
i Devices & networks

Devices & networks

Y Device configuration
@ Online & diagnostics
=g Program blocks
[ Technology objects
External source files
& PLc tags
[ PLC data types
Watch and force tables
(&g online backups
[& Traces
[i Device proxy data
5% Program info
Lf PLC supervisions & alarms
Z) PLC alarm text lists
r [i Local medules
v [ Distributed l0

3 E Ungrouped devices

» 5§ Security settings

r [ii Common data

» [5]) Decumentation setings

» E Languages & resources
» [ Online access
» @ Card Reader/USE memory

~ | Test_S7V15_TN-UHF-Q300_UHF_RWHead_Test2...

< il

& - stardonnoauing woevice:

|~ S71500[ET200MP stat

[ | » PLC_1

* GSDdevice_1
» 9300

ey Action

Ready for loading.

4 I%‘v PLC_1

Load 'PLC_1" A

R P—

A v Prection

(] 3 bpall
(] » pwnload to device
(] 3 |nsistent download I
5l
-
- — >
v I
Refresh
Finish Cancel ;

TZIDIZUIO 213 1524 T

Fig. 110: Loading the configuration in the controller
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794  Reading out process data
In online mode, the CONTINUOUS_MODE_ACTIVE bit is displayed in the monitoring table.

Test_S7V15_TN-UHF-Q300_UHF_RW-Head_Test2_en_V001b » PLC_1 [CPU 1513-1 PN] » Watch and force tables » Watch table_1

2 FEEL AKL T
i Name Address Display format Maonitor value Modify value # Comment Tag comm...
*CONTINUOUS_MODE_ACTIVE® [/ 2%I1.1 Bool [+]
2 Add new

Fig. 111: Bit in the monitoring table - CONTINUOUS_MODE_ACTIVE

The successful connection is now displayed in the project tree in CODESYS.

Flle Edit View Project Buld Online Debug Tools Window Help

e Hd S [ =] 8 e ] =4

Devices * o X [{] OUT 1 BYTE X i HF compact £3 Device [{ m_1BYTE POU PLC_PRG
=5l Siemens PN Codesys BV
=4 £2 Device [connected) (TBEN-Lx-4RFID-8DXP-CDS) General Channels
=2l PLC Logic Variable Mapping  Channel  Address Type Current Value
- £ application [run] PNIODev-Module Parameters = T outs %HQB56G USINT
m Library Manager K@ BitD %Q¥586.0  BOOL
PLC_PRG (PRG) PNIODev-Module 1/0 Mapping " Bit1 %QX566.1  BOOL
POU (PRG) status " Bit2 %QX566.2  BOOL
= @ Task Configuration ' Bit3 %%QX566.3  BOOL
= MainTask . K] Bit4 %QX566.4  BOOL
@ PLC_PRG ] BitS %QX566.5  BOOL
() Leos (EDs) K] Bits %QX566.6  BOOL
= m Local_IO (Local I0) T Bit? %QX566,7  BOOL

m HF _compact {HF compact)
m _128_Byte_read (128 Byte read)
Bl _128_Byte_write (128 Byte write)
m HF _compact_1 (HF compact)
B4l _128 Byte_read_1 (128 Byte read)
Bl _128 Byte_write_1 (128 Byte write)
ﬁﬂ] HF _compact_2 (HF compact)
B4l _128_Byte_read_2 (128 Byte read)
Bl _128_Byte_write_2 (128 Byte write)
m HF_compact_3 (HF compact)
Bl _128_Byte_read_3 (128 Byte read)
Bl _128_Byte_write_3 (128 Byte write)
m RFID_diagnostics (RFID diagnostics)
il ox oxe)
w Diagnostics (Diagnostics)
B4l vaux_control (vAUX control)
aﬂ] Module_status (Module status)
= ﬂi Ethernet (Ethernet)
= ﬂj Profinet_Device (Profinet Device)
[ m_1_BYTE (N 1BYTE)
[ ouT_1 BYTE {OUT 1BYTE)

Fig. 112: Successfully established connection - display in CODESYS
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7.10  Starting the device as the Modbus master

In this example the Tag present bit is queried. This requires the network interface to be set up,
the hardware configured and the I/0 mapping defined.

Hardware used

This example uses the following hardware components:

TN-UHF-Q300-CDS-EU UHF read/write head (IP address 192.168.1.20)
TBEN-S2-2RFID-4DXP block module (IP address 192.168.1.100)
TN-Q80-H1147 HF read/write head

Software used
This example uses the following software:
CODESYS 3.5.12.10 (download free of charge from www.turck.com)
Requirements

The package file for TN-UHF-Q300-CDS is installed.
A new standard project has been created.

Defining the device as master in CODESYS

»  Select TN-UHF-Q300-CDS-EU UHF read/write head (Q300) as master device.

Edit Vew Project Buld Onine Debug Tools Window Help

m

R —

Standard Project

B You are about to create a new standard project. This wizard will create the following
objects within this project:
- One programmable device as specified balow
- A program PLC_PRG in the language specified below
- A cyclic task which calls PLC_PRG

- A reference to the newest version of the Standard library currently installed.

Device: Q300 (Turck) -

PLC_PRG in: | Structured Text (ST) w

Fig. 113: Selecting the master device
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This displays the device in the project tree.

E

= Il Device (Q300)
=B pLC Logic
E!Q Application
~[5] pLC_PRG (PRE)

=-§8 MainTask
. pLC_PRG

~() LeDs (LEDS)
=-[{ Local_10 (Local 10)
~M[il] UHF_compact (UHF compact)
~HM[il] _128 Byte_read (128 Byte read)
M _128 Byte_write (128 Byte write)
~#[Hd] RFID_diagnostics (RFID diagnostics)
~M[l DxP_diagnostics (DXP diagnostics)
~H[il] vaux_control (VALY contral)
~H ] Module_status (Module status)

Fig. 114: TN-UHF-Q300-CDS-EU in the project tree
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Adding an Ethernet adapter

>

>
>
>

Fle E
b=

Right-click Device (Q300) in the project tree.
Select Append device.

Select an Ethernet adapter.

Click Add Device.

Edit View Project Buld Online Debug Tools Window Help

HISio o f B XI5 A%I8IE- %, aRI(Z =g el

Add Device X

Name: ‘Eﬂwemet

I Action:

- B merrafRe)
1=-{&§ Task Configuration
= MairTask
& pic_prG
() LeDs (LEDS)
=0 Local IO (Local 10)
H(ill UHF_compact (UHF compact)
Ml _128 Byte_read (128 Byte read)
Wl _t25_Byte_write (128 Byte write)
- Ml RFID_disgnostics (RFID diagnostics)
K] o Oxe)
~#[l DxP_diagnostics (DXP diagnostics)
~BI[] vAUX_contrel (VAUX contral)
“H Module_status (Module status)

@® Appenddevice () Insert deviee () Plug device () Update device

[string for a fulltext search | vender: | <allvendors>

Name Vendor Version Description
= @ e
= B Ethernst Adanter

- SR

- 12 Profinet 10

[ Group by category [] Display all versions (For experts anly) [] Display outdated versions

Vendor: Turck

Categories: Ethernet Adapter, Ethernet Adapter, Ethernet Adapter
Version: 3.5.11.20
Order

Ihsu'i)ti.:Eﬂ-’lﬂ'nEtLi'k.

Append selected device as last child of
Device

#®  (You can select another target node in the navigator while this window is open.)

| [ Add Device

Fig. 115: Adding an Ethernet adapter
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Adding a Modbus master

» Right-click Ethernet (Ethernet) in the project tree.

Select Append device.

4

» Double-click Modbus TCP Master.

=  The device appears as Modbus_TCP_Master in the project tree.
=  Modbus slaves can be connected to the Modbus master.

File Edit View Project Buld Online Debug Tooks Window Help

BEEIS oo RBEXIAGEGIRETIE%F ), u%lE=

= B Devics (2300)
= Bl pLcLogic
= I Application
il Library Manager
PLC_PRG (PRG)
= [# Task Configuration
=58 MainTask
@) pic_pRG
) 1eDs (LEDS)
= Local_Io {Local 10}

; UHF _compact (UHF compact)
‘H(] _128 Byte_read (128 Byte read)
_123_Byte_write (128 Byte write)
‘ -H(l] RFID_diagnstics (RFID diagnostics)
CHl o Exey
“H[l DXP_diagnostics (DXP diagnastics)
VAUX_control (VAUX contral)

Module_status status)
Ethernet (Ethernet)

Fig. 116: Adding a Modbus master
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ceoe i o (W= R

Add Device

Name: [Modbus_TCP_Master

Action:
@ Appenddevice () Insertdevice (i Plug device () Update device

[string for a fultext search | vendor: | <all vendors>

-

Name Vendor Version
= @ reduszes

- < EtherNet/IP

= W Modbus

Description

QIM TCE Mactar
#

[+ £ profinet 10

<

[ Group by category [] Display all versions(forexperts anly) [] Display outdated versians

Name: Modbus TCP Master
Vendor: 35 - Smart Software Solutions GmbH
fies: Modbus TCP Master

Number: -
Description: A device that works as a Modbus Master on Ethernet.

E 4

Append selected device as last child of
Ethernet

@  (You can select another target node inthe navigator while this window is open.)
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File  Edit

Adding a Modbus slave

4
>
>
=

Right-click Modbus_TCP_Master in the project tree.

Select Append device.

Double-click Modbus TCP Slave.

The device appears as Modbus_TCP_Slave in the project tree.

View Project Build Online Debug Tools \Window Help

M S0 R XA BEIR e EI080 , w05 arn Bl W]

= PLC Logic
=€} Application
B lﬂ Library Manager
PLC_PRG (FRG)
= {58 Task Configuration
=5 MairTask
-~ pLc_Pre
O veos (eps)
=3 Local 10 (Local 10)
H(J UHF_compact (UHF compact)
() _128 Byte_read (128 Byte read)
H(i _128_Byte_write (128 Byt write)
Ml RFID_diagnostics (RFID diagnostics)
H(D oxe oxP)
~H[]) DXP_diagnostics (DP diagnestics)
H(i) vaUX_control (VAUX control)
M) Module_status (Module status)
= Ethernet (Fthernef)

Add Device

2 e x| Name: |Modmj{?jaue
=5 Linstieds .

= Il Device (Q300)

= e

Communication Settings Application for] ~ Action:
@ Append device () Insert device | Plug device () Update device
Applications PLC settings
[luedate 0] |[siing for o fulicxd search | vender: | <allvendors> v
e Behaviourforg [\ me Vendor Version  Description
Files Always update| || = (] Fieldbusses.

- [ Modbus_TCP_Master {Modbus TCP Master) |

Log - = I e adbeToR-Ek
Bus cyde options

PLC Settings Bus cydle task:

PLC Shell N
Addtional setting

RS . [ Generate fo
[] Show /0 wd

Access Rights |

Parameters

Task D

Status

< I

Information [] Group by category ] Display all versions (for experts only) [] Display outdated versions

Name: Modbus TCP Slave ~
\ Vendor: 35 - Smart Software Solutions GmbH
Categories: Modbus TCP Slave
Version: 3.5.12.0
Order Number: -
iption: A generic device that s configured as Slave for a
©

Modbus TCP Master,

Append selected device as last child of
Modbus_TCP_Master

@ (You can select another target node inthe navigator while this window is open.)

[[_Addpevice || Close

Fig. 117: Adding a Modbus slave
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7.10.1

File

>
>
>
>

Edit Vew Project Buid Online Debug

Setting up the network interface
Double-click Device (Q300) in the project tree.

Choose the Communication Settings tab.

Click Scan network.

Select TN-UHF-Q300-CDS-EU and confirm with OK or a double-click.

Tools Window Help
BEEI& o 8 X A ASRIE-O %, a0

B Device x|

=2 Lingitiegl
B vevice (9300) |
EI PLC Logic

=} Application
i Library Manager
PLC_PRG (PRG)
=8 Task Configuration
=g MainTask
- pPLC_PRG
) L20s (LeDs)
Local_IO (Local 1)
B (il UHF_compact (UHF compact)
M _128_Byte_read (128 Byte read)
H(i _128_Byte_write (128 Byte write)
~H[i) RFID_diagnostics (RFID diagnostics)
W] oxe OxF)
DP_diagnostics (DXP diagnostics)
H(i] vaux_control (VAUX control)
Module_status (Module status)
=+ [{] Ethernet (Ethemet)

[ Modbus_TCP_Master (Modbus TCP Master)

Applications
Backup and Restore
Files

Log

PLC Settings

PLC Shell

Users and Groups

Access Rights
Parameters

Task Deployment

Status

Information

\

Ji,

Fig. 118: Adding the network interface
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|] Communication Settings | E Gateway - | Device -

[

IP-Address:
localhost

Select Device

Select the network path to the controller:

= g, Gateway-1(scanning.)




»  Select the PLC Settings tab.
» Inthe Always update variables drop-down menu, select the Enabled 2 (always in bus
cycle task) option.

7

= B Device (Q300)
=0 PLC Logic
= Application
(i) Library Manager
PLC_PRG (PRG)
=-{& Task Configuration
=g MainTask
@ PLC_PRG
= Local_IO (Local 10)
Ml UHF_compact (UHF compact)
#Hill _128_Byte_read (128 Byte read)
M| _128_Byte_write (128 Byte write)
H[]) RFID_diagnostics (RFID diagnostics)
Hil oxe oxp)
#(]] Dxp_diagnostics (DXP diagnostics)
M vaux_control (VAUX control)
“H#ill Module_status (Module status)
= [ Ethernet Ethernet)
[ Modbus_TCP_Master (Modbus TCP Master)

Eft Vew Project Buld Onine Debug Tods Window Help
B@EFEI& o o« f BRERX |GG SE -

| O ) @RI[=c=z2="=3 | M=%

B Device x|

Communication Settings
Applications

Backup and Restore
Files

Log

PLC Settings

PLC Shell

Users and Groups

Access Rights

Parameters

Task Deployment

Status

Information

Fig. 119: Selecting an option - Always update variables option
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Application for /O handling: |aqimhm =

PLC settings
[[] Update IO whilein stop

Behaviour for outputs in Stop: |Kzepa.l’m1tvdm V| |

Disabled {(update only if used in a task) o
Disabled {update only if used in a task)
Enabled 1 (use bus cyde task if not used in any task

ays in bus cyde task)

Always update variables:

Bus cyde options
Bus cycle task:

Addtional settings
|| Generate force variables for I0 mapping  [] EnableDiagnosisfordevices

[] Show Ij@ wamings as errors
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» Double-click Ethernet (Ethernet) in the project tree.
»  Enter the IP address of the Modbus master (here: 192.168.1.20).

Interface: [ethd Il |

IPAddress 192 . 188 . 0 . 1
Subnet Mask 255 . 255 .255 . O
Default Gateway 0o .0 .0 .0

Fle Edt View Project Buld Onine Debug Toos Window Help
@IS = BBXIAGAEIRI-FIESSE , aRI[=20="=7 | W =%
B Deviee (] Ethernet x|
=5 thttedi
- B bevcefomeced @00 | S
=2l PLC Logic Status
=-£} Application
:,Ca;m Manager Ethernet Device /O Mapping
=84 Task Configuration Infermation
=58 MainTask

L pic_prG \

) Leps 0ED8)
= Local_I0 {Local 10)
W[ UHF_compact (UHF compact)
B _128 Byte_read (128 Byte read)
Ml _128_Byte_write (128 Byte writs)
B[] RFID_diagnostics (RFID diagnostics)
Hil) oxe )

DXP_diagnostics (DXP diagnostics)

VAU _contral (VAUX control)

odils_ctatis Modils ctan

Modbus_TCP_Slave (Modbus TCP Slave)

Fig. 120: Modbus master - enter the IP address
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[ Adjust Operating System Settings

Netwark Adapters X
Interfaces:
Name  Descripion  IP Address
lo 127.0.0.1
o
‘Subnet Mask 255 . 255 . 255 [1]
Default Gateway 0 0 0 0
N s
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Edit

[ =

»  Double-click Modbus_TCP_Slave in the project tree.
»  Enter the IP address of the Modbus slave (here: 192.168.1.100).

View Project Buid Onlne Debug Tools Window Help

=B PLC Logic

il brary Manager
~[] pLc_PRG (PRE)
= (&4 Task Configuration
=& MainTask
@ PLc_PRG

() teps (LEDS)

=] Local 10 (Local 10)
B[ UHF_compact (UHF compact)

@il _128 Byte_read (128 Byte read)
~H( _128_Byte_write {128 Byte write)
~M(il RFID_diagnostics (RFID diagnostics)

~H (i) DxP_diagnostics {DXP diagnostics)
<M VAUX_control (VAUX contral)

~H[f] Module_status (Module status)
=[] Ethernet (Ethernet)

= Modbus TCP Master TCP Master
[l Modbus_TCP_Slave (Modbus TCP Slave)

I EHIE v DRXIAGAREIB] -OIEIESE ), aRIE==28 IV

General

B W [ S oo
=45 Untitled]

= Il Device (Q300)

Modbus-TCP

Modbus Slave Channel

Maodbus Slave Init

ModbusTCPSlave Parameters

ModbusTCPSlave I/O Mapping

Status

Infarmation

\

Fig. 121: Modbus slave - entering the IP address
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ISIEwe IP Address:
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.100|||

Response Timeout {ms):

Port:
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7.10.2  Setting Modbus channels (registers)

Set channel O (input data)
»  Double-click Modbus TCP Slave.

»  Selectin the Modbus slave channel tab = Add channel.

»  Enter the following values:

Name of channel

Access type: Read input registers
Offset: 0x0000

Length: 64 registers (128 bytes)

»  Confirm with OK.

Eile Edit W¥iew Project Buid QOnlne Debug

fEEE& v @

Tools Window Help

[ Y O 1 | o8 X
Devices - X B Device [ Ethernet [l Modbus TCP_Slave x
=5 thntted? -
= I Device (Q300) General Name  Access Type
=&l PLC Logic

Modbus Slave Channel

=i} Application
m Library Manager
PLC_PRG {PRG)
= @ Task Configuration
= g5 MainTask
& PLC_PRE
() eos (EDS)
= m Local_IO (Local 10)
H @ UHF _compact (UHF compact)
Ml _128 Byte read (128 Byte read)
M _128 Byte_write (128 Byte write)
.@ RFID_diagnostics (RFID diagnostics)
Wi oxr o)
H @ DXP_diagnostics (DXP diagnostics)
M vaux_control (VAUX control)
H[d Module_status (Module status)
= m Ethernet (Ethernet)
= Modbus TCP Master (Modbus TCP Master’
m Modbus_TCP_Slave (Modbus TCP Slave)

Modbus Slave Init

ModbusTCPSlave Parameters

ModbusTCPSlave /O Mapping

Status

Information

Fig. 122: Setting the READ register
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Trigger READ Offset Length Error Handling  WRITE Offset Length C
ModbusChannel X
Channel
Name Channel 0
Access Type Read Holding Registers {Function Code 3) ~
Trigger Cydic ~ | Cyde Time (ms) 100
Comment | |
READ Register
Offset [oxo000 ]
Length 54
Error Handling | Keep last Value ~
WRITE Register
Offset 0x0000
Length 1



Set channel 1 (output data)

»  Double-click Modbus TCP Slave.
»  Selectin the Modbus slave channel tab = Add channel.
»  Enter the following values:

© Name of channel

© Access type: Write multiple registers
© Offset: 0x0000

© Length: 64 registers (128 bytes)

»  Confirm with OK.

Hle Edit Vew Project Buld Online Debug Tooks Window Help
BEEI&E o = BB X AGAGIE o-TIEIGS ) aRli=m=="=5> =%

@ Device [ Ethemet i Modbus_TCP_Slave x|
5] Linbitled!

= I Device (Q300) General ‘ Name Access Type Trigger READ Offset Length  Error Handl
=-E10) PLC Logic 0 Chamnel0  Read Holding Registers (Function Code 03)  Cydic, t#100ms  16#0000 54 Keep last Vah
2 N Modbus Slave Channel
=3 Application
[ Lbrary Manager Modbus Slave Init
PLC_PRG (PRG)
& @ Task Configuration ModbusTCPSlave Parameters
=g MainTask
8] pLC_PRG ModbusTCPSlave I/0 Mapping
() LEDs (LEDS)
= Local_IO {Local I0) Status
M UHF_compact (UHF compact) )
Ml _128_Byte_read (128 Byte read) Information
Ml _128 Byte_writ= (128 Byte writ=) ModbusChannel X
#i] RFID_disgnostics (RFID diagnostics) \
W oxe oxe) Channel
HJ 0 st 3t tome
Ml vaUx_control (VAUX control) Aecess T [ = = - = !
H Cess e Write ML Mm (Function Code “
“#[Jl Module_status (Module status) YP
= Ethernet (Ethernet) Trigger Cydic ~ | Cycle Time (ms) 100
=[] Modbus TCP Master TCP Master = | ‘
* [ Medbus_TCP_Slave (Modbus TCP Slave) I
READ Register
offset [ v
Lot
srorvonding et )
WRITE Register
offset [oxo000 v]
vt

Fig. 123: Setting the WRITE registers
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7.10.3  Connecting Modbus master and Modbus slave online

»  Select the slave device.
» Click Online = Login.

7.104 Reading out process data

The 1/0 image of the slave can be viewed in Online mode.

» Double-click the Modbus TCP slave.
»  Click the Modbus TCP Slave I/0 Mapping tab.

=  The process data is displayed. In this example, the “Tag present” bit is set if a tag is
present in the detection range of the read/write head connected to channel 1.

Bie Edit Vew Project Buld Onine Debug Took Window Help

DEEI & v o [ R LRl O i

Devess T B X|| 7K Devie ([ Ethemet
=-[) Untitled! -
B Device [connected] (Q300) General
=E10 PLC Logic

= £ Application [run] Modbus Slave Channel

) Liorary Manager
PLC_PRG (PRG)
= [ Task Configuration

Modbus Slave Init

ModbusTCPSlave Parameters

=8 MainTask
48] pLc_PRG ModbusTCPSlave 1/0 Mapping
(O LeDs (LEDs)
=73 Local IO {Local 10) Status

H(J UHF_compact (UHF compact)
H(]) _128 Byte_read (128 Byte read)
M) _128 Byte_write (128 Byte write)
H(]) RFID_diagnostics (RFID diagnostics)
Hil ow oxF)
H([) DXP_dizgnostics (DXP ciagnostics)
M) vaUX_control (VAUX control)
H(J Modue_status (Moduie status)
=43 (i) Ethernet Ethemet)
=73 [ Modbus_TCP_Master (Modbus TCP M3
[l Medbus_TCP_Siave (Modbus TCP

Information

Fig. 124: Example: process data

e [

[{] Modbus_TCP_Slave X | [f] Modbus_TCP_Master

Find Filter Show all
Variable Mapping  Channel Address Type Current Value Prepared Value Unit  Description
=4 Charnel 0 SIS ARRAY [0.,63) OF WORD Read Holding Registers
+ Channel 0[o] W75 WORD 0x0000
] Channel 0[1] %INTE WORD 0x0001
= Channel 0[2] W77 WORD 0x0002
» Bt %1540 BOOL
W Bitl %Di541  BOOL
b Bit2 %D154.2  BOOL
W Bit3 %1543 BOOL
b Bit4 %D0154.4  BOOL
» BitS %1545 BOOL
W Bit6 %DNi546  BOOL
A Bt I§154 BOOL
W Bith %1550  BOOL
K Gl XTS5 T 5000
* Bit1D %1552 BOOL
b Bit11 %1553 BOOL
*» Bit12 %1554  BOOL
h Bitl3 %1555  BOOL
b Bit14 %[155.6  BOOL
h Biti5 %1557  BOOL
=t Channel 0[3] W78 WORD 0x0003

Refer to the operating instructions of the connected slave for the mapping the channels (see

figure below).

Register
Description Bit offset Bit length
Channel 1 Channel 2
Response code 0x0000 0x004C 0 14
Error 0x0000 0x004C 14 1
Busy 0x0000 0x004C 15 1
|Tag within the detection range 0x0002 0x004E 0 1 |
Loop counter 0x0001 0x004D 0 8
Read/write head detuned 0x0002 0x004E 4 1

U PSSR I SN

RS A P

A..AnnA

A.Anar

Fig. 125: Example: extract from the Modbus TCP mapping for the connected TBEN-S2-2RFID-4DXP slave device
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Commissioning
Linking the device to the Turck Cloud

7.11  Linking the device to the Turck Cloud

To transfer data to the Turck Cloud, the device must be integrated in an Ethernet network with
internet access. The cloud can be accessed via any internet router. Port 443 (SSL) must be en-
abled for connection with the Turck cloud in the internet router.

NOTE
The integration of the TN-UHF-Q300-EU-CDS requires CODESYS version V3.5 SP14.

Application example

TN-UHF-Q300-EU-CDS (firmware version = V1.0.2.0)

IP address: As the device only has one Ethernet port, programming in CODESYS and the
display of the device in the cloud are not possible at the same time. Turck recommends
connecting all devices to the same DHCP server, e.g. to a router or in the same network.

UHF RFID CONFIG & DEMO DOCUMENTATION CLOUD

TN-UHF-Q300-EU-CDS TN-UHF-Q300-EU-CDS - Gateway - Parameter

oot ) - o -
l‘ls‘r}‘ Parameter

5 [W

Write  Channel view

Q5] Diagnosis
Date and time
ﬁ Status Settings
Event log Current time (UTC) [07.04.2020 08:18:34 |
o R Set time from host SET TIME FROM HOST 2
Change Password Timezone |utC T ?
LOCAL I/O Timer server
- SNTP enable |yes v ?
50¢ Parameter
MNTP server address |pno|.nlp_org | 2
Q5| Diagnosis
Network
2%, Input Global
ﬁ output SNMP Public Community |public |
SNMP Private Community private |
MAC address [00:07:46:85:45:29 |
PROFINET configuration
Device name luhfg300 | ?
Ethernet port 1
Addressing mode PGM-DHCP | ?
Connection mode | Autonegotiation v ?
IP address [192.168.178.50 |
Netmask 255 255 255 0 |
Default gateway [192.168.178.1 |
Set network configuration 2

Fig. 126: Web server - ethernet port settings
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MAIN

DNS server

A DNS must be accessible for internet access. The DNS server can be configured automatically
via DHCP or manually.

UHF RFID CONFIG & DEMO

TN-UHF-Q300-EU-CDS

Diagnosis
Status
Event log
Ex- f Import

Change Password

LOCAL /O

Parameter

Diagnosis

Input

Output

V02.01 | 2020/12

DOCUMENTATION CLOUD
g EJ
Write  Channel view

Global

Device

Date and time

Fig. 127: Web server - setting up a DNS server

SNMP Public Community

SNMP Private Community

MAC address
DNS-Mode

DNS Domain

DNS Name Sarver 1
DNS Name Server 2
DNS Name Server 3

PROFINET configuration

Device name

Ethernet port 1
Addressing mode

Connection mode
IP address
Netmask

Default gateway

Set network configuration

|pub|ic

|private

c8:df-84:aa-e2.cd

| Automatic v

[p-0.0.0

[p-0.0.0
[p-0.0.0

[PGM-DHCP

|
| Autonegotiation v
[192.168.145.35 |
|
|

[255.255.255.0
[192.168.145.1
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7.11.1  Register or login user and project in the cloud
To use the device (TN-UHF-...-CDS) in the Turck Cloud as a cloud gateway, a cloud user account

must exist with a cloud project. The device (device type) can be
(TN-UHF-...-CDS) as a cloud gateway.

»  No customer account present:
Create a new customer account via Register in the Turck Cloud www.turck.cloud.

»  Customer account present:
Request user data from the cloud administrator. Newly created users receive a confirma-
tion email.

»  Follow the link to the new user account in the email and assign a user password.
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7.11.2  Creating a Cloud project

» Create a project via ADMINISTRATE > PROJECTS —> Create a project.
»  Assign a project via Project and select a service user.
» Complete the entry via CHECK INPUT.

1 HIDE SIDEBAR

Create a project

Create a project

input data

Project
Name* Projectl

Service user® Author (Documentation v

CHECK INPUT

* Black input fields are mandatory fields, grey input fields
can be filled optionally.

"TUNRCIK

& 0@ 2

© 2019 | Hans Turck GmbH & Co. KG Legal notice | Terms of Use | Privacy statement

Fig. 128: Creating a cloud project
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The costs of the creation of a new project are shown in the next step of the Create a project op-
eration.

» Click ORDER AND ACTIVATE WITH COSTS and create the project.

—-— .
== MANAGE: = GATEWAYS SURFACE PROJECTS BILLING USER  EXPORT 4 O @ 2

HIDE SIDEBAR Create a project

SEARCH... Q Create a project

[ e— |

input data order overview order confirmation

Project cost overview

Name Project] uniguely monthly

Description Creation of a new project 50,00 €
9940005
Service user Author TCS-Portal-Project-Registration-01

information

All costs are net plus the applicable VAT. If you click
on the "Order and activate with costs” button, we will
send you an e-mail confirming your order. The
contract comes into effect upon receipt of the
confirmation e-mail or upon activation of the project,
which is then immediately available to you.

| have read the AGB, Privacy policies and code of
conduct and agree to their validity.

Fig. 129: Turck Cloud - paying to order and activating the project
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TUNRCK
= MANAGE: PROJECTS ﬁ (3 |@| l
‘4 HIDE SIDEBAR Project1
Q Project1
Name Project]
Project1 > :Qijfe?s I |

Service user

Maximum
limit for
history
storage

® 2019 | Hans Turck GmbH & Co. KG Legal notice | Terms of Use | Privacy statement

Fig. 130: Turck Cloud - project created, link to project URL

=  The entered service user receives an email as a purchase and vendor order confirmation.
The email also contains a link to the project URL.
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Commissioning
Linking the device to the Turck Cloud

7.11.3  Activate a device as Cloud gateway in Turck Cloud Portal

Gateways can only be added to projects for which the user has appropriate rights. The manual
for the Turck Cloud contains further information on user rights.

»  Open the project URL and login to the project.

» Add the gateway to a project via ADMINISTRATION - GATEWAYS —> Activate
Gateway.

"TURC K

== GATEWAYS 4 Q @ 2

1 HIDE SIDEBAR Gateways

Q no gateway available

® 2019 | Hans Turck GmbH & Co. KG Legal notice | Terms of Use | Privacy statement

Fig. 131: Turck Cloud - activate gateway

134 Hans Turck GmbH & Co. KG | T +49 208 4952-0 | F +49 208 4952-264 | more@turck.com | www.turck.com



»  Activate gateway: Select the device (TN-UHF-...-CDS) as gateway and enter the MAC
address of the device.

»  Assign a scope (gateway name in the cloud user interface), a gateway user name under
User and a password under Password.

» Complete the entry via CHECK INPUT.

NOTE
The gateway user name should be unique and only used once in the project. It is not
associated with the user name.

E MAMNAGE: GATEWAYS SURFACE PROJECTS BILLING USER EXPORT

HIDESIDEBAR Activate gateway
SEARCH... Q £ Activate gateway
PLC_Test 1
input data order overview order confirmation
TCGZ0_GPS
Template data structure Portal
L3
TCG20_WLAN_GPS Gateway SR, Host testturck cloud
" e v Project deutschlznd-mh
TN-UHF-Q300-EU-CDS-1 MAC address® | | Scope” | TN-UHF-Q300-EUCDS-T |
Description [ |
User* [ schnabe |
Password* | |
Repeat | . |
password*
Generate [ |
* Black input fields are mandatory fields, grey input fields can be filled optionally.

Fig. 132: Turck Cloud Portal — activating TN-UHF-...-CDS as a cloud gateway (step 1)
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SEARCH...

PLC_Test

TCG20_GPsS

TCGZ0_WLAN_GPS

TN-UHF-Q300-EU-CDS-1

The costs arising when a new gateway is activated are displayed in the next step of the Activate
gateway operation.

» Click ORDER AND ACTIVATE WITH COSTS and create a gateway.

4 HIDE SIDEBAR Activate gateway

Q Activate gateway

M

input data order overview order confirmation

Template data structure cost overview
Gateway TN-UHF-0300-XX-CDS uniquely monthly
MAC address ~ 00:07:46:85:45E9 Registering a new device 1500€ -

9940006
TCS-Pertal-Device-Registration-01

Monthly data flat rate
Host testturck cloud 9940007

TCS-Portal-Device-Dataflat-Month-
01

Portal

Project deutschland-mh

Scope TH-UHF-Q300-EU-CDS1
information

Description

All costs are net plus the applicable VAT. If you click
on the "Order and activate with costs” button, we will

- send you an e-mail confirming your order. The
contract comes into effect upon receipt of the
confirmation e-mail or upon activation of the project,
which is then immediately available 1o you.

Usemame TN-UHF-Q300-EU-CDS-1

| have read the AGB, Privacy policies and code of
conduct and agree to their validity.

Fig. 133: Turck Cloud Portal — ordering and paying to activate the gateway
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=  The person responsible for the project receives an email as a purchase and vendor order
confirmation. The email also contains a link to the project URL.
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7.114  Configuring the Cloud access in the web server

Enter Cloud access data (credentials)

In the web server, the access data for the Turck Cloud are entered under CLOUD = Creden-

tials.

»  Activate the portal access via Turck Cloud Portal = Enable

»  Enter the Turck Cloud access data. The access data are displayed in the cloud under

Manage —> Gateways at the (TN-UHF-...-CDS) entry.

»  If necessary, configure a proxy server.

»  Write the changes into the device (TN-UHF-...-CDS) via WRITE.

MAIN UHF RFID CONFIG & DEMO

PORTAL

DOCUMENTATION

Turck Cloud Portal

Enable

Host

Project

Scope

Device user
Password
Timeout
Keep-alive interval

Keep-alive timeout

Proxy Server

Enable
Servername

Port

With authentication
Username

Password

test turck.cloud

|deutschland-mh

[TN-UHF-Q300-EU-CDS-1

[TN-UHF-Q300-EU-CDS-1

franees

30

[15

l40

WRITE

(|
|
|

WRITE

Fig. 134: Web server - entering access data from Turck Cloud in the web server
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»  Restart the device.
=  The cloud connection status (Status) shows that the device is connected to the cloud.

MAIN DOCUMENTATION CLOUD LOGIN | | 2

PORTAL

General

Credentials Connection Status. ready

Node Options Latest error message -

Nodes

For comments or questions please find your local contact on www turck.com

Fig. 135: Webserver - cloud connection established (Status)
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7.11.5 Transfer process data from CODESYS to the cloud

The process data of the device (TN-UHF-...-CDS) from a CODESYS project is transferred via a
symbol configuration in the CODESYS project to the Turck Cloud.

»  Add the symbol configuration in the CODESYS project via Application = Append object
—> Symbol configuration to the project. The symbol configuration contains all the vari-
ables used in the project.
»  Select the variables to be displayed in the web server and in the cloud, and define in the
Access rights column whether the variables in the cloud are to be only read, written or
read and written. Only read access is possible in the web server in the area CLOUD >
Portal = Nodes (see Cleaning nodes [ 140]).
L
File Edit View Project Build Online Debug Tools Window Help
BxE& v #h 25 44 04 O |84 | O > M=
Devices *~ 3 X “ GYL PLC_PRG B2 Symbol Configuration x | @ Device
=5 Q30 Choud Test 20200406 - View ~ | [#% Build | (=2 Settings ~ Tools ~
= I Device (TN-UHF-Q300-200¢-CDS) Changed symbol configuration will be transferred with the next download or online change
=80 pLc Logic - - -
. N Symbeols Access Rights Maximal  Attribute  Type Members Comment
¢ Application
@ cn +-[7] |E] constants
m Library Manager T GVL
# counterl " £ INT

PLC_FRG (PRG)

=& MainTask
8 PLC_PRG

() LeDs (LEDS)
= ﬁ Local_IO (Local IO)

Ml oxe oxp)

HH Symbol Configuration
= @ Task Configuration

H @ UHF_compact (UHF compact)

H ﬂ] _128_Ryte_read (128 Byte read)

M _128_Byte_write (128 Byte write)
H @ RFID_diagnostics (RFID diagnostics)

H @ D¥P_diagnostics (DXP diagnostics)
M vaux_control (vAUX control)
H ﬂ] Module_status (Module status)

-3 IoConfig_Globals

Fig. 136: Symbol configuration

NOTE
If access rights were assigned in CODESYS, the appropriate access data must be
entered in the web server (see [ 140]).
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Commissioning
Linking the device to the Turck Cloud

7.11.6  Manage data node points from CODESYS symbol table

Options for CODESYS Symbols in the Web Server (Node Options)

CODESYS symbols

In CODESYS it is possible to restrict user rights for projects and to link them to individual users.
»  Enter access data for the CODESYS project, from which symbols are to be displayed in
the web server, under CODESYS Symbols. If no access rights have been assigned in the
CODESYS project, no data must be entered here.

Settings - Automatic Node delete

Activated Deactivating CODESYS symbols in the symbol
configuration automatically deletes the corres-
ponding data nodes in the Turck Cloud Portal
and on the web server interface. Historical data
can no longer be displayed.

Deactivated Data nodes in the Turck Cloud Portal and on
the web server interface are not automatically
deleted. Historical data is still displayed. You
can only delete data manually in the web
server (see Clean Data Nodes (Nodes)).

MAIN DOCUMENTATION LOGOUT
PORTAL Node Options

(i) stat

{—" = CODESYS Symbols

( Credentials Usemname

46% Node Options Password

Es Nodes
WRITE

Settings
Automatic node delete 2

WRITE

For comments or questions please find your local contact on www.turck.com

Fig. 137: Webserver - Cloud - Node Options
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Clean Data Nodes (Nodes)

This dialog shows the data nodes of the device imported from the CODESYS symbol configura-
tion [ 139].

The data node points can be deleted manually here if Node Options = Settings - Automatic
Node delete is deactivated.

MAIN DOCUMENTATION CLOUD LOGOUT

PORTAL

Status & 'L?

Credentials Read Delete

Node Options @ device-info/portaliritavg

@ device-info/portaliritmax

@ device-info/portal/rttmin

@ device infolsystem/fi

2 device-info/system/identnumber

@ device-infolsystem/mac-addresses/address1
@ device-infolsystem/mac-addresses/address2
. device-info/syst ';.....4. ictname

¥

v . [] tvariables/Application/PLC_PRG
@ [ counter
2 [/ variable_2

For ts or questi pl find your local contact on www turck.com L S

<

Fig. 138: Webserver - Cloud - Clean data nodes (Nodes)

»  Select data nodes to be deleted.
» Delete marked data nodes via the Delete button
=  The data nodes including the historical data are also deleted in the Turck Cloud Portal.
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7.12  Setting up a CODESYS OPC UA server

The following example shows the transfer of the Tag present, Read UID functions and a
counter program to an OPC UA client. For this the symbol configuration must be set up in
CODESYS.

Hardware used
© TN-UHF-...-CDS read/write head

Software used
This example uses the following software:

© CODESYS 3.5.12 (available as a free download at www.turck.com)
© UA Expert

Prerequisites

" The programming software has been started.
© A new project has been created.
© The PLC has been added to the project.
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http://www.turck.com

Example: setting up a CODESYS OPC UA server

»  Add the symbol configuration in CODESYS.
»  Activate OPC UA features.

Add Symbol Configuration x

BB Createaremote access symbol configuration.

MName:
|5',rrrbnl Configuration
[] Include Comments in XML

| [] Support OPC LA Features

[] Addlibrary placeholderin Device Application
{recommended, but may trigger download)

Client side data layout
() Compatibility Layout
(@) Optimized Layout

[ || o |

Fig. 139: CODESYS - adding OPC UA features
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Commissioning
Setting up a CODESYS OPC UA server

»  Optional: Activate OPC UA features in the settings at a later time.

PLC_PRG | E3 i x
View -  [#¥] Build ||[= Settings ~| Tools -

Changed symbol confi Support OPC UA features |l
Symbols Incude Comments in XML _.1%
#-[7][£] constants | [ ] Indude Node Flags in XML

+ .
O loConfig_Glo Configure comments and attributes...

-7 [E] pLC_PRG ] e N

=+ D RFID_data Configure synchronisation with IEC tasks...

Optimized Layout =

"] Enable direct I/ Access

Indude call information in XML

Fig. 140: CODESYS - activating OPC UA features at a later time

»  Select the functions in the symbol configuration that are to be transferred to the OPC UA
client (in this case: test_counter, TagPresent and UID).

PLCPRG  |£3 Device | jg§ RFID_data ™2 Symbol Configuration X

Changed symbol configuration will be transferred with the next download or online change

Symbols Access Rights Maximal  Attribute  Type

=[] Constants
-] IoConfig_Globals
= 4] 5] PLC_PRG

# test_counter "4y iy BV TE
= RFID_data

# TagPresent

# UID

BOOL
ARRAY [1..8] OF BYTE

&
&

Fig. 141: CODESYS - symbol configuration
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»  Write data to the device.
»  Open the OPC UA client (example: UA Expert).
»  Establish the connection between the OPC UA server and OPC UA client.

B server Settings - OPCUAServer@192.168.1.10_TBEN.... ? X
Configuration
Configuration Mame |DPCUA5erver@192. 168,1,10_TBEM_CDS |

server Information

Endpoint Url |opc. tep://192. 168, 1, 10:4840 |

Reverse Connect

Security Settings
Security Palicy Mone b
Message Security Mode  Mone o

Authentication Settings

Anonymous

Username Store

Password

Certificate

Private Key

Session Settings

Session Mame |‘|:I'~"IH—PI'~"Inznski:Uniﬁed.ﬁ.ummaﬁun:UaExpert

QK Cancel

Fig. 142: UA Expert: establishing a connection
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The data is displayed in the OPC UA client.

Bost  ax owsemve

v [3 Project # Server
v [ Servers 1 OPCUAServer@182.168.1.10_ TBEN_CDS
2 OPCUAServer@192.1 )_TBEN_
3 OPCUAServer@192.1 )_TBEN_

~ [ Documents
[0 Data Access View
[ Event View
£ Event View-1

hddessspee  ax
3 |No Highiight -
3 Root
v [ Objects
v & DeviceSet
~ & TBEN-L5-4RFID-8DXP-CDS
~ & Resources
v & Application
@ DeviceManual
@ DeviceRevision
~ & GlobalVars
v 1) RFID_data
> @ TagPresent
> @ up
@ HardwareRevision
@ Manufacturer
@ Model
~ & Programs
v & PLC_PRG

@ RevisionCounter
@ SerialNumber
@ SoftwareRevision
> & Tasks
> & Server
> 2 Types
> [ Views

Fig. 143: UA Expert - data in the OPC UA client

Datatype
Boolean
Byte

Byte

jource Timestamy Server Timestamp Statuscode
21:46:09.514 21:46:09514 Good
21:46:15.016 Good
21:47:01.962 Good
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8  Setting

8.1 RFID channels — parameter data
Byte no. |Bit
7 6 5 4 3 0
0 Operating mode (Mode)
1 Reserved
2 Reserved
3
4
5 DDI
6 Reserved
7 Reserved
8 Command repetitions (CRET)
9 Reserved
10 Reserved
11
12 Reserved
13
14
15
16 Reserved
17
18
19
20
21
22
23
24
25
26
27 Reserved
28 Reserved
29 Reserved
30 Reserved
31 Reserved
32 Length of write data (WDS)
33
34 Length of read data (RDS)
35
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Setting

RFID channels — parameter data

8.1.1  Meaning of the parameter bits

The default values of the firmware, the DTM and the EDS file are shown in bold type. The
default values for PROFINET may differ.

Designation Meaning
Operating mode (OMRFID) 0: Deactivated
1: UHF compact
2: UHF extended
Diagnostic input filter (DID) 0: All diagnostic messages on
1: Diagnostic messages off
Command repetitions in the Number of command repetitions after an error message, default setting: 2
event of an error (CRET)
Length of write data (WDS) Size of the write data, default setting depends on the selected interface and
fieldbus
Length of read data (RDS) Size of the read data, default setting depends on the selected interface and
fieldbus

8.1.2  Setting Continuous presence sensing mode

>
>

Set adaptions to the Presence sensing behavior in the DTM.

Optional: Set the grouping of the EPCs via the Start address parameter:

0: Grouping inactive

1: Grouping active (same EPC is not recorded again, only the counter incremented in the
header)

Execute the Continuous presence sensing mode command.

The read/write head is switched to Presence sensing mode and sends all received data to
the interface as soon as at least one tag is located in the detection range.

The data received from the read/write head is stored in the FIFO memory of the interface.

Send the Idle command (0x0000) in order to then read data from the buffer of the
interface.

NOTE
The Continuous presence sensing mode command also stays active after the Idle
command is sent.

To pass on data from the FIFO memory of the interface to the controller, execute the

Get data from buffer (0x0011) command. The length of the data must be less than or
equal to the value of the available data bytes (BYFI). Depending on the length of the data,
it is no longer used for grouping.

NOTE
ﬂ If Grouping is active: Only read data from the buffer if the number of available bytes

is stable. If stable data was fetched, the command can be terminated by means of a
reset since the grouping is no longer based on the fetched data and therefore old
EPCs can be detected again.

>
>

148

Do not carry out the reset until the data has been successfully read from the buffer.

To end Continuous presence sensing mode and clear the FIFO memory of the interface
send the Reset command (0x0800).
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8.1.3  Transferring the read/write head settings
The Backup function enables the settings of a UHF read/write head to be transferred, e.g. when
swapping a device.

Execute the Backup settings of the UHF read/write head command.
The settings for the read/write head are saved in the interface.

Replace the read/write head.
Execute the Restore UHF read/write head settings command.
The data stored in the interface is transferred to the read/write head.

J vy Qv
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Setting

RFID channels — process input data

8.2  RFID channels — process input data

Process input data — UHF compact mode

Byte no. Bit

PROFINET |Modbus 7 6 5 4 3 2 1 0
EtherNet/
IP

0 0 Response code (RESCUHF)

1 1

2 2 Loop counter for rapid processing (RCNT)

3 3 Reserved

4 4 TRE1 PNS1 TP1

5 5 CMON

6 6 Length (LEN)

7 7

8 8 Error code (ERRC)

9 9

10 10 Tag counter (TCNT)

11 11

12 16 Reserved

13 17 Reserved

14 18 Reserved

15 19 Reserved

16 20 Reserved

17 21 Reserved

18 22 Reserved

19 23 Reserved

20 24 Read data Byte 0

147 151 Read data Byte 127
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Process input data — UHF extended mode

Byte no. Bit
PROFINET |Modbus 7 6 5 4 3 2 1 0
EtherNet/
IP
0 0 Response code (RESCUHF)
1 1
2 2 Loop counter for rapid processing (RCNT)
3 3 Reserved
4 4 TRE1 PNS1 TP1
5 5 CMON
6 6 Length (LEN)
7 7
8 8 Error code (ERRC)
9 9
10 10 Tag counter (TCNT)
11 11
12 12 Data (bytes) available (BYFI)
13 13
14 14 Read fragment no.
15 15 Write fragment no.
16 16 Reserved
17 17 Reserved
18 18 Reserved
19 19 Reserved
20 20 Reserved
21 21 Reserved
22 22 Reserved
23 23 Reserved
24 24 Read data Byte 0
25 25 Read data Byte 1
26 26 Read data Byte 2
27 27 Read data Byte 3
28 28 Read data Byte 4
29 29 Read data Byte 5
30 30 Read data Byte 6
31 31 Read data Byte 7

151

151

Read data Byte 127
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Setting

RFID channels — process input data

8.2.1

Meaning of the status bits

Default values are shown in bold type.

Designation
Response code (RESC)

Meaning
Display of the last command executed

Loop counter for rapid
processing (RCNT)

Output of the command code requested by the loop counter

Read/write head reports error
(TRE1)

0: No error
1: Error message of the read/write head

Parameter not supported by
read/write head (PNS1)

0: No error
1: Parameter not supported by read/write head

Tag within the detection range
(TP1)

0: No tag in detection range of read/write head
1: Tag in detection range of read/write head

Continuous presence sensing

0: Continuous presence sensing mode not active

mode active (CMON) 1: Continuous presence sensing mode active

Length (LEN) Display of the length of the read data

Error code (ERRC) Display of the specific error code if the error bit (ERROR) is set.

Tag counter (TCNT) Display of the detected tags read with an Inventory command. The tag counter is

reset by the following commands:
Inventory
Continuous presence sensing mode
Reset

Data (bytes) available (BYFI)
(only available with UHF
extended)

Shows the number of bytes in the FIFO memory of the interface.
Ascending: New data from a tag read or received by the device
Descending: Execution of a command completed

Error message OxFFFF: Memory overfilled, data loss of new data likely

Read fragment no. (RFN)
(only available with UHF
extended)

If the data to be read exceeds the size of the read data memory, the data is di-
vided in max. 256 fragments. The fragments are numbered consecutively from
1...255. From fragment number 256 numbering starts again at 1. The sending of
a fragment is confirmed by the device if the read fragment number appears in
the process input data. After the confirmation the next fragment is read.

0: No fragmentation

In Idle mode the size of fragments is stated. With a read command the number of
fragments containing data is stated.

Write fragment no. (WFN)
(only available with UHF
extended)

If the data to be written exceeds the size of the write data memory, the data is
divided in max. 256 fragments. The fragments are numbered consecutively from
1...255. From fragment number 256 numbering starts again at 1.

The sending of a fragment is confirmed by the device if the write fragment num-
ber appears in the process input data. After the confirmation the next fragment
is written.

0: No fragmentation

In Idle mode the size of fragments is stated. With a write command the number
of fragments containing data is stated.

Read data

User-defined read data
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8.2.2  Tagin detection range (TP) — using bit or pre-loading the command
The Tag in detection range bit is set automatically if a read/write head detects a tag.

To set the bit in Idle mode, the read/write head must be set to Presence sensing mode via the
DTM.

All commands can be sent irrespective of whether the Tag in detection range bit (TP) is set. If
no tag is present in the detection range when the command is sent, the command is executed
by a rising edge at TP. A command is executed immediately if there is a tag in the detection
range at the time of sending.

NOTE

ﬂ If the read/write head detects a new tag in the detection range, the Tag in detection
range bit and the UID are indicated at the same time in Idle mode. If two tags are
detected in quick succession, the TP bit may remain set. The UID of the second tag is
displayed.
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Setting

RFID channels — process output data

8.3 RFID channels — process output data

Process output data — UHF compact mode

Byte no. Bit

PROFINET |Modbus 7 6 5 4 3 2 1 0
EtherNet/
IP

0 0 Command code (CMDCQ)

1 1

2 2 Loop counter for rapid processing (RCNT)

3 3 Memory area (DOM)

4 4 Start address (ADDR)

5 5

6 6

7 7

8 8 Length (LEN)

9 9

10 10 Length of EPC (SOUID)

11 11 Reserved

12 24 Write data Byte 0

13 25 Write data Byte 1

14 26 Write data Byte 2

15 27 Write data Byte 3

16 28 Write data Byte 4

17 29 Write data Byte 5

18 30 Write data Byte 6

19 31 Write data Byte 7

131 151 Write data Byte 127
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Process output data — UHF extended mode

Byte no. Bit

PROFINET |Modbus 7 6 5 4 3 0
EtherNet/
IP

0 0 Command code (CMDCUHF)

1 1

2 2 Loop counter for rapid processing (RCNT)

3 3 Memory area (DOM)

4 4 Start address (ADDR)

5 5

6 6

7 7

8 8 Length (LEN)

9 9

10 10 Length of EPC (SOUID)

11 11 reserved

12 12 Timeout (TOUT)

13 13

14 14 Read fragment number (RFN)

15 15 Write fragment number (WFN)

16 16 Reserved

17 17 Reserved

18 18 Reserved

19 19 Reserved

20 24 Write data Byte 0

21 25 Write data Byte 1

22 26 Write data Byte 2

23 27 Write data Byte 3

24 28 Write data Byte 4

25 29 Write data Byte 5

26 30 Write data Byte 6

27 31 Write data Byte 7

139 151 Write data Byte 127
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Setting

RFID channels — process output data

8.3.1  Meaning of the command bits

Description
Command code (CMDCUHF)

Meaning

Enter the command code

Loop counter for rapid
processing (LCNT)

Loop counter for repeated processing of a command
0: Loop counter off

Memory area (DOM)

0: Kill password

1: EPC

2:TID

3: USER area

4: Access password
5: PC (size of EPC)

Start address (ADDR) in bytes

Enter the address where a command is to be sent (e.g. memory area of a tag)

Length (LEN) in bytes

Enter the length of the data to be read or written

Length of EPC (SOUID) in bytes

Inventory command:

0: Transfer the actual length (bytes) of the transferred EPC during an inventory
operation.

> 0: EPC completely output

Other commands:

Enter EPC size in bytes, if a particular tag is read, written or protected. The EPC
must be defined in the write data (start byte: 0). The function of the length of the
EPC depends on the command used.

0: No entry of an EPC for executing the command. Only one tag can be located in
the detection range of the read/write head.

> 0: EPC length of the tag to be read, written or protected if an EPC is present in
the write data.

Timeout (TOUT)

Time in ms in which one command is to be executed. If a command is not
executed within the entered time, the device outputs an error message.

0: No timeout, command stays active until the first tag was read.

1: Command is executed once (if there is already a tag in the detection range)
>1...65535: Time in ms

Inventory: Command active for the entire specified time

Read fragment no. (RFN)

If the data to be read exceeds the size of the read data memory, the data is
divided in max. 256 fragments. The fragments are numbered consecutively from
1...255. From fragment number 256 numbering starts again at 1. The sending of
a fragment is confirmed by the device if the read fragment number appears in
the process input data. After the confirmation the next fragment is read.

0: No fragmentation

In Idle mode the size of fragments is stated. With a read command the number of
the fragments containing data is stated.

Write fragment no. (WFN)

If the data to be written exceeds the size of the write data memory, the data is
divided in max. 256 fragments. The fragments are numbered consecutively from
1...255. From fragment number 256 numbering starts again at 1.

The sending of a fragment is confirmed by the device if the write fragment
number appears in the process input data. After the confirmation the next
fragment is written.

0: No fragmentation

In Idle mode the size of fragments is stated. With a write command the number
of the fragments is stated that contain data.

Write data

User-defined write data or entry of an EPC to select a specific tag for the com-
mand execution (if the Length of EPC (SOUID) command parameter is greater
than 0).
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84  Digital channels — process input data

Byte no. Bit

7 6 5 4 3
0 DXP7 DXP6 DXP5 DXP4
1

84.1  Meaning of the status bits

Designation
DXP4

Default values are shown in bold type.

Meaning

0: Digital channel 1 not active
1: Digital channel 1 active

DXP5

0: Digital channel 2 not active
1: Digital channel 2 active

DXP6

0: Digital channel 3 not active
1: Digital channel 3 active

DXP7

0: Digital channel 4 not active
1: Digital channel 4 active
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8.5 RFID channels — overview of the commands

RFID commands are initiated via the command code in the process output data of an RFID
channel. The commands can be executed with or without a loop counter function. The loop
counter must be set individually for each new command.

NOTE
After commands are executed without the loop counter function, the device must
be reset to the Idle state before a new command is sent.

» After a command is executed, send an Idle command to the device.

Command Command code Possible for
hex. dec. UHF UHF
compact extended
Idle 0x0000 0 X X
Inventory 0x0001 1 X X
Fast inventory 0x2001 8193 X X
Read 0x0002 2 X X
Fast read 0x2002 8194 X X
Write 0x0004 4 X X
Fast write 0x2004 8196 X X
Write and verify 0x0008 8 X X
Continuous mode 0x0010 16 - X
Get data from buffer 0x0011 17 Max. X
(Continuous mode) 128 bytes
Get data from buffer with fast 0x2011 8209 Max. X
command processing 128 bytes
(Continuous mode)
Continuous presence sensing mode 0x0020 32 - X
End Continuous 0x0012 18 - X
(presence sensing) mode
Read/write head identification 0x0041 65 X X
Direct read/write head command 0x0060 926 X X
Direct read/write head command 0x2060 8288 X X
with fast command processing
Set tag password 0x0102 258 X X
Set tag password with fast command  0x2102 8450 X X
processing
Set read/write head password 0x0100 256 X X
Reset read/write head password 0x0101 257 X X
Set tag protection 0x0103 259 X X
Set tag protection with 0x2103 8451 X X
fast command processing
Set permanent lock (Lock) 0x0105 261 X X
Set permanent lock with fast 0x2105 8453 X X
command processing
Tag info 0x0050 80 X X
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Command Command code Possible for

hex. dec. UHF UHF

compact extended

Tag info with fast command 0x2050 8272 X X
processing
Kill UHF tag 0x0200 512 X X
Kill UHF tag with 0x2200 8704 X X
fast command
processing
Restore UHF read/write head 0x1000 4096 X X
settings
Backup settings of the UHF read/write  0x1001 4097 X X
head
Query error/status of UHF read/write ~ 0x0042 66 X X
head
Reset 0x8000 32768 X X
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8.5.1 Command: Idle

The Idle command switches the interface to Idle mode. The command execution is aborted. In
UHF applications the EPC is indicated if the read/write head is assigned parameters directly in
Presence sensing mode via the DTM.

Request

Loop counter Not required

Command code 0x0000 (hex.), 0 (dec.)

Read/write head address Not required

Length of EPC Not required

Start address Not required

Length Not required

Command timeout Not required

Write fragment no. Not required

Read fragment no. Not required

Write data Not required

Response

Loop counter See description of the input data, [ 152]
Response code 0x0000 (hex.), 0 (dec.)

Length Length of the EPC of the tag in the detection range
Error code See description of the input data, [ 152]
Tag within the See description of the input data, [ 152]
detection range

Data (bytes) available See description of the input data, [ 152]
Tag counter See description of the input data, [ 152]
Write fragment no. Size of the fragments

Read fragment no. Size of the fragments

Read data, Bytes 0...n EPC of the tag in the detection range
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85.2

Command: Inventory

The Inventory command causes the read/write head to search for tags in the detection range
and read the EPC or RSSI of the tag if activated in the UHF read/write head. The inventory
command can be executed in single-tag mode and in Multi-tag mode.

NOTE

The command code for fast processing with the loop counter is 0x2001 (hex.) or

8193 (dec.).

Request
Loop counter

See description of the output data, [ 156]

Command code

0x0001 (hex.), 1 (dec.)

Read/write head address

See description of the output data, [ 156]

Length of EPC Not required
Start address 1: Grouping of the EPCs active
0: Grouping of the EPCs inactive
Length 0: Transfer the actual length (bytes) of the transferred EPC

during an inventory operation.
> 0: EPC completely output.

Command timeout

See description of the output data, [ 156]

Write fragment no.

0

Read fragment no.

See description of the output data, [ 156]

Write data Not required

Response

Loop counter See description of the input data, [ 152]
Response code 0x0001 (hex.), 1 (dec.)

Length Length of the read data

Error code See description of the input data, [ 152]
Tag within the See description of the input data, [ 152]
detection range

Data (bytes) available See description of the input data, [ 152]
Tag counter Ascending

Write fragment no. 0

Read fragment no. See description of the input data, [ 152]

Read data, Bytes 0...n

See example: UHF read data

Data format in UHF applications

V02.01 | 2020/12

The UHF read data is formatted by means of a header. The header has the following structure:

Type Name Meaning
uint8_t Size Data size
uint8_t Block type 1: EPC etc.
Other values: Reserved
uint8_t Data [size] EPC and read data

The size of EPC/RSSI etc. depends on the settings of the read/write head.
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Reading out the RSSI value

The RSSI value is output in binary code in 2 bytes and corresponds to the two's complement of
the output binary code. Mapped to a signed integer, the 2 bytes output correspond to ten
times the actual RSSI value. Refer to the following table for an example of the RSSI value:

MSB...LSB MSB...LSB Two’s complement RSSI (dBm)
(decimal) (binary)
252 253 11111100 111111010 -771 -77.1

Example: UHF read data (header and EPC, grouping deactivated)

Type Name Meaning
uint8_t Size 14

uint8_t Block type 1

uint8_t Data [14] uint8_t EPC[12]

uint16_t Number of the antenna (LSB = MSB) [2]

Example: UHF read data (header and EPC, grouping activated)

Type Name Meaning
uint8_t Size 16

uint8_t Block type 1

uint8_t Data [16] uint8_t EPC [12]

uint16_t Number of the antenna (LSB = MSB) [2]
uint16_t Number of the read operations (LSB - MSB) [2]
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Example: UHF read data (header and EPC, grouping with RSSI activated)

Type Name Meaning
uint8_t Size 16

uint8_t Block type 1

uint8_t Data [20] uint8_t EPC [12]

uint16_t RSSI [2]
uint16_t Number of the antenna (LSB = MSB) [2]
uint16_t Number of the read operations (LSB - MSB) [2]

Byte Content Meaning
0 Data size (EPC + number of read 2 byte header
operations)
1 UHF memory range
3...13 EPC 12 bytes EPC
14 LSB 2 bytes RSSI
15 MSB
16 LSB 2 bytes Number of the antenna:
17 MSB 0: RHCP
1: LHCP
2: Horizontal
3: Vertical
4: External 1
5: External 2
6: External 3
7: External 4
18 LSB 2 bytes Number of read operations
19 MSB

Example: UHF read data (header, EPC, grouping with RSSI, slot, time, phase activated)

Type Name Meaning
uint8_t Size 24

uint8_t Block type 1

uint8_t Data [24] uint8_t EPC [12]

uint16_t RSSI (LSB = MSB)

uint16_t Slot (LSB = MSB)

uint32_t Time (LSB = MSB)

uint16_t Phase (LSB = MSB)

uint16_t Number of the antenna (LSB = MSB) [2]
uint16_t Number of read operations (LSB - MSB)
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853 Command: Read

The Read command causes the read/write head to read the data of tags in the detection range.
128 bytes are transferred in a read operation by default. Larger data volumes can be transferred
in fragments. If a particular EPC is entered, the read/write head only reads the appropriate tags.
All other tags in the detection range are ignored in this case.

164

NOTE

The command code for fast processing with the loop counter is 0x2002 (hex.) or

8194 (dec.).

Request
Loop counter

See description of the output data, [ 156]

Command code

0x0002 (hex.), 2 (dec.)

Memory area

See description of the output data, [ 156]

Read/write head address

See description of the output data, [ 156]

Length of EPC

Enter EPC size in bytes, if a particular tag is to be read. The
EPC must be defined in the write data (start byte: 0). The
function of the length of the EPC depends on the command
used.

0: No entry of an EPC for executing the command. Only one
tag can be located in the detection range of the read/write
head.

> 0: EPC length of the tag to be read if an EPC is present in
the write data.

Start address

Start address of the memory area on the tag to be read
(entry in bytes)

Length

Length of the data to be read in bytes

Command timeout

See description of the output data, [ 156]

Write fragment no.

0

Read fragment no.

See description of the output data, [ 156]

Write data, Byte 0...(size of the
EPC-1)

EPC of the tag to be protected

Write data,
Byte (size of the EPC)...127

Not required

Response

Loop counter

See description of the input data, [ 152]

Response code

0x0002 (hex.), 2 (dec.)

Length

Length of the read data

Error code

See description of the input data, [ 152]

Tag within the
detection range

See description of the input data, [ 152]

Data (bytes) available

Increases during command execution

Tag counter

See description of the input data, [ 152]

Write fragment no. 0
Read fragment no. See description of the input data, [ 152]
Read data, Bytes 0...n Read data
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Command: Write

The Write command causes the read/write head to write data to tags in the detection range.
128 bytes are transferred in a write operation by default. Larger data volumes can be trans-
ferred in fragments. If a particular EPC is entered, the read/write head only writes the appropri-
ate tags. All other tags in the detection range are ignored in this case.

NOTE

» With multi-tag applications enter the EPC of the tag to be written.

NOTE

The command code for fast processing with the loop counter is 0x2004 (hex.) or

8196 (dec.).

Request
Loop counter

See description of the output data, [ 156]

Command code

0x0004 (hex.), 4 (dec.)

Memory area See description of the output data, [ 156]

Read/write head address See description of the output data, [ 156]

Length of EPC Enter the EPC size in bytes if a particular tag is to be written.
The EPC must be defined in the write data (start byte: 0). The
function of the length of the EPC depends on the command
used.

0: No entry of an EPC for executing the command. Only one
tag can be located in the detection range of the read/write
head.

> 0: EPC length of the tag to be written if an EPC is present in
the write data.

Start address Start address of the memory area on the tag to be written
(entry in bytes)

Length Length of the data to be written in bytes

Command timeout

See description of the output data, [ 156]

Write fragment no.

1: Use fragmentation
0: Do not use fragmentation

Read fragment no.

0

Write data, Byte 0...(size of the
EPC-1)

EPC of the tag to be written

Write data,
Byte (size of the EPC)...127

Write data
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Response

Loop counter See description of the input data, [ 152]
Response code 0x0004 (hex.), 4 (dec.)

Length Length of the read data

Error code See description of the input data, [ 152]
Tag within the See description of the input data, [ 152]
detection range

Data (bytes) available Increases during command execution
Tag counter See description of the input data, [ 152]
Write fragment no. See description of the input data, [ 152]
Read fragment no. 0

Read data, Byte 0...127 Not required
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855  Command: Write and verify

The Write and verify command writes a number of bytes defined by the user. The written data

V02.01 | 2020/12

is also sent back to the interface and verified. 128 bytes are transferred by default in a write
operation. Larger data volumes can be transferred in fragments. The written data is only
verified in the interface and is not sent back to the controller. If the verification fails, an error
message is output. If the command is processed without an error message, the data was

verified successfully.

NOTE

» With multi-tag applications enter the EPC of the tag to be written.

NOTE

The command code for fast processing with the loop counter is 0x2008 (hex.) or

8200 (dec.).

Request
Loop counter

See description of the output data, [ 156]

Command code

0x0008 (hex.), 8 (dec.)

Memory area See description of the output data, [ 156]

Read/write head address See description of the output data, [ 156]

Length of EPC Enter the EPC size in bytes if a particular tag is to be written.
The EPC must be defined in the write data (start byte: 0). The
function of the length of the EPC depends on the command
used.

0: No entry of an EPC for executing the command. Only one
tag can be located in the detection range of the read/write
head.

> 0: EPC length of the tag to be written if an EPC is present in
the write data.

Start address Start address of the memory area on the tag to be written
(entry in bytes)

Length Length of the data to be written in bytes

Command timeout

See description of the output data, [ 156]

Write fragment no.

1: Use fragmentation
0: Do not use fragmentation

Read fragment no.

0

Write data, Byte 0...(size of the
UID/EPC - 1)

Optional: UID or EPC of the tag to be written

Write data,
Byte (size of the EPC)...127

Write data
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Response

Loop counter See description of the input data, [ 152]
Response code 0x0008 (hex.), 8 (dec.)

Length Length of the read data

Error code See description of the input data, [ 152]
Tag within the See description of the input data, [ 152]
detection range

Data (bytes) available Increases during command execution
Tag counter See description of the input data, [ 152]
Write fragment no. See description of the input data, [ 152]
Read fragment no. 0

Read data, Not required

Byte 0...MIN(127, set length-1)
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856  Command: Continuous mode

In Continuous mode, a user-defined command is sent to the read/write head and saved in the
read/write head. The commands write, read and inventory can be executed in Continuous
mode. The parameters for Continuous mode must be set directly in the read/write head.

The command is continuously executed until the user terminates Continuous mode. Continu-
ous mode can be terminated with a reset command.

NOTE

The reset command resets all read data.

Read/write heads in Continuous mode send all command related data to the interface. The
data is stored in the FIFO memory of the interface and can be queried by the controller via the
Get Data from FIFO command.

Commands in Continuous mode are triggered if the read/write head detects a tag. If there is a
tag in the detection range of the read/write head, the command sent in Continuous mode is
executed with the next tag.

NOTE

ﬂ In Continuous mode the Tag in detection range signal is not updated.
Start address and length cannot be changed during the execution of Continuous
mode.
After Continuous mode is restarted, all data of the already running Continuous
mode is deleted.

Request

Loop counter See description of the output data, [ 156]

Command code 0x0010 (hex.), 16 (dec.)

Read/write head address See description of the output data, [ 156]

Length of EPC Not required

Start address 1: Grouping of the EPCs active (only UHF inventory)
0: Grouping of the EPCs inactive (only UHF inventory)
>1: Not defined

Length Not required

Command timeout Not required

Write fragment no. 0

Read fragment no. See description of the output data, [ 156]

Write data Not required
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Response

Loop counter See description of the input data, [ 152]
Response code 0x0010 (hex.), 16 (dec.)

Length 0

Error code See description of the input data, [ 152]
Tag within the See description of the input data, [ 152]
detection range

Data (bytes) available Increases during command execution
Tag counter Increases with each read or written EPC
Write fragment no. 0

Read fragment no. See description of the input data, [ 152]
Read data See description of the input data, [ 152]

170 Hans Turck GmbH & Co. KG | T +49 208 4952-0 | F +49 208 4952-264 | more@turck.com | www.turck.com



857 Command: Get data from buffer (Continuous mode)
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NOTE

The command code for fast processing with the loop counter is 0x2011 (hex.) or

8209 (dec.).

The Get data from buffer command (Continuous mode) passes on data stored in the interface
to the controller. The command is required to transfer read data to the controller in Continuous
mode or in Continuous presence sensing mode. The data is transferred to the controller in frag-
ments of up to 128 bytes. The size of the fragments can be set by the user. An EPC is not di-
vided by fragment limits. If an EPC does not fit completely in a fragment, it is automatically

moved to the next fragment.

NOTE

The Get data from buffer command does not end Continuous mode.

Request
Loop counter

See description of the output data, [ 156]

Command code

0x0011 (hex.), 17 (dec.)

Read/write head address

See description of the output data, [ 156]

Length of EPC Not required
Start address Not required
Length Max. length of the data to be read by the device (< size of

the data that the device has actually stored), entered in
bytes

Command timeout

See description of the output data, [ 156]

Write fragment no.

0

Read fragment no.

See description of the output data, [ 156]

Write data

Not required

Response

Loop counter

See description of the input data, [ 152]

Response code

0x0011 (hex.), 17 (dec.)

Length Length of the read data. The data is stated in complete
blocks.
Error code See description of the input data, [ 152]

Tag within the
detection range

See description of the input data, [ 152]

Data (bytes) available

Is automatically decreased after the execution of the
command

Tag counter

See description of the input data, [ 152]

Write fragment no. 0
Read fragment no. See description of the input data, [ 152]
Read data Read data
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Data format in UHF applications

The UHF read data is formatted by means of a header. The header has the following structure:

Type Name Meaning
uint8_t Size Data size
uint8_t Block type 1: EPC etc.
Other values: Reserved
uint8_t Data [size] EPC and read data

The size of EPC/RSSI etc. depends on the settings of the read/write head.

Example: UHF read data (header and EPC, grouping deactivated)

Type Name Meaning
uint8_t Size 14

uint8_t Block type 1

uint8_t Data [14] uint8_t EPC [12]

uint16_t Number of the antenna (LSB = MSB) [2]

Example: UHF read data (header and EPC, grouping activated)

Type Name Meaning
uint8_t Size 16

uint8_t Block type 1

uint8_t Data [16] uint8_t EPC [12]

uint16_t Number of the antenna (LSB = MSB) [2]
uint16_t Number of the read operations (LSB = MSB) [2]

Example: UHF read data (header, EPC, grouping with RSSI, slot, time, phase activated)

Type Name Meaning
uint8_t Size 24

uint8_t Block type 1

uint8_t Data [24] uint8_t EPC[12]

uint16_t RSSI (LSB = MSB)

uint16_t Slot (LSB = MSB)

uint32_t Time (LSB = MSB)

uint16_t Phase (LSB = MSB)

uint16_t Number of the antenna (LSB = MSB) [2]
uint16_t Number of read operations (LSB - MSB)
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858  Command: UHF continuous presence sensing mode
In Continuous presence sensing mode, a user-defined command (write, read, inventory) is sent

to the UHF read/write head and saved in the read/write head. The read/write heads are auto-
matically switched on in Continuous presence sensing mode as soon as a tag is located in the
detection range. The duration of the scan interval and the on time can be adjusted in the set-
tings of the UHF read/write head. The command is continuously executed until the user termin-
ates Continuous presence sensing mode by executing a reset command.

NOTE

The reset command resets all read data.

Read/write heads in Continuous presence sensing mode send all command related data to the
interface. The data is stored in the buffer of the interface and can be queried by the controller
via the Get data from buffer command. In Continuous presence sensing mode the Tag in
detection range signal is not permanently updated.

Request
Loop counter

See description of the output data, [ 156]

Command code

0x0020 (hex.), 32 (dec.)

Read/write head address

See description of the output data, [ 156]

Length of EPC Not required

Start address 0: Grouping inactive
1: Grouping active
>1: Not defined

Length Not required

Command timeout

Not required

Write fragment no.

0

Read fragment no.

See description of the output data, [ 156]

Write data

Not required

Response

Loop counter

See description of the input data, [ 152]

Response code

0x0020 (hex.), 32 (dec.)

Length

Not required

Error code

See description of the input data, [ 152]

Tag within the
detection range

See description of the input data, [ 152]

Data (bytes) available

Increases during command execution

Tag counter

Increases with each read or written EPC

Write fragment no.

0

Read fragment no.

See description of the input data, [ 152]

Read data

See description of the input data, [ 152]
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859  Command: End Continuous (presence sensing) mode
Continuous and presence sensing mode can be stopped via the Shut down Continuous (pres-
ence sensing) mode command. The data in the buffer of the interface is not deleted after the
command is executed and can still be called up by the controller via the Get data from buffer

command.

Request

Loop counter See description of the output data, [ 156]
Command code 0x0012 (hex.), 18 (dec.)

Read/write head address Not required

Length of EPC Not required

Start address Not required

Length Not required

Command timeout See description of the output data, [ 156]
Write fragment no. 0

Read fragment no. See description of the output data, [ 156]
Write data Not required

Response

Loop counter See description of the input data, [ 152]
Response code 0x0012 (hex.), 18 (dec.)

Length Not required

Error code See description of the input data, [ 152]
Tag within the See description of the input data, [ 152]
detection range

Data (bytes) available See description of the input data, [ 152]
Tag counter See description of the input data, [ 152]
Write fragment no. 0

Read fragment no. See description of the input data, [ 152]
Read data Not required
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8.5.10 Command: Read/write head identification

The Read/write head identification command scans the following parameters of the connec-

ted read/write head:

Ident No.

Serial number
Hardware version
Firmware status

The parameters are contained in the read/write head in the identification record.

Request
Loop counter

See description of the output data, [ 156]

Command code

0x0041 (hex.), 65 (dec.)

Read/write head address

See description of the output data, [ 156]

Length of EPC Not required
Start address Start address in the identification record, stated in bytes
Length Length of the data to be scanned

0: Read complete parameter set

Command timeout

Not required

Write fragment no.

Not required

Read fragment no.

See description of the output data, [ 156]

Write data

Not required

Response
Loop counter

See description of the input data, [ 152]

Response code

0x0041 (hex.), 65 (dec.)

Length

See description of the input data, [ 152]

Error code

See description of the input data, [ 152]

Tag within the
detection range

See description of the input data, [ 152]

Data (bytes) available

See description of the input data, [ 152]

Tag counter

Increases with each read or written EPC

Write fragment no.

0

Read fragment no.

See description of the input data, [ 152]

Read data, Byte 0...19

Ident No.: ARRAY [0...19] of BYTE

Read data, Byte 20...35

Serial number: ARRAY [0...15] of BYTE

Read data, Byte 36...37

Hardware version: INT16 (Little Endian)

Read data, Byte 38...41

Firmware status: ARRAY [0...] of BYTE: V (0x56), X, y, z (VX.y.z)

Read data, Bytes 42...119

Not required
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85.11 Direct read/write head command

NOTE

The command code for fast processing with the loop counter is 0x2060 (hex.) or
8288 (dec.).

A direct command enables commands from the read/write head protocol to be sent directly to
the read/write head. The commands are defined and interpreted by the entries in the write and
data.

NOTE

ﬂ The read/write head protocol is not part of this documentation and must be reques-
ted from Turck and specially released. Send any inquiries about the read/write head
protocol to Turck.
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Request
Loop counter

See description of the output data, [ 156]

Command code

0x0060 (hex.), 96 (dec.)

Read/write head address

See description of the output data, [ 156]

Length of EPC 0
Start address Not required
Length Length of the description of the direct command in the

write data, entry in bytes

Command timeout

See description of the output data, [ 156]

Write fragment no.

0

Read fragment no.

See description of the output data, [ 156]

Write data

Description of the direct command

Response
Loop counter

See description of the input data, [ 152]

Response code

0x0060 (hex.), 96 (dec.)

Length Length of the description of the direct command in the
write data
Error code See description of the input data, [ 152]

Tag within the
detection range

See description of the input data, [ 152]

Data (bytes) available

See description of the input data, [ 152]

Tag counter

See description of the input data, [ 152]

Write fragment no.

0

Read fragment no.

See description of the input data, [ 152]

Read data

Response to the direct command
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Example: Direct command in UHF applications (scan read/write head version)

Request

Loop counter 0

Command code 0x0060

Read/write head address 0

Length of EPC 0

Start address 0

Length 2

Command timeout 200

Write fragment no. 0

Read fragment no. 0

Write data 0x02 (CMD), 0x00 (application) — see debus protocol

Response

Loop counter 0

Response code 0x0060

Length 12

Error code 0

Tag within the 0

detection range

Data (bytes) available 0

Tag counter 0

Write fragment no. 0

Read fragment no. 0

Read data 0x02, 0x00, 0x01, 0x02, 0x03, 0x04, 0x8B, 0x20, 0x00, 0x01,
0x00, 0x01

The debus protocol enables the read data to be interpreted as follows:

MSG ERR SNRO SNR1 SNR2 SNR3 GTYP VERS HW

0x02 0x00 0x01 0x02 0x03 0x04 0x8B 0x00 0x00
0x20 0x01 0x01

Serial number: 0x01020304
Device type: 0x208B
Software version: v1.00
Hardware version: v1.00
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8.5.12 Command: Set tag password

NOTE

The command code for fast processing with the loop counter is 0x2102 (hex.) or

8450 (dec.).

The Set tag password command sets a password in the tag. When sending the command only
one tag can be located in the detection range of the read/write head. After the password is
sent, other commands (e.g. Set tag protection) can be sent to the tag. The Set tag password
command prevents a Kill password from being set in the tag.

Request
Loop counter

See description of the output data, [ 156]

Command code

0x0102 (hex.), 258 (dec.)

Read/write head address

See description of the output data, [ 156]

Length UID/EPC

Enter the EPC size in bytes if a particular tag is to be protec-
ted. The EPC must be defined in the write data (start byte: 0).
The function of the length of the EPC depends on the com-
mand used.

0: No entry of an EPC for executing the command. Only one
tag can be located in the detection range of the read/write
head.

> 0: EPC length of the tag to be protected if an EPC s
present in the write data.

Start address Not required

Length 4 bytes

Command timeout See description of the output data, [ 156]
Write fragment no. 0

Read fragment no.

See description of the output data, [ 156]

Write data, Byte 0...3

Password: ARRAY [0...3] OF BYTE

Write data, Byte 4...127

Not required

Response
Loop counter

See description of the input data, [ 152]

Response code

0x0102 (hex.), 258 (dec.)

Length

Not required

Error code

See description of the input data, [ 152]

Tag within the
detection range

See description of the input data, [ 152]

Data (bytes) available

See description of the input data, [ 152]

Tag counter

See description of the input data, [ 152]

Write fragment no.

0

Read fragment no.

See description of the input data, [ 152]

Read data

Not required
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8.5.13 Command: Set read/write head password

The Set read/write head password command directly sets a password for write access, read
access or a kill command in the tag. The password is stored temporarily in the memory of the
read/write head. After the voltage of the read/write head is reset, the password must be set
again in the read/write head. With UHF applications, the password is stored in the memory of

V02.01|2020/12

the interface.

Request

Loop counter See description of the output data, [ 156]
Command code 0x0100 (hex.), 256 (dec.)

Read/write head address See description of the output data, [ 156]
Length of EPC Not required

Start address Not required

Length Not required

Command timeout See description of the output data, [ 156]
Write fragment no. 0

Read fragment no. See description of the output data, [ 156]
Write data, Byte 0...3 Password: ARRAY [0...3] OF BYTE

Write data, Byte 4...127 Not required

Response

Loop counter See description of the input data, [ 152]
Response code 0x0100 (hex.), 256 (dec.)

Length Not required

Error code See description of the input data, [ 152]
Tag within the See description of the input data, [ 152]
detection range

Data (bytes) available See description of the input data, [ 152]
Tag counter See description of the input data, [ 152]
Write fragment no. 0

Read fragment no. See description of the input data, [ 152]

Read data

Not required
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8.5.14 Command: Reset read/write head password

The Reset read/write head password command directly resets a password for write access,
read access or a kill command in the read/write head. The password function is switched off,

180

there is no password exchange between the read/write head and the tag.

Request
Loop counter

See description of the output data, [ 156]

Command code

0x0101 (hex.), 257 (dec.)

Read/write head address

See description of the output data, [ 156]

Length of EPC Not required
Start address Not required
Length Not required

Command timeout

See description of the output data, [ 156]

Write fragment no.

0

Read fragment no.

See description of the output data, [ 156]

Write data Not required

Response

Loop counter See description of the input data, [ 152]
Response code 0x0101 (hex.), 257 (dec.)

Length Not required

Error code See description of the input data, [ 152]
Tag within the See description of the input data, [ 152]
detection range

Data (bytes) available See description of the input data, [ 152]
Tag counter See description of the input data, [ 152]
Write fragment no. 0

Read fragment no. See description of the input data, [ 152]

Read data

Not required
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8.5.15 Command: Set tag protection
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NOTE

The command code for fast processing with the loop counter is 0x2103 (hex.) or
8451 (dec.).

The Set tag protection command defines password protection for the tag with a direct com-
mand. For this it has to be specified whether a write protection or a read protection should be
set and the area of the tag to which the password applies. Protection for all areas is defined
with one command. When sending the command only one tag can be located in the detection
range of the read/write head.

Write protection is always also contained in a read protection.

NOTE
A write protection for UHF tags cannot be undone.

Request

Loop counter See description of the output data, [ 156]

Command code 0x0103 (hex.), 259 (dec.)

Read/write head address See description of the output data, [ 156]

Length of EPC Enter the EPC size in bytes if a particular tag is to be protec-
ted. The EPC must be defined in the write data (start byte: 0).
The function of the length of the EPC depends on the com-
mand used.
0: The command is executed for the tag which is located in
the detection range of the read/write head.
> 0: EPC length of the tag to be protected if an EPC s
present in the write data.

Start address Not required

Memory area Possible values:

PC and EPC (memory area 1)
USER memory (memory area 3)

The entire memory area selected is protected with a
password.

Length 0 byte

Command timeout See description of the output data, [ 156]

Write fragment no. 0

Read fragment no. See description of the output data, [ 156]

Write data, Byte 0 Not required

Write data, Byte 1 0

Write data, Byte 2 0

Write data, Byte 3 0

Write data, Byte 4 Not required

Write data, Byte 5 0

Write data, Byte 6 0

Write data, Byte 7 0

Write data, Byte 8...127 Not required
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Response

Loop counter

See description of the input data, [ 152]

Response code

0x0103 (hex.), 259 (dec.)

Length

Not required

Error code

See description of the input data, [ 152]

Tag within the
detection range

See description of the input data, [ 152]

Data (bytes) available

See description of the input data, [ 152]

Tag counter

See description of the input data, [ 152]

Write fragment no.

0

Read fragment no.

See description of the input data, [ 152]

Read data

Not required
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8.5.16 Command: Tag info

NOTE

The command code for fast processing with the loop counter is 0x2050 (hex.) or

8272 (dec.).

The Tag info command enables the following chip information of a tag to be scanned:

Allocation class identifier
Tag mask designer identifier

Tag model number

The data is queried from the GSl record of the tag.

Request
Loop counter

See description of the output data, [ 156]

Command code

0x0050 (hex.), 80 (dec.)

Read/write head address

See description of the output data, [ 156]

Length of EPC Not required
Start address Start address in the GSI record
Length Length of the system data read (bytes)

0: All system data is read

Command timeout

Not required

Write fragment no.

Not required

Read fragment no.

See description of the output data, [ 156]

Write data

Not required

Response

Loop counter

See description of the input data, [ 152]

Response code

0x0050 (hex.), 80 (dec.)

Length

See description of the input data, [ 152]

Error code

See description of the input data, [ 152]

Tag within the detection range

See description of the input data, [ 152]

Data (bytes) available

See description of the input data, [ 152]

Tag counter

[
See description of the input data, [ 152]

Write fragment no.

0

Read fragment no.

See description of the input data, [ 152]

Read data, Byte 0...3

First 32 bytes of the TID (tag class, manufacturer and chip

type)

Read data, Bytes 4...n

EPC (length variable)
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Chip information on the UHF tags

Name TID memory Size (Bits)

Allocation  Tag mask Tag model number EPC TID USER

class designer

identifier
Alien Higgs-3 OxE2 0x003 0x412 96...480 96 512
Alien Higgs-4 OxE2 0x003 0x414 16...128 96 128
NXP U-Code G2XM OxE2 0x006 0x003 240 64 512
NXP U-Code G2XL OxE2 0x006 0x004 240 64 -
NXP U-Code G2iM OxE2 0x006 0x80A 256 96 512
NXP U-Code G2iM+ OxE2 0x006 0x80B 128...448 96 640...320
NXP U-Code G2iL OxE2 0x006 0x806, 0x906, 0xBO6 128 64 -
NXP U-Code G2iL+ O0xE2 0x006 0x807, 0x907, 0xB0O7 128 64 -
NXP U-Code 7 O0xE2 0x806 0x890 128 96 -
NXP U-Code 7xm (2k) OxE2 0x806 OxF12 448 96 2048
Impinj Monza 4E OxE2 0x001 0x10C 496 96 128
Impinj Monza 4D OxE2 0x001 0x100 128 96 32
Impinj Monza 4QT OxE2 0x001 0x105 128 96 512
Impinj Monza 5 OxE2 0x001 0x130 128 96 -
Impinj Monza R6 OxE2 0x001 0x160 96 96 -
Impinj Monza R6-P OxE2 0x001 0x170 128 96 64
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8.5.17 Command: Permanently deactivate UHF tags (Kill)

NOTE

The command code for fast processing with the loop counter is 0x2200 (hex.) or

8704 (dec.).

The Kill UHF tag command makes the tag memory unusable. After a kill command, the tag can
neither be read nor written. A kill command cannot be undone.

Request
Loop counter

See description of the output data, [ 156]

Command code

0x0200 (hex.), 512 (dec.)

Read/write head address

See description of the output data, [ 156]

Length of EPC Enter the EPC size in bytes if a particular tag is to be deleted.
The EPC must be defined in the write data (start byte: 0). The
function of the length of the EPC depends on the command
used.

0: No entry of an EPC for executing the command. Only one
tag can be located in the detection range of the read/write
head.

> 0: EPC length of the tag to be deleted if an EPC is present
in the write data.

Start address Not required

Length 1 byte

Command timeout See description of the output data, [ 156]

Write fragment no. 0

Read fragment no.

See description of the output data, [ 156]

Write data, Byte 0...3

Password: ARRAY [0...3] OF BYTE

Write data, Byte 4...127

Not required

Response
Loop counter

See description of the input data, [ 152]

Response code

0x0200 (hex.), 512 (dec.)

Length

Not required

Error code

See description of the input data, [ 152]

Tag within the
detection range

See description of the input data, [ 152]

Data (bytes) available

See description of the input data, [ 152]

Tag counter

See description of the input data, [ 152]

Write fragment no.

0

Read fragment no.

See description of the input data, [ 152]

Read data

Not required
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8.5.18 Command: Restore UHF read/write head settings

The Restore UHF read/write head settings command restores the parameters of the UHF read/
write head from a backup. To execute the command, a backup must be created beforehand via
the Backup settings of the UHF read/write head command.

186

Request

Loop counter See description of the output data, [ 156]
Command code 0x1000 (hex.), 4096 (dec.)

Read/write head address See description of the output data, [ 156]
Length of EPC Not required

Start address Not required

Length Not required

Command timeout See description of the output data, [ 156]
Write fragment no. 0

Read fragment no. See description of the output data, [ 156]
Write data Not required

Response

Loop counter See description of the input data, [ 152]
Response code 0x1000 (hex.), 4096 (dec.)

Length Not required

Error code See description of the input data, [ 152]
Tag within the See description of the input data, [ 152]
detection range

Data (bytes) available See description of the input data, [ 152]
Tag counter See description of the input data, [ 152]
Write fragment no. 0

Read fragment no. See description of the input data, [ 152]

Read data

Not required
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8.5.19 Command: Backup settings of the UHF read/write head
The Backup settings of the UHF read/write head command saves the current settings of the
connected read/write head in the memory of the interface. The backup is retained also after a
voltage reset. The backup data can be restored via the Restore UHF read/write head settings

V02.01|2020/12

command.

Request
Loop counter

See description of the output data, [ 156]

Command code

0x1001 (hex.), 4097 (dec.)

Read/write head address

See description of the output data, [ 156]

Length of EPC Not required
Start address Not required
Length Not required

Command timeout

See description of the output data, [ 156]

Write fragment no.

0

Read fragment no.

See description of the output data, [ 156]

Write data Not required

Response

Loop counter See description of the input data, [ 152]
Response code 0x1001 (hex.), 4097 (dec.)

Length Not required

Error code See description of the input data, [ 152]
Tag within the See description of the input data, [ 152]
detection range

Data (bytes) available See description of the input data, [ 152]
Tag counter See description of the input data, [ 152]
Write fragment no. 0

Read fragment no. See description of the input data, [ 152]

Read data

Not required
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8.5.20 Command: Query error/status of UHF read/write head

The Read error/status of UHF read/write head command enables error/status messages of the
UHF read/write head to be read.

Request
Loop counter See description of the output data, [ 156]
Command code 0x0042 (hex.), 66 (dec.)
Read/write head address Not required
Length of EPC Not required
Start address Address in the Get Status response record
Length Length of the data to be read from the Get Status response
record
0: Read entire Get Status response record
Command timeout See description of the output data, [ 156]
Write fragment no. 0
Read fragment no. See description of the output data, [ 156]
Write data Not required
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Response
Loop counter

See description of the input data, [ 152]

Response code

0x042 (hex.), 66 (dec.)

Length

See description of the input data, [ 152]

Error code

See description of the input data, [ 152]

Tag within the
detection range

See description of the input data, [ 152]

Data (bytes) available

See description of the input data, [ 152]

Tag counter

See description of the input data, [ 152]

Write fragment no.

0

Read fragment no.

See description of the input data, [ 152]

Read data, Byte O...(Length-1)

Status general: 1 byte general status

RF status: 1 byte status of the RF module

Device status: 1 byte device-specific status information
RF mode: 1 byte, defines the reason for starting the read
operation

Trigger status: 1 byte, trigger number of the RF mode
I/0 status: 1 byte, status of the inputs and outputs
(0=low, 1 =high)

Ambient temperature: 1 byte, ambient temperature in °C
(data format: 8 bit, two’s complement)

PA temperature: 1 byte, PA temperature in °C

(data format: 8 bit, two’s complement)

RF antenna temperature: 1 byte, antenna temperature
in °C (data format: 8 bit, two’s complement)

Transmit power: 2 bytes, output power of the read/write
head in 1/10 dBm steps, LSB...MSB

(data format: 16 bit, two's complement)

Reverse power: 2 bytes, returned reverse power in 1/10
dBm steps, LSB...MSB

(data format: 16 bit, two's complement)

Antenna DC resistance: 4 bytes, resistance at the antenna
portin Q, LSB...MSB

Jammer power: 2 bytes, input power at the RX port in
1/10 dBm steps, LSB...MSB

(data format: 16 bit, two's complement)

Channel: Number of the currently used channel (offset
from the next available channel)

Read data, byte (Length)...127

Not required
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Evaluating read data — general status

Bit Meaning

7 Read/write head was reset (after reset)

6 Read/write head configuration damaged, default settings are used
5 Test mode active

1 Tag present

Evaluating read data — RF status

Bit Meaning

4 Limit value for radiated power exceeded
3 No free channel present

2 Antenna resistance too high or too low
1 Reverse power too high

0 PLL not locked

Evaluating read data — device status

Bit Meaning

4 Error in message generation (in Polling mode outside of memory area)
3 Temperature warning

2 Temperature too high

1 Communication error

0 Configuration invalid. Command execution not possible.

Evaluating read data — RF mode

Value Meaning

0x00 None (tag off)

0x01 Mode 1: Trigger is digital signal (edge), Timeout
0x02 Mode 2: Trigger is digital signal (edge), Timeout
0x03 Mode 3: Trigger is digital signal (level), Timeout
0x04 Trigger is a command

0x08 Reserved

0x10 DCU controlled read operation

0x20 Continuous mode

0x80 Automatic trigger (presence sensing mode)
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Evaluating read data - I/O status
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Value Meaning
7 Output 4
6 Output 3
5 Output 2
4 Output 1
3 Input 4
2 Input 3
1 Input 2
0 Input 1
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8.5.21

192

Command: Reset

The Reset command resets the read/write head and interface.

Request
Loop counter See description of the output data, [ 156]
Command code 0x8000 (hex.), 32768 (dec.)
Read/write head address See description of the output data, [ 156]
Length UID/EPC Not required
Start address 0: Software reset

1: Voltage reset
Length Not required
Command timeout See description of the output data, [ 156]
Write fragment no. 0
Read fragment no. See description of the output data, [ 156]
Write data Not required
Response
Loop counter See description of the input data, [ 152]
Response code 0x8000 (hex.), 32768 (dec.)
Length Not required
Error code See description of the input data, [ 152]
Tag within the See description of the input data, [ 152]
detection range
Data (bytes) available See description of the input data, [ 152]
Tag counter See description of the input data, [ 152]
Write fragment no. 0
Read fragment no. See description of the input data, [ 152]

Read data

Not required
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8.6 Setting devices via the web server
The devices can be set and commands sent to the devices via the integrated web server.

» Open the web server and log in as user (see [ 48])
=  Write access to input data, output data and parameter data is possible after the login.

Example: operating mode setting
In the following example the operating mode is set to UHF Compact.

» Click Local I/0 = Parameter in the navigation bar on the left of the screen.
»  Select RFID control/status chO.

TN-UHF-Q300-EU-CDS TN-UHF-Q300-EU-CDS - Local I/O - Parameter
(i) Info »@
¢ Parameter Write  Channel view
Diagnosis RFID Operation mode \ UHF compact v \ ?
control/status !
Status cho Deactivate diagnostics ‘no v ?
Event log SFID resd Command refries at failure P ‘ ?
4 Ex- / Import data ch0
Change Password RFID write
data ch0
LOCAL 1/O
{é:} Parameter R
Diagnosis
T he VAUX control

Output

Fig. 144: Web server — parameters

»  Select the operating mode via the Operation mode drop-down menu.

TN-UHF-Q300-EU-CDS TN-UHF-Q300-EU-CDS - Local I/O - Parameter
(i) Info v§
{@} Parameter Write  Channel view
Diagnosis RFID Operation mode | UHF compact A | 2
control/status i UHF compact
Status cho Deactivate diagnostics UHF extended ?
Command refries at failure 2 \ ?
Event log RFID read
Ex- / Import data ch0
RFID write
data ch0
LOCAL liO
15t P t
10§ Parameter DXP
Diagnosis
Input VAUX control

Output

Fig. 145: Web server - setting the operating mode
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Example: executing the Inventory command
In the following example an Inventory command is carried out via the web server.

» Click Local I/0 = Output in the navigation bar on the left of the screen.

»  Select the Inventory command via the Command code drop-down menu:
0x0001 Inventory

»  Activate Optional grouping: Set Start address parameter to 1.
=  The receipt of the command is confirmed automatically in the input data at Response
code.

TN-UHF-Q300-EU-CDS

) Info ._a .:|
Parameter Write  Channel view
Diagnosis Input values
‘ Response code [0x8001 Busy - Inventory | |
1"¢ Status
Tag present at read/write head [ no .
Event log
RFID read Continuous (Presence sensing) mode active I:. no .
. data ch0
Ex- / Import
Loop counter for fast processing o | .
Change Password ]
g RFID write Length |0 ‘ .
data chO
LOCAL /o Error code E | @
Parameter e Tag counter [ ! 3
[%] Diagnosis Data (Bytes) available 1 | .
2'¢, Input VAUX control Read fragment No 1 | @
Write fragment No. 1 | @
Output values
|Command code | 0x0001 Inventory v
Loop counter for fast processing o | @
UHF: Memory area | Kill password v
| Start address [ \| @
Length o | @
Length of UID/EPC o | @
Command timeout (*1ms) o \ kN

Fig. 146: Web server — executing the Inventory command
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TN-UHF-Q300-EU-CDS

) Info
Parameter

Diagnosis

- Status

Event log
Ex-/ Import

Change Password

LOCAL liO

Parameter

|¥s] Diagnosis

- Input

V02.01 | 2020/12

The Inventory command is executed as soon as there is a tag in the detection range of the

read/write head.

=

Write  Channel view

RFID read
data ch0

RFID write
data ch0

DXP

VAUX control

Input values
Response code

Tag present at read/write head

Continuous (Presence sensing) mode active
Loop counter for fast processing

Length

Error code

Tag counter

Data (Bytes) available

Read fragment No

Write fragment No.

Qutput values
Command code

Loop counter for fast processing
UHF: Memory area

Start address

Length

Length of UID/EPC

Command fimeout (*1ms)

Fig. 147: Web server - input data with successful Inventory command

0x0001 Inventory

[ no
[ ne

o

20

E

1

0
0
0

| 0x0001 Inventory

0

Kill password

1

0

o

0
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The read data can be called at RFID read data chO.

TN-UHF-Q300-EU-CDS

) Info

Parameter

Diagnosis

- Status

Event log
Ex- / Import

Change Password

LOCAL I/O

Fig. 148: Web server - read data
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Parameter

Diagnosis

Input

g WO
Write  Channel view
RFID Input buffer
control/status Input buffer 0-7
ch0
Input buffer 8-15
- Input buffer 16-23
Input buffer 24-31
RFID write Input buffer 32-39
data chO
Input buffer 40-47
DXP Input buffer 48-55
Input buffer 56-63
VAUX control Input buffer 64-71

Input buffer 72-79
Input buffer 80-87
Input buffer 88-95
Input buffer 96-103
Input buffer 104-111

Input buffer 112-119

Input buffer 120-127

|12 01212100 00 00 00

|00 00 00 00 00 00 70 fd

|'CIO 00 01 00 00 00 00 00

|'CIO 00 00 00 00 00 00 00

|00 00 00 00 00 00 00 00

|'CIO 00 00 00 00 00 00 00

|'CIO 00 00 00 00 00 00 00

|00 00 00 00 00 00 00 00

|'CIO 00 00 00 00 00 00 00

|'CIO 00 00 00 00 00 00 00

|00 00 00 00 00 00 00 00

|'CIO 00 00 00 00 00 00 00

|'CIO 00 00 00 00 00 00 00

{00 00 00 00 00 00 00 00

|'CIO 00 00 00 00 00 00 00

|'CIO 00 00 00 00 00 00 00O
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9 Operation

9.1 Executing a command and calling data

NOTE
A command is successful when the response code is the same as the command
code.

»  Set the parameters for the command.
» Set command code.

=  Set the command code. The command is successful when the response code is the same
as the command code and no error message is present.

9.2  Using fragmentation

If more data is read than the set size of the data interface, the fragment counter is automatically
incremented in the input data.

» Toread more data, increase the fragment counter in the output data.
»  Repeat process until the read or write fragment no. in the input data equals 0.

If less data is read than the set size of the data interface, the fragment counter stays at 0.

9.3  Using commands with a loop counter function

NOTE

The loop counter is only supported for fast execution commands.

»  Setting the command: Enter the command code.
» Setthe loop counterto 1.

=  The command was successfully executed if the same command code appears in the pro-
cess input data as in the process output data. The RFID data is stored in the buffer of the
interface.

»  Repeating the command: Increase the loop counter in the output data by 1.

=  The command was successfully executed if the same loop counter value appears in the
process input data as in the process output data. The RFID data is stored in the buffer of
the interface.

»  Setting a new command: Set the new command code and set the loop counter to 0.
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94  Using Inventory command and Continuous (presence sensing) mode

The Inventory command and Continuous (presence sensing) mode transfer data to the PLC in
different ways. Continuous mode is suitable for high-speed applications, in which a command
(e.g. read or write) is to be performed repetitively. Repeated execution of the same command
by the controller is unnecessary.

The following lists the most important differences between an Inventory command and Con-
tinuous mode:

Inventory Continuous mode Continuous presence sensing
mode
Triggered reading of EPCs Repeated reading of EPCs UHF read/write head
Automatic repetition of the switches on as soon as a tag
same command is detected
(e.g. Inventory, read, write) Repeated reading of EPCs

Automatic repetition of the
same command
(e.g. Inventory, read, write)

Data is displayed in theread  Data must be read from the Data must be read from the
data after the command has  memory of the interface with  memory of the interface with

ended. a separate command. a separate command.
Grouping of EPCs possible Grouping of EPCs possible Grouping of EPCs possible
No buffering on the No buffering on the No buffering on the
read/write head read/write head read/write head
Terminate command: Terminate command: Terminate command:

1. Timeout 1. Timeout 1. Timeout

2. Automatically after 2. Separate command 2. Separate command

command execution
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9.5 LEDs
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The device has the following LED indicators:

Power supply

Group and bus errors

Status
Diagnostics

The APPL LED can be programmed in CODESYS according to the application.

PWR LED Meaning

Off No power supply

Green Power supply error-free

Yellow Undervoltage within tolerance range
Red Undervoltage outside of tolerance range
RFON LED Meaning

Off RF field switched off

Green RF field switched on

DATA LED Meaning

Off No tag in the field, no data transfer

Yellow flashing

Tag in the field, data transfer via the air interface

DIAG LED Meaning
Off No error
Red Error

The USER LED can be adjusted according to the application.

BUS LED Meaning
Off No voltage present
Green Connection to a master active

Flashing green (1 Hz)

Device is operational

Red

IP address conflict or Restore mode active

Flashing red

Wink command active

Flashing red/green
(1H2)

Autonegotiation and/or wait for IP address allocation in DHCP or

BootIP mode

ERRLED Meaning

Off No voltage present
Green No diagnostics

Red Diagnostics present
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RUN LED Meaning

Green Program active

Red Program stopped
Flashing red No program present
Flashing red F_Reset active

(double, 1 Hz)

Flashing red/green OS starts
(1 H2)

APP LED(programmable)

Flashing white Wink command active

LAN LED Meaning

Off No Ethernet connection

Lit green Ethernet connection established, 100 Mbit/s
Green flashing Data transfer, 100 Mbit/s

Lit yellow Ethernet connection established, 10 Mbit/s
Yellow flashing Data transfer, 10 Mbit/s
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9.6 Software diagnostic messages

9.6.1 Diagnostic messages — gateway functions

Meaning of the diagnostic bits

Designation Meaning
FCE Force mode in the DTM active
coOM Internal error
V1oPoE Undervoltage detected at power supply terminal V1 or power sourcing
equipment (PSE) type 1
DIAG Module diagnostics present
Byte no. Bit
7 6 5 4 3 2 1 0
0 FCE com V1oPoE
DIAG

96.2  Diagnostic messages — RFID channels

Byte no. Bit
7 6 5 4 3 2 1 0
0 VAUX PRMER DTM FIFO
1 Reserved
2 Reserved
3 Reserved
4 TRE1 PNS1
5 Reserved
35 Reserved

Meaning of the diagnostic bits

Designation Meaning

VAUX Overvoltage at power supply terminal VAUX
PRMER Parameter error

DTM Configuration via the DTM active

FIFO Buffer full

TRE1 Read/write head reports error

PNS1 Parameter not supported by read/write head
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Operation

Software diagnostic messages

96.3  Diagnostic messages — digital channels

Byte no. Bit
7 6 5 4 3 2 1 0

0 VErrV1C1  |VErrV1CO
3 ERR3 ERR2 ERR1 ERRO

Meaning of the diagnostic bits
Designation Meaning
VErrV1COChOCh1 Overcurrent at power supply terminal VAUX1 at socket CO (channels 0 and 1)
VErrV1C1Ch2Ch3 Overcurrent at power supply terminal VAUX1 at socket C1 (channels 2 and 3)
ERRx Error message on channel x

964  Diagnostic messages — device status

Byte no. Bit
7 6 5 4 3 2 1 0
0 DIAG
1 FCE comMm V1oPoE
Meaning of the diagnostic bits

Designation Meaning

DIAG Module diagnostics present

FCE Force mode in the DTM active

com Internal error

V1oPoE Undervoltage detected at power supply terminal V1 or power sourcing equip-

ment (PSE) type 1
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9.7  Reading error codes
The error codes are part of the process input data.

Error code (hex.) Error code (dec.) Meaning

0x8000 32768 Channel not active

0x8001 32769 Read/write head not connected

0x8002 32770 Memory full

0x8003 32771 Block size of the tag not supported

0x8004 32772 Length larger than the size of the read fragment

0x8005 32773 Length larger than the size of the write fragment
0x8100 33024 Parameter undefined

0x8105 33029 Size of the write fragment outside of the permissible range
0x8106 33030 Size of the read fragment outside of the permissible range
0x81FF 33023 No read/write head selected

0x8200 33280 Command code unknown

0x8201 33281 Command not supported

0x8203 33283 Command not supported in UHF applications

0x8209 33289 Length parameter outside of the permissible range
0x820A 33290 Address outside of the permissible range

0x820B 33291 Length and address outside of the permissible range
0x820C 33292 No tag found

0x820D 33293 Timeout

0x8210 33296 Length outside of the tag specification

0x8211 33297 Address outside of the tag specification

0x8212 33298 Length and address outside of the tag specification
0x8213 33299 Memory area of the tag outside of the permissible range
0x8214 33300 Read/write head address outside of the permissible range
0x8215 33301 Value for timeout outside of the permissible range
0x8300 33536 Continuous mode command not activated

0x8302 33538 Grouping not supported with read commands

0x8304 33540 Grouping not supported with write commands

0x0801 2049 Write or read error

0x2000 8192 Kill command not successful

0x2500 9472 Password function not supported by tag

0x2501 9473 Password function not supported by read/write head
0x2900 10496 Address outside of the block limits

0x2901 10497 Length outside of the block limits
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Operation
Reading error codes

Error code (hex.) Error code (dec.) Meaning

0xC000 49152 Internal error (response of the read/write head too short)

0xC001 49153 Command not supported by read/write head version

0xBO... 45... Read/write head reports error

0xB062 45154 Read/write head error when executing an Inventory command

0xB067 45159 Read/write head error when executing a lock block command

0xB068 45160 Read/write head error when executing a read multiple block command

0xB069 45161 Read/write head error when executing a write multiple block com-
mand

0xBO6A 45162 Error when reading the system information

0xB06B 45163 Error when reading the protection status of the tags

0xBOBD 45245 Error when setting the transfer rate

0xBODA 45274 Error with the Tag in detection range function

O0xBOE1 45281 Error when reading the extended read/write head version

0xBOF8 45304 Error when resetting a command in Continuous mode

OxBOFA 45306 Error when outputting the response code

OxBOFF 45311 Error when resetting the read/write head

0xBOB3 45235 Error when setting the tag password

0xBOB6 45238 Error when setting the write or read protection

0xBOB8 45240 Error when reading the protection status of the memory area on the
tag

0xB0OC3 45251 Error when setting the password in the read/write head

0xDO... 53... Read/write head reports error

0xD001 53249 Error when resetting the read/write head

0xD002 53250 Error when reading the read/write head version

0xD003 53251 Error when reading the read/write head version when a tag is in the
detection range

0xD004 53252 Error when setting the read/write head address

0xD009 53257 Error with the parameter setting of the read/write head

0xD0O0A 53258 Error when setting the transfer speed and the operating mode of the
read/write head

0xD00B 53259 Error when polling

0xD00OD 53261 Error when reading the device status

0xDOOE 53262 Error when resetting the internal status bit

0xDOOF 53263 Error when setting the read/write head outputs and/or LEDs

0xDO11 53265 Error when reading the internal malfunctions

0xD014 53268 Diagnostics error

0xD016 53270 Error with the heartbeat message

0xD017 53271 Error when outputting the user settings

0xD01B 53275 Error when emptying the message memory in Polling mode

0xD081 53377 Error when switching the UHF tag on or off

0xD083 53379 Error when reading from a tag

0xD084 53380 Error when writing to a tag
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Error code (hex.) Error code (dec.) Meaning

0xD085 53381 Software trigger error

0xD088 53384 Error when outputting a command according to EPC Class1 Gen2

0xD100 53504 Error with the Backup function

0xD101 53505 Error with the Backup function (required memory not available)

0xD102 53506 Error when restoring a backup

0xD103 53507 Error when restoring a backup (no backup present)

0xD104 53508 Error when restoring a backup (backup data damaged)

0xD105 53509 Error when restoring the default settings

0xD106 53510 Error with the tag function

OxF8... 63... Read/write head error

0xF820 63520 Read/write head: Command not supported

0xF821 63521 Read/write head: Unspecified error

0xF822 63522 Read/write head: A valid password is expected before the command is
accepted.

0xF824 63524 Read/write head: Read operation not possible (e.g. invalid tag)

0xF825 63525 Read/write head: Write operation not possible (e.g. tag can only be
read)

0xF826 63526 Read/write head: Write or read error

O0xF827 63527 Read/write head: Access to unknown address (e.g. memory area out-
side of range)

0xF828 63528 Read/write head: The data to be sent is not valid

OxF82A 63530 Read/write head: The command requires a long time for execution.

0xF82C 63532 Read/write head: The requested object is not in the persistent
memory.

0xF82D 63533 Read/write head: The requested object is not in the volatile memory.

0xF835 63541 Read/write head: The command is temporarily not permissible.

0xF836 63542 Read/write head: The opcode is not valid for this type of configuration
memory.

0xF880 63616 Read/write head: No tag in the field

0xF881 63617 Read/write head: The EPC of the command does not match the EPC in
the detection range

0xF882 63618 Read/write head: Incorrect tag type specified

0xF883 63619 Write command to a block failed

OXFFFE 65534 Timeout on the RS485 interface

OxFFFF 65535 Command aborted
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10 Troubleshooting

If the device does not work as expected, proceed as follows:

»  Exclude environmental disturbances.
»  Check the connections of the device for errors.
»  Check device for parameterization errors.

If the malfunction persists, the device is faulty. In this case, decommission the device and
replace it with a new device of the same type.
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10.1  Rectifying errors
Errors are displayed by an ERR LED lit red on the device.

Calling error messages in the DTM and rectifying them

V02.01 | 2020/12

NOTE

Contact Turck if the error persists after the read/write head is reset.

» Right-click the device in the project tree.
»  Select Diagnosis in the context menu.

]PACTware
File Edit View

Project  Device

Extras  Window  Help

DEHdd @ [Be 02 Q8% 3 H

Device tag

Address | (J [ | Device type (DTM)

B HosTRC
& = TCP:192.168.1.93

~E'§ Modulbus

B UHF Ident 0

. 192.168.1.254/TN-UHF-Q300-EL

= 01/Q300-Generic 01

# <= = BL Service Ethemet

# <= = TN-UHF-Q300-EU-CDS
= §F Modulbus

# = Intern-0300-Generic
b= T UHF Ident 0

TH-UHE-M200-FLI

Qi
:ﬁ;

Connect

Disconnect

et device state
Load from device

Store to device

Parameter
Measured value

Simulation

Print

Additional functions

Add device
Exchange device
Delete device

Properties TM365-C175L200-H1147 EU

Fig. 149: Project tree - starting diagnosis
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=N

=  The diagnosis window opens in the DTM.

Module type
Module description

L8 B

TN-UHF-Q300-EU-CDS
BL ident read/write head, curopean version

Diagnosis
User Administrator

Name

[ Tvalue

@ E

@k

@k

@ [I Device status

Device status

= ion invalid: op
. Message generation error - out of memory in polling mode
=* RF Transceiver communication error

. Temperature too high

=, Temperature warning

General status

== Device configuration invalid, using defaults

=* Device had a reset

=% Test mode

== Transponder present

RF status

. Antenna resistance too high or too low

= BLLis not locked

=*. Regulation execution failed: no free RF channel

== Reverse power too high

=, Transmit power exceeded limit

Fig. 150: DTM - diagnosis

Device status

Name
Configuration invalid / Operation impossible

Value

Descripti
The current configuration is valid.

The current configuration is invalid.
The device will not operate unless the configuration has been
corrected.

Message generation error - out of memory in polling
mode

No message generation error and the polling buffer is not out of
memory.

The polling buffer is out of memory.
No further messages can be generated, no further tag can be read.

Rectifying error messages:

RF Transceiver communication error

No RF readfwrite head communication error.

An internal communication error has occured.
Contact support if this error still occurs after resetting the device.

Temperature too high

Internal temperature ok.

The internal temperature is out of range and the device will not
operate.

Temperature warning

Internal temperature within allowed range.

The internal temperature is close fo going out of range.
The device will stop to operate if the temperature is out of range.

»  Click the Reset read/write head button in the RFID Test main menu.
» Select Reset the read/write head in the drop-down menu.
The read/write head is reset.

|Epc/UID

Time

RS5I

RSSIMin | RSSIMax |Phase |Siot  |Reads

Fig. 151: DTM - Reset the read/write head
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Calling error messages in the web server and rectifying them

NOTE

Contact Turck if the error persists after the read/write head is reset.

» Loginto the web server (see [ 49]).
» Click Diagnostics in the navigation bar on the left of the screen.
=  The error messages are displayed in the device status.

MAIN UHF RFID CONFIG & DEMO DOCUMENTATION CLouD

INTERN Q300 GENERIC

UHF IDENT 0 - UHF DEVICE :@ | H

i) Info Write  Channel view

Parameter

Device status
Configuration invalid; operation impossible }

Message generation error - out of memory in )—

g, Input polling mode
Import-/Export RF Transceiver communication error F ‘
g L Application Temperature too high )— ‘
Temperature warning F ‘

General status

Device configuration invalid, using defaults F |
Device had a reset active |
Test mode E |
Transponder present F |
RF status
Antenna resistance too high or too low F |
PLLis not locked E |
Regulation execution failed; no free RF F |
channel
Reverse power too high E |
Transmit power exceeded limit C |

Fig. 152: Web server — Diagnostics
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Troubleshooting
Rectifying errors

Rectifying error messages:

» Click Local I/0 = Output in the navigation bar on the left of the screen.

»  Select RFID control/status chO.

»  Select the Reset command via the Command code drop-down menu: 0x8000 Reset
=  The read/write head is reset.

UHF RFID CONFIG & DEMO DOCUMENTATION CLouD

TN-UHF-Q300-EU-CDS TN-UHF-Q300-EU-CDS - Local I/O - Output
Info ’_i
Parameter Write  Channel view
Diagnosis RFID Input values
control/status Response code 0x0000 Idle
Status cho
Tag present at read/write head I:. no ?
Event log
RFID read Continuous (Presence sensing) mode active E. no 2
Ex- / Import data ch0
Loop counter for fast processing 0 | 2
Change Password N
9 RFID write Length 0 ‘ »
data ch0
LOCAL I'0 Error code E | 2
{§} Prrsizs DXP Tag counter 0 | 2
Diagnosis Output values
4 Command code 0x0000 Idle v
RXA (i VAUX control 7 0x0001 Inventory -
S Output Loop counter for fast processing 0x0002 Read
= UHE M 0x0004 Write
emory area 0x0008 Write and Verify
0x0010 Continuous Mode
Start add
artaddress 0x0011 Get data from buffer (Continuous Mode)
Length 0x0012 Stop Continuous (Presence Sensing) Mode
0x0020 UHF Continuous Presence Sensing Mode
Length of UID/EPC 0x0041 Read/write head identification

0x0042 Get UHF read/write head status/error
0x0060 Direct read/write head command
0x0100 Set read/write head password
0x0101 Reset read/write head password
0x0102 Set tag password

0x0103 Set tag protection

0x0105 Set perma lock

For comments or questions please find your local contact on www turck.com 0x0200 Kill UHF tagr
0x1000 Restore settings UHF read/write head

0x1001 Backup settings UHF read/write head
0x8000 Reset -

Fig. 153: Web server - resetting the read/write head
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11 Maintenance

11.1  Executing the firmware update via FDT/DTM
The firmware of the device can be updated via FDT/DTM. The PACTware FDT frame application,
the DTM for the device and the latest firmware can be downloaded free of charge from

www.turck.com.

NOTICE

Interruption of the power supply during the firmware update
Risk of device damage due to faulty firmware update

» Do not interrupt the power supply during the firmware update.
» During the firmware update do not reset the power supply.

Example: Updating the firmware with the PACTware FDT frame application

» Launch PACTware.
»  Right-click HOST PC = Add device.

]FAEM&IE
File Edit View Project Device Extras Window  Help

DEHE R [@E D29 0% 853 H,

Cunne::t

Disconnect

Topology Scan

#1  Add device |

Fig. 154: Adding a device in PACTware
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»  Select BL Service Ethernet and confirm with OK.

Project Device Extras Window Help

DS He @ (B 52w 995 H

J Device for

All Devices (2/2 DTMs)

[Enter text to search...

[ ang [ ger

Device -

FDT version  DTM version

’i BL Service Ethernet
-

BL Service RS232

DTM spe.. 1.0.0/2007-.. 1.200
DTM spe... 1.0.0 /2007-...

1.00.260...
1.00.260...

E BL Service Ethernet Com DTM

boje1ey a21ag E

OK | | Cancel

<
< 0] <noname>

Administrator ‘

Fig. 155: Selecting the Ethernet interface
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»  Double-click the connected device.
=  PACTware opens the bus address management.

File  Edit

Device tag

| PACTware

View Project Device Extras Window Help

B HOosTPC

<

B~ 2@

NEES & [EBe ok 9 8% H,

Device type BL Service Ethernet

Deszcription  BL Service over ethernet communication DT

S® |Liet |80 F2E

Online available devices | Add devices manuall_ul

Busaddress management

Boleles admag L)

| Industrial Ethernet_192.168.1.130 [192.168.1.130/255.255.255.0]

Planned devices

Device type Online 1D IP address

Netmazk

Gateway

Ethernet address

Wersion

ode

* |x]o]

<NOMNAME>

Device type Online 1D

| Administrator

Designation ['Tag']

Device short nams

Fig. 156: Opening Bus Address Management
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»  Search for connected Ethernet devices: Click the Search icon.

» Select the required device.

Device type BL Service Ethemnet
Dezcription  BL Service over ethernet communication DT

B~ @ P S® = |t | B8 K2

Orline available devices | Add devices manuall_l,ll

| Ethernet 3 [192.168.1.93./255.255.255.0)

Device type Online 1D | IP address M etrnazk, (3 ateway Ethemet addres: | Werzion | kMode

Fig. 157: Selecting the device

»  Click Firmware Download to start the firmware update.

Device type BL Service Ethernet
Dezcription  BL Service over ethernet communication DTH

B~ @ CRORCNIRRNETRE: B F-Y=

Online available devices | Add devices manuall_ul

| Ethernet 3 [132.168.1.93/255.255.2565.0)

Device type Online D | IP address Metmask. G ateway Ethermet addrezs | VYersion | Mode
TH-UHF-3300-EU-CL| 15040 ] =) 1. 94:E3:60:EG:42:5D | FPGM_DHCF

Fig. 158: Starting the firmware update
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»  Select BL Service Ethernet and confirm with OK.
=  PACTware shows the progress of the firmware update with a green bar at the bottom of

the screen.

| PACTware - [TCP:192.168.1.83 Busaddress management]
] File Edit View Project Device Bdras Window Help

Dl 8By 5

Address () 3 | Device type (DTM)

Device type BL Service Ethemet
Desciplion  BL Service over ethemet communication DTH

B-@e Bow pw |00 a8d
Oirline avalable devices | Add devices manul |

| Ethere! 3 (192,168.1.93/255,255.258.0)
Gnine 1D_|IP addess

Boieiesasiman L)

Busaddress management

~|f

Ethemet address  Version  Mads

Gateway

Planned devices

Orline ID | Busaddress Device shart name

Device type:

Designation (Tag)

‘4& H*HQH <NONAME>

Fig. 159: Firmware update in progress
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12 Repair

The device must not be repaired by the user. The device must be decommissioned if it is faulty.
Observe our return acceptance conditions when returning the device to Turck.

12.1  Returning devices
Returns to Turck can only be accepted if the device has been equipped with a Decontamination
declaration enclosed. The decontamination declaration can be downloaded from
https://www.turck.de/en/retoure-service-6079.php
and must be completely filled in, and affixed securely and weather-proof to the outside of the
packaging.

13 Disposal

'@ The devices must be disposed of correctly and must not be included in general
household garbage.
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14  Technical Data

Technical Data

Electrical data

Operating voltage 18...30 VDC
DC rated operational current <1000 mA
Data transmission Electromagnetic AC field
Wireless communication and protocol stand-  1SO 18000-6C
ards EN 302208

EPCglobal Gen 2
Antenna polarization Circular/linear, adjustable
Antenna half power beam width 65°
Output function Read/write

Mechanical data

Mounting condition Non-flush

Ambient temperature -20...450°C

Dimensions 300 x 300 x61.7 mm

Housing material Aluminum, AL, silver

Material of active face Fiber glass reinforced polyamide, PA6-GF30,
black

Vibration resistance 55 Hz (1 mm)

Shock resistance 309 (11 ms)

Type of protection IP67

No. of channels 4

Electrical connection RP-TNC

Input impedance 500

System description

Processor ARM Cortex A8, 32-bit, 800 MHz

ROM memory 256 MB Flash

RAM memory 512 MB DDR3

Programming CODESYS V3

Released for CODESYS version V3.5.11.20

Programming languages IEC61131-3(IL, LD, FBD, SFC, ST)

Application tasks 10

Number of POUs 1024

Programming interface Ethernet

Cycle time < 1 ms for 1000 IL commands
(without 1/0 cycles)

Input data 8

Output data 8

RFID data interface UHF
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Technical Data

Technical Data
System data

Ethernet transfer rate 10 Mbit/s / 100 Mbit/s
Ethernet connection technology 1 X M12, 4-pin, D-coded
Web server Default: 192.168.1.254
Modbus TCP

Addressing Static IP, BOOTP, DHCP
Supported function codes FC1, FC2, FC3, FC4, FC5, FC6, FC15, FC16, FC23
Number of TCP connections 8

Number of output data (PAA) Max. 1024

Number of input data (PAE) Max. 1024

EtherNet/IP

Addressing As per EtherNet/IP specification
Device level ring (DLR) Supported

Input assembly instance 103

Number of input data (PAE) 248

Output assembly instance 104

Number of output data (PAA) 248

Class1 connections 10

Class3 connections 3

Configuration assembly instance 106

PROFINET

Addressing DCP

MinCycleTime 4ms

Diagnostics According to PROFINET Alarm Handling
Automatic addressing Supported

Media redundancy protocol (MRP) Supported

Number of input data (PAE) Max. 512

Number of output data (PAA) Max. 512

Digital inputs

No. of channels 2

Connection technology of inputs M12, 5-pin

Input type PNP

Switch threshold EN 61131-2 Type 3, PNP
Signal voltage Low signal <5V

Signal voltage High signal >11V

Signal current Low signal <1.5mA

Signal current High signal >2mA

Type of input diagnostics Channel diagnostics
Digital outputs

No. of channels 2

Connection technology of outputs M12, 5-pin

Output type PNP

Type of output diagnostics Channel diagnostics
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15 Appendix: Flow Charts Showing the Operation of the Device

The flow charts explain the operation of the device as well as the processing of commands.

15.1  Flow chart: Command processing

Y
idle:
out.commandCode :=0
out.loopCount :=0

I
Y

< in.responseCode <> 0 >

Y

initiate command:
out.commandCode :=
0x0002 READ

|

in.responseCode < 0 -

| busy

!

yes in.responseCode < 0x4000 no

done done
in.errorCode = 0x0000 in.errorCode = [0x0001...0xffff]
¥
< new command desired?

Fig. 160: Flow chart for command processing
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15.2  Flow chart: Rapid command processing with loop counter

idle:
out.commandCode :=0
out.loopCount :=0

inloopCout <> 0
or
in.responseCode <> 0
[
]
select command:

out.commandCode :=
0x2002 LOOP_READ

;

initiate command:
out.loopCount :=
out.loopCount+1

:

< (in.loopCount <> out.loopCount)

or
in.responseCode <0

| busy

!

yes in.responseCode < 0x4000 no

done done
in.errorCode = 0x0000 in.errorCode = [0x0001...0xffff]
¥
< new command desired?

Fig. 161: Flow chart for fast command processing with loop counter
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153

Flow chart: Command processing with fragmentation

idle:

out.loopCount :=0
out.commandCode
out.writeFragmentNo := 0
out.readFragmentNo := 0

or
in.responseCode <> 0

L]
initiate command and send 1st fragment:
out.loopCount = out.loopCount+1
out.commandCode := [0x0001...0x3FFF]
outlength = length of writedata
out.writeFragmentNo := 1
out.writeData := part 1

in.write Fi No <> out.wri No

more than one fragment left

yes

send next fragment:
out.writeFragmentNo := out.writeFragmentNo+1
out.writeData := part 2...(n-1)

in.writeFragmentNo <> out.writeFragmentNo

|
S

send last fragment:

out.writeFragmentN
out.readFragmentNo
out.writeData := part n

in.errorCode = 0x0000 error
inlengst = length of read data in.errorCode = [0x0001...0xffff]
in.readData = part 1

!

acknowledge 1st fragment
out.readFragmentNo := in.readFragmentNo

in.readFragmentNo <> 0

yes

out.readFragmentNo == in.readFragmentNo

in.readData = part 2...(n)

acknowledge next fragment
out.readFragmentNo := in.readFragmentNo

new command desired?

Fig. 162: Flow chart for command processing with fragmentation
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154 Flow chart: Continuous mode with interruption before reading data

Idle:
Command Code =0
Response Code =0

l Yes

Set output parameter:
-,Start address” =1
(Grouping EPCs for UHF)
- e.g. timeout

!

Set command:
Command Code = 0x0010

ERROR=TRUE
<Response Code = Command Code Error Code

:

OR

Set parameter:
,Length” := data (bytes) available

Set command:
Command Code := 0x0011

y Read-Fragment +1

<Data bytes available =0

l Yes

Done

Fig. 163: Flow chart for Continuous mode with interruption before reading data
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155  Flow chart: Continuous mode without interruption before reading data

Idle:
Command Code =0
Response Code =0

)

l Yes

Set output parameter:
-,Start address” := 1
(Grouping EPCs for UHF)

!

Set command:
Command Code :=0x0010

!

ERROR=TRUE
<Response Code = Command Code>—> Error Code

Set parameter:
,Length” : define value

Set command:
Command Code :=0x0011

")

A

<Data bytes available =0

Yes

\

No

Set command:
Command Code := 0x0010

|

Set command:
Command Code := 0x0012

Read-Fragment +1

*) After increasing the Read Fragment No., the new data will be shown in the read data input.

Fig. 164: Flow chart for Continuous mode without interruption before reading data

V02.01 | 2020/12




16 EU Declaration of Conformity

Hans Turck GmbH & Co. KG hereby declares that wireless system read/write heads of type
TN-UHF-Q...L...-EU... comply with directive 2014/53/EU. The complete text of the EU declara-
tion of conformity can be obtained from the following Internet address: www.turck.com

224 Hans Turck GmbH & Co. KG | T +49 208 4952-0 | F +49 208 4952-264 | more@turck.com | www.turck.com
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